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SAFETY PRECAUTIONS

(Read these precautions before use.)

Before using this product, please read this manual and the relevant manuals carefully and pay full attention to safety to handle
the product correctly.
In this manual, the safety precautions are classified into two levels: "AWARNING" and "ACAUTION".

f WARN I NG Indicates that incorrect handling may cause hazardous conditions, resulting in
death or severe injury.

f CAUTION Indicates that incorrect handling may cause hazardous conditions, resulting in
minor or moderate injury or property damage.

Under some circumstances, failure to observe the precautions given under "ACAUTION" may lead to serious
consequences.

Observe the precautions of both levels because they are important for personal and system safety.

Make sure that the end users read this manual and then keep the manual in a safe place for future reference.

[DESIGN PRECAUTIONS]

/\WARNING

@ Configure safety circuits external to the programmable controller to ensure that the entire system
operates safely even when a fault occurs in the external power supply or the programmable controller.
Failure to do so may result in an accident due to an incorrect output or malfunction.

- Emergency stop circuits, protection circuits, and protective interlock circuits for conflicting
operations (such as forward/reverse rotations or upper/lower limit positioning) must be configured
external to the programmable controller.

- Note that when the CPU module detects an error, such as a watchdog timer error, during self-
diagnosis, all outputs are turned off. Also, when an error that cannot be detected by the CPU
module occurs in an input/output control block, output control may be disabled. External circuits
and mechanisms should be designed to ensure safe machinery operation in such a case.

- Note that when an error occurs in a relay, transistor or triac of an output circuit, the output might
stay on or off. For output signals that may lead to serious accidents, external circuits and
mechanisms should be designed to ensure safe machinery operation in such a case.

@ In an output circuit, when a load current exceeding the current rating or an overcurrent caused by a
load short-circuit flows for a long time, it may cause smoke and fire. To prevent this, configure an
external safety circuit, such as a fuse.

@ For the operating status of each station after a communication failure, refer to manuals relevant to the
network. Incorrect output or malfunction may result in an accident.

@ Construct an interlock circuit in the program so that the whole system always operates on the safe
side before executing the control (for data change) of the programmable controller in operation.
Read the manual thoroughly and ensure complete safety before executing other controls (for program
change, parameter change, forcible output and operation status change) of the programmable
controller in operation. Improper operation may damage machines or cause accidents.

@ Especially, when a remote programmable controller is controlled by an external device, immediate
action cannot be taken if a problem occurs in the programmable controller due to a communication
failure. To prevent this, configure an interlock circuit in the program, and determine corrective actions
to be taken between the external device and CPU module in case of a communication failure.



[DESIGN PRECAUTIONS]

/\WARNING

® Do not write any data to the "system area" and "write-protect area" of the buffer memory in the
intelligent function module. Doing so may cause malfunction of the programmable controller system.
For the "system area" or "write-protect area", refer to =~ Page 225 Buffer Memory.

@ If a communication cable is disconnected, the network may be unstable, resulting in a communication
failure of multiple stations. Configure an interlock circuit in the program to ensure that the entire
system will always operate safely even if communications fail. Incorrect output or malfunction due to a
communication failure may result in an accident.

@ For the operating status of each EtherNet/IP device after a communication failure, refer to [~ Page
178 TROUBLESHOOTING in this manual. Incorrect output or malfunction due to a communication
failure may result in an accident.

@ Configure an interlock circuit in the program to ensure that the entire system will always operate
safely even if communications fail in multiple EtherNet/IP devices. Failure to do so may result in an
accident due to an incorrect output or malfunction.

[DESIGN PRECAUTIONS]

/\CAUTION

® Do not install the control lines or communication cables together with the main circuit lines or power
cables. Keep a distance of 100mm or more between them. Failure to do so may result in malfunction
due to noise.

® When an inductive load such as a lamp, heater, or solenoid valve is controlled, a large current
(approximately ten times greater than normal) may flow when the output is turned from off to on. Take
proper measures so that the flowing current dose not exceed the value corresponding to the
maximum load specification of the resistance load.

® Do not power off the CPU module or reset the CPU module while the settings are being written. Doing
so will make the data in the flash ROM undefined. The values need to be set in the buffer memory and
written to the flash ROM again. Doing so also may cause malfunction or failure of the module.

[SECURITY PRECAUTIONS]

/\WARNING

@ To maintain the security (confidentiality, integrity, and availability) of the programmable controller and
the system against unauthorized access, denial-of-service (DoS) attacks, computer viruses, and other
cyberattacks from unreliable networks and devices via network, take appropriate measures such as
firewalls, virtual private networks (VPNs), and antivirus solutions.




[INSTALLATION PRECAUTIONS]

/N\WARNING

Make sure to cut off all phases of the power supply externally before attempting installation or wiring
work. Failure to do so may cause electric shock or damage to the product.

Use the product within the generic environment specifications described in the User's Manual
(Hardware) of the CPU module used.

Never use the product in areas with excessive dust, oily smoke, conductive dusts, corrosive gas (salt
air, Cl,, H,S, SO, or NO,), flammable gas, vibration or impacts, or expose it to high temperature,
condensation, or rain and wind.

If the product is used in such conditions, electric shock, fire, malfunctions, deterioration or damage
may occur.

[INSTALLATION PRECAUTIONS]

/\CAUTION

Do not touch the conductive parts of the product directly. Doing so may cause malfunction or failure.
When drilling screw holes or wiring, make sure that cutting and wiring debris do not enter the
ventilation slits of the programmable controller. Failure to do so may cause fire, equipment failures or
malfunctions.

For the product supplied together with a dust proof sheet, the sheet should be affixed to the ventilation
slits before the installation and wiring work to prevent foreign objects such as cutting and wiring
debris.

However, when the installation work is completed, make sure to remove the sheet to provide
adequate ventilation. Failure to do so may cause fire, equipment failures or malfunctions.

Install the product on a flat surface. If the mounting surface is rough, undue force will be applied to the
PC board, thereby causing nonconformities.

Install the product securely using a DIN rail or mounting screws.

Work carefully when using a screwdriver such as installation of the product. Failure to do so may
cause damage to the product or accidents.

Connect the extension cables, peripheral cables, input/output cables and battery connecting cable
securely to the specified connectors. Loose connections may cause malfunctions.

Turn off the power to the programmable controller before attaching or detaching the following devices.
Failure to do so may cause equipment failures or malfunctions.

- Peripherals, expansion board, expansion adapter, and connector conversion adapter

- Extension modules, bus conversion module, and connector conversion module

- Battery




[WIRING PRECAUTIONS]

/\WARNING

Make sure to cut off all phases of the power supply externally before attempting installation or wiring

work. Failure to do so may cause electric shock or damage to the product.

Make sure to attach the terminal cover, provided as an accessory, before turning on the power or

initiating operation after installation or wiring work. Failure to do so may cause electric shock.

The temperature rating of the cable should be 80°C or more.

Make sure to properly wire to the spring clamp terminal block in accordance with the following

precautions. Failure to do so may cause electric shock, equipment failures, a shortcircuit, wire

breakage, malfunctions, or damage to the product.

- The disposal size of the cable end should follow the dimensions described in the manual.

- Twist the ends of stranded wires and make sure that there are no loose wires.

- Do not solder-plate the electric wire ends.

- Do not connect more than the specified number of wires or electric wires of unspecified size.

- Affix the electric wires so that neither the terminal block nor the connected parts are directly
stressed.

[WIRING PRECAUTIONS]

/\CAUTION

Perform class D grounding (grounding resistance: 100Q or less) of the grounding terminal on the CPU
module and extension modules with a wire 2mm? or thicker. Do not use common grounding with
heavy electrical systems (refer to the User's Manual (Hardware) of the CPU module used).
Individually ground the FG terminal of the programmable controller with a ground resistance of 100Q2
or less. Failure to do so may result in electric shock or malfunction.

Install module so that excessive force will not be applied to terminal blocks, or communication cables.

Failure to do so may result in wire damage/breakage or programmable controller failure.

Make sure to observe the following precautions to prevent any damage to the machinery or accidents

due to malfunction of the programmable controller caused by abnormal data written to the

programmable controller due to the effects of noise.

- Do not bundle the control line and communication cables together with or lay them close to the
main circuit, high-voltage line, load line or power line. Keep a distance of 100mm or more between
them.

- Ground the shield of the shielded wire or shielded cable at one point on the programmable
controller. However, do not use common grounding with heavy electrical systems.

For Ethernet cables to be used in the system, select the ones that meet the specifications described in

[Z5- Page 88 Wiring Products. If not, normal data transmission is not guaranteed.




[STARTUP AND MAINTENANCE PRECAUTIONS]

/N\WARNING

® Do not touch any terminal while the power of the programmable controller is on. Doing so may cause
electric shock or malfunctions.

@ Before cleaning or retightening terminals, cut off all phases of the power supply externally. Failure to
do so may result in electric shock.

@ Before modifying the program in operation, forcible output, running or stopping the programmable
controller, read through this manual carefully, and ensure complete safety. Improper operation may
damage machines or cause accidents.

@® Do not change the program in the programmable controller from two or more peripherals (such as
engineering tools or GOTs) at the same time. Doing so may cause destruction or malfunction of the
programmable controller program.

[STARTUP AND MAINTENANCE PRECAUTIONS]

/\CAUTION

® When connecting an external device with a CPU module or intelligent function module to modify data
of a running programmable controller, configure an interlock circuit in the program to ensure that the
entire system will always operate safely. For other forms of control (such as program modification,
parameter change, forced output, or operating status change) of a running programmable controller,
read the relevant manuals carefully and ensure that the operation is safe before proceeding. Improper
operation may damage machines or cause accidents.

@ Especially, when a remote programmable controller is controlled by an external device, immediate
action cannot be taken if a problem occurs in the programmable controller due to a communication
failure. To prevent this, configure an interlock circuit in the program, and determine corrective actions
to be taken between the external device and CPU module in case of a communication failure.

® Do not disassemble or modify the programmable controller. Doing so may cause fire, equipment
failures, or malfunctions.

For repair, contact your local Mitsubishi Electric representative.

@ Turn off the power to the programmable controller before attaching or detaching the following devices.
Failure to do so may cause equipment failures or malfunctions.

- Peripherals, expansion board, expansion adapter, and connector conversion adapter
- Extension modules, bus conversion module, and connector conversion module
- Battery

@ Read relevant manuals carefully and ensure the safety before performing online operations (operation
status change) with peripheral devices connected to the CPU modules of other stations. Improper
operation may damage machines or cause accidents.




[OPERATION PRECAUTIONS]

/\CAUTION

@® Construct an interlock circuit in the program so that the whole system always operates on the safe
side before executing the control (for data change) of the programmable controller in operation. Read
the manual thoroughly and ensure complete safety before executing other controls (for program
change, parameter change, forcible output and operation status change) of the programmable
controller in operation. Improper operation may damage machines or cause accidents.

® Do not power off the CPU module or reset the CPU module while the setting values in the buffer
memory are being written to the flash ROM in the intelligent function module. Doing so will make the
data in the flash ROM undefined. The values need to be set in the buffer memory and written to the
flash ROM again. Doing so can cause malfunction or failure of the module.

® Note that the whole system may not be reset by the RUN/STOP/RESET switch when the CPU module
or intelligent function module detects an error, such as a watchdog timer error, during self-diagnosis.
In such cases, turn the power off and on again.

[DISPOSAL PRECAUTIONS]

/\CAUTION

® When disposing of this product, treat it as industrial waste.

[TRANSPORTATION PRECAUTIONS]

/\CAUTION

@® The programmable controller is a precision instrument. During transportation, avoid impacts larger
than those specified in the general specifications of the User's Manual (Hardware) of the CPU module
by using dedicated packaging boxes and shock-absorbing palettes. Failure to do so may cause
failures in the programmable controller. After transportation, verify the operation of the programmable
controller and check for any damage to the parts, such as the mounting part.




INTRODUCTION

Thank you for purchasing the Mitsubishi Electric MELSEC iQ-F series programmable controllers.

This manual contains text, diagrams and explanations which will guide the reader in the correct installation, safe use and
operation of the EtherNet/IP module of MELSEC iQ-F series.

Before using this product, please read this manual and the relevant manuals carefully and develop familiarity with the
specifications to handle the product correctly.

Please make sure that the end users read this manual.

Regarding use of this product

 This product has been manufactured as a general-purpose part for general industries, and has not been designed or
manufactured to be incorporated in a device or system used in purposes related to human life.

» Before using the product for special purposes such as nuclear power, electric power, aerospace, medicine or passenger
movement vehicles, consult Mitsubishi Electric.

* This product has been manufactured under strict quality control. However when installing the product where major
accidents or losses could occur if the product fails, install appropriate backup or failsafe functions in the system.

Note

« If in doubt at any stage during the installation of the product, always consult a professional electrical engineer who is
qualified and trained in the local and national standards. If in doubt about the operation or use, please consult the nearest
Mitsubishi Electric representative.

+ Since the examples indicated by this manual, technical bulletin, catalog, or other documents are used as a reference,
please use them after confirming the function and safety of the equipment and system. Mitsubishi Electric will not accept
responsibility for actual use of the product based on these illustrative examples.

» The contents of this manual, including specifications, are subject to change without notice for improvement.

» The information in this manual has been carefully checked and is believed to be accurate; however, if any doubtful points,
errors, or other issues are found, please contact the nearest Mitsubishi Electric representative. When doing so, please
provide the manual number given at the end of this manual.
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RELEVANT MANUALS

Manual name <manual number>

Description

12

MELSEC iQ-F FX5S/FX5UJ/FX5U/FX5UC User's Manual (Hardware)
<SH-082452ENG>

Hardware of the CPU module, including performance specifications, wiring,
installation, and maintenance

MELSEC iQ-F FX5 User's Manual (Application)
<JY997D55401>

Basic knowledge required for program design, functions of the CPU module,
devices/labels, and parameters

MELSEC iQ-F FX5 Programming Manual (Program Design)
<JY997D55701>

Program specifications of ladder, ST, FBD/LD, and SFC, and labels

MELSEC iQ-F FX5 Programming Manual (Instructions, Standard Functions/
Function Blocks)
<JY997D55801>

Specifications of the instructions and functions that can be used in a program

MELSEC iQ-F FX5 User's Manual (Communication)
<SH-082625ENG>

Communication functions of the Ethernet module and those built into the CPU
module

MELSEC iQ-F FX5 EtherNet/IP Module User's Manual
<SH-082709ENG> (this manual)

Description of FX5-EIP

GX Works3 Operating Manual
<SH-081215ENG>

System configuration, parameter settings, and online operations of GX Works3

TERMS

Unless otherwise specified, this manual uses the following terms.

Term Description
Adapter A station type of EtherNet/IP that corresponds to the device station.
Client An EtherNet/IP device that transmits commands to the external device

Engineering tool

The product name of the software package for the MELSEC programmable controllers

EtherNet/IP An industrial Ethernet protocol offered by ODVA

Originator An EtherNet/IP device that transmits a connection establishment request of EtherNet/IP
Scanner The EtherNet/IP station type that corresponds to the master station

Server An EtherNet/IP device that returns responses to the commands from the external device
Target An EtherNet/IP device that receives a connection establishment request from the originator




GENERIC TERMS AND ABBREVIATIONS

Unless otherwise specified, this manual uses the following generic terms and abbreviations.

Generic term/abbreviation

Description

CIP

An abbreviation for Common Industrial Protocol.
One of the open protocols of ODVA, a specialized application protocol for EtherNet/IP, DeviceNet and ControlNet.

EtherNet/IP device

A generic term for the devices, personal computers, and other equipment connected by EtherNet/IP for data
communication

Extension module

A generic term for the FX5 extension modules, FX3 extension modules, and extension modules (extension cable type
and extension connector type)

FX5U CPU module

A generic term for the FX5U-32MR/ES, FX5U-32MT/ES, FX5U-32MT/ESS, FX5U-64MR/ES, FX5U-64MT/ES, FX5U-
64MT/ESS, FX5U-80MR/ES, FX5U-80MT/ES, FX5U-80MT/ESS, FX5U-32MR/DS, FX5U-32MT/DS, FX5U-32MT/
DSS, FX5U-64MR/DS, FX5U-64MT/DS, FX5U-64MT/DSS, FX5U-80MR/DS, FX5U-80MT/DS, and FX5U-80MT/DSS

FX5UC CPU module

A generic term for the FX5UC-32MT/D, FX5UC-32MT/DSS, FX5UC-64MT/D, FX5UC-64MT/DSS, FX5UC-96MT/D,
FX5UC-96MT/DSS, FX5UC-32MT/DS-TS, FX5UC-32MT/DSS-TS, and FX5UC-32MR/DS-TS

FX5UJ CPU module

A generic term for the FX5UJ-24MR/ES, FX5UJ-24MT/ES, FX5UJ-24MT/ESS, FX5UJ-24MR/DS, FX5UJ-24MT/DS,
FX5UJ-24MT/DSS, FX5UJ-40MR/ES, FX5UJ-40MT/ES, FX5UJ-40MT/ESS, FX5UJ-40MR/DS, FX5UJ-40MT/DS,
FX5UJ-40MT/DSS, FX5UJ-60MR/ES, FX5UJ-60MT/ES, FX5UJ-60MT/ESS, FX5UJ-60MR/DS, FX5UJ-60MT/DS,
and FX5UJ-60MT/DSS

GX Works3

The product name of the software package, SWnDND-GXW3, for the MELSEC programmable controllers (The 'n'
represents a version.)

Intelligent function module

A generic term for the FX5 intelligent function modules

Peripherals A generic term for the engineering tools and GOTs
PPS An abbreviation for Packets Per Second. It indicates the number of packets that can be processed in one second.
RPI An abbreviation for Requested Packet Interval.
It is the communication cycle determined by the originator during communications between EtherNet/IP devices.
TCP An abbreviation for Transmission Control Protocol.
In communications among programmable controllers and networked devices, this protocol establishes a connection
between port numbers of the two devices to perform reliable data communications.
UDP An abbreviation for User Datagram Protocol.

This protocol is a connectionless protocol and thereby its speed is faster than that of TCP, but less reliable. (Data may
be lost or not be received in correct order.)

13
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1 OUTLINE

The FX5-EIP EtherNet/IP module (hereafter referred to as FX5-EIP) is an intelligent function module for connecting to an
EtherNet/IP network and general-purpose Ethernet.

EtherNet/IP communication

The module can communicate seamlessly with an EtherNet/IP network by using the communication protocol CIP.
The FX5-EIP functions as a scanner (originator/client) or an adapter (target/server) of the EtherNet/IP network.
(1

1) FX5-EIP (scanner)

2) Hub

3) FX5-EIP (adapter)

4) EtherNet/IP device (scanner/adapter)

General-purpose Ethernet communication

The module can be connected with a host system, such as a personal computer, by using the communication protocol TCP/
UDP.

@) (1) @) (1)

1) FX5-EIP

2) Hub

3) CPU module

4) External device (personal computer)

1 OUTLINE
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2 SPECIFICATIONS

This chapter describes the FX5-EIP specifications.

2.1  General Specifications

The items other than the following are equivalent to those of the CPU module.

For the general specification, refer to the following manual.
LTIMELSEC iQ-F FX5S/FX5UJ/FX5U/FX5UC User's Manual (Hardware)

Item

Specifications

Dielectric withstand voltage

500VAC for 1 minute

Insulation resistance

10MQ or higher by 500VDC insulation resistance tester

Between all terminals and ground terminal

2.2 Power Supply Specifications

The following table lists the power supply specifications.

Item Specifications
Internal power supply Power supply voltage 24VDC
Current consumption 110mA

2 SPECIFICATIONS
2.1 General Specifications



2.3

Performance Specifications

The following table lists the performance specifications.

Item

Description

EtherNet/IP
communications

Class1
communications

Communication format

* Instance communications
» Tag communications

Number of connections 2

* 64 connections
» 128 connections

Communication data size2

« 64 connections: 1444 bytes (per connection)™
« 128 connections: 600 bytes (per connection)*3

Connection type

Point-to-point, multicast

RPI (communication cycle)

2 to 60000ms

PPS (communication processing
performance)

7000pps (at 10 bytes)
5000pps (at 600 bytes)
2000pps (at 1444 bytes)

Class3
communications

Communication format

* Instance communications
« Tag communications

Number of connections 2

« Server: 32 connections (number of simultaneous executions)
« Client: 64 connections, 128 connections

Communication data size?

W64 connections

Instance communications: 1404 bytes (per connection)
Tag communications: 496 bytes (per connection)
W128 connections

Instance communications: 600 bytes (per connection)
Tag communications: 496 bytes (per connection)

Connection type

Point-to-point

UCMM
communications

Communication format

* Instance communications
« Tag communications

Number of connections (number of
simultaneous executions)

« Server: 32 connections
« Client: 32 connections

Communication data size

* Instance communications: 504 bytes (including headers)
» Tag communications: 498 bytes

Connection type

Point-to-point

Transmission Data transmission speed 100Mbps
specifications Communication mode Full-duplex
Transmission method Base band
Interface RJ45 connector
IP version IPv4 is supported.
Maximum segment length 100m (length between hub and node)™
Number of cascade 100BASE-TX | 2 levels maximum"®
connections
Network topology Line topology, star topology (The mixture of line topology and star topology
is also possible.)
Hub™® Hubs with 100BASE-TX ports™ can be used.
Connection cable™® 100BASE-TX | Ethernet cable of category 5 or higher (STP cable)
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Item Description

General-purpose Transmission Data transmission speed 100/10Mbps
Ethernet specifications Communication mode Full-duplex or haIf—dupIex*6
communication
Transmission method Base band
Interface RJ45 connector
Maximum segment length 100m (length between hub and node)'4
Number of cascade 100BASE-TX | 2 levels maximum™®
connections 10BASE-T | 4 levels maximum’>
Protocol type MELSOFT connection, SLMP client (3E frame), SLMP server (3E/1E
frame), socket communication
Number of connections Total of 32 connections™®
(Up to 32 external devices can access one FX5-EIP module at the same
time.)
Hub™® Hubs with 100BASE-TX or 10BASE-T ports ' can be used.
Connection cable™® 100BASE-TX | Ethernet cable of category 5 or higher (STP cable)
10BASE-T Ethernet cable of category 3 or higher (STP/UTP cable)
Number of ports 2
Number of occupied I/O points 8 points
Applicable CPU module For versions corresponding to the CPU modules or controller, refer to the
Applicable engineering tool GX Works3 user's manual for the CPU module or controller used.

Number of connectable modules 1 module

*1 EtherNet/IP communication specifications are available only within the specifications of the communication destination.

*2 This size is the maximum size which can be specified to 'Data length' of Class1 communication input data area of the request command
during the client operation.
During the server operation, since the FX5-EIP automatically responds according to the request command received from the client, the
maximum size is not prescribed.

*3  If the communication destination device does not support Large_Forward_Open (CIP option specification), the maximum
communication data size is 504 bytes.

*4 For maximum segment length (length between hubs), contact the manufacturer of the hub used.

*5 This number applies when a repeater hub is used. When using a switching hub, check the number of cascaded stages with the
manufacturer of the hub to be used.

*6 |EEE 802.3x flow control is not supported.

*7 The ports must comply with the IEEE 802.3 100BASE-TX standards.

*8 A straight/cross cable can be used.

*9 The first device for MELSOFT connection is not included in the number of connections. (The second and the following devices are
included.)
The EtherNet/IP communication is not included in the number of connections.

*10 The ports must comply with the IEEE 802.3 100BASE-TX or IEEE 802.3 10BASE-T standards.

*11 Since the IP address is shared by two ports, only one address can be set.

Point/®

For the FX5-EIP, the maximum number of connections can be switched to 64 or 128 connections. (The
communication data size also changes depending on the maximum number of connections.)

For information on changing the maximum number of connections, refer to the following.

[=5~ Page 91 Maximum Number of Connections Setting
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Combinations of number of connections

The following table shows which combination is counted for the total number of connections for each communication.
O: Count, X: Do not count

Item Number of Number of client Number of server | Number of
connections that simultaneous simultaneous consumed
can be set’! executions 2 executions > connections™

Class1 Instance Client O X X O

communications communications Server 0 % x o

Tag Client @] X X @)
communications Server 0 % x o
Class3 Instance Client O X X O
communications communications Server x % 0O o
Tag Client O X X @)
communications Server 0 % 0 o
UCMM Instance Client O O X X
communications® | communications Server x % 0 x
Tag Client O O X X
communications Server 0 % 0 %

Total

When the maximum number of
connections is 64

64 connections

When the maximum number of
connections is 128

128 connections

32 connections

32 connections

128 connections

*1  Communication that uses the buffer memory area for one connection.

For Class1 and Class3 communications, the settings made in the "EtherNet/IP Configuration" are stored in the buffer memory. The
UCMM communication client is set directly to the buffer memory by the user.
*2 The number of requests that can be sent simultaneously. The period between sending a request and receiving a response is counted in
UCMM communications.
If a request that exceeds the upper limit is sent, 0165H error will occur.
*3 The number of requests that can be received at a time. If requests that exceed the upper limit are received, they will be ignored.

*4  For details, refer to ==~ Page 253 Number of consumed connections.

*5 Each UCMM communication server setting and active UCMM communication client is counted as one connection. However, no
connection is actually established for communication.

Precautions

The operation of the following connections is not guaranteed. Check the operation before using the module.

« Connection using Internet (general public line) (Internet-access service offered by an Internet service provider or a

telecommunications carrier)

» Connection using firewall device(s)

» Connection using broadband router(s)

« Connection using wireless LAN
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2.4

Part Names

This section describes the names of each part of the FX5-EIP.

[3]

FX5-EIP 1

4]

Mso
Nso

~—[5]

POWERO

< [6]

o
ERRORO
NORS

—

1217

)

- [13]

(1]

No. Name Description

[1] Grounding terminal block Connect a ground (Spring clamp terminal block)

[2] Link status display LEDs Displays the link status of module. (==~ Page 21 LED display)

[3] Extension cable Cable for connecting the module when adding the modules

[4] Direct mounting hole Screw holes (2-¢4.5, mounting screw: M4 screw) for direct installation

[5] Module/network status display LEDs Displays the module and network status. ([~ Page 21 LED display)

[6] Operation status display LEDs Refer to [~ Page 21 LED display.

[71 Extension connector (for next module) Connector for connecting the extension cable of an extension module.

[8] Modular jack for P1 (RJ-45) (with cap) A port 1 connector for EtherNet/IP network and general-purpose Ethernet network. Connect an
Ethernet cable.

[9] Modular jack for P2 (RJ-45) (with cap) A port 2 connector for EtherNet/IP network and general-purpose Ethernet network. Connect an
Ethernet cable.

[10] Name plate The information such as the product model name and product number are shown.

[11] DIN rail mounting groove The module can be installed on DIN46277 rail (35mm wide).

[12] DIN rail mounting hook Hook for mounting the module on a DIN rail of DIN46277 (35mm wide).

[13] Pullout tab They are used when drawing out an extension cable.

20 2 SPECIFICATIONS
2.4 Part Names



LED display

The following table lists the LED display.

LED display LED color Description

MS Green, Red Indicates the error status of the EtherNet/IP device.
HLED color: Green

« On: Data communication possible

« Flashing: No parameter setting

HLED color: Red

« On: Moderate error or major error

« Flashing: Minor error

NS Green, Red Indicates the EtherNet/IP network status.
HMLED color: Green

« On: Data communications being per‘formed'1
« Flashing: Failed to establish connection
ELED color: Red

« On: IP address duplication detected

« Flashing: Connection time out

POWER Green Indicates the power supply status.
* On: Power on
« Off: Power off or module failure

RUN Green Indicates the operating status.
« On: Normal operation
« Off: Error
ERROR Red Indicates the module error status.

« On: Minor error or major error
« Flashing: Moderate error or major error
« Off: Normal operation

P1, P2 SPEED Green Indicates the transmission speeds of P1 and P2.
« On: Link-up (100Mbps)
« Off: Link-up (10Mbps)

SD/RD Green Indicates the data sending/receiving status of P1 and P2.
* On, Flashing: Data being sent or received
« Off: Data not transmitted or received

*1  UCMM communications do not establish any connection. Therefore, the LED does not turn on in green when only UCMM
communications are performed.
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3 PROCEDURES BEFORE OPERATION

This chapter describes the procedures before operation.

EtherNet/IP communication

1. Checking the specifications of the FX5-EIP
Check the specifications of the FX5-EIP. (=5~ Page 16 SPECIFICATIONS)

2. |Installation of the FX5-EIP
Connect the FX5-EIP to the CPU module. For details, refer to the following.
LTIMELSEC iQ-F FX5S/FX5UJ/FX5U/FX5UC User's Manual (Hardware)

3. Configuring a network

Configure a network and set parameters which are required for start-up.
» Wiring (==~ Page 85 WIRING)

 Setting parameters (<=~ Page 89 PARAMETER SETTINGS)

4. Programming
Create a program. ([==~ Page 124 PROGRAMMING)

5. Check the communication status
Check the communication status of the FX5-EIP. (==~ Page 180 Checking the Module Status)

General-purpose Ethernet communication

1. Checking the specifications of the FX5-EIP
Check the specifications of the FX5-EIP. (=~ Page 16 SPECIFICATIONS)

2. |Installation of the FX5-EIP
Connect the FX5-EIP to the CPU module. For details, refer to the following.
LTIMELSEC iQ-F FX5S/FX5UJ/FX5U/FX5UC User's Manual (Hardware)

3. Configuring a network

Configure a network and set parameters which are required for start-up.
+ Wiring (==~ Page 85 WIRING)

 Setting parameters (<=~ Page 89 PARAMETER SETTINGS)

For further steps, refer to the following manual for each function.
[TIMELSEC iQ-F FX5 User's Manual (Communication)
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FUNCTION

This chapter describes the functions available for the FX5-EIP.

4.1

Function List

EtherNet/IP communication functions

This section describes data communication between the FX5-EIP and EtherNet/IP devices.

Point ;>

For the FX5-EIP, the maximum number of connections can be switched to 64 or 128 connections. (Some

buffer memory addresses also change depending on the maximum number of connections.)

For information on changing the maximum number of connections, refer to the following.

==~ Page 91 Maximum Number of Connections Setting

This chapter describes buffer memory addresses for the 64-connection setting. When checking buffer

memory addresses for the 128-connection setting, refer to the following.

(=5~ Page 225 List of buffer memory addresses

Function

Description

Reference

Cyclic communication
function

This function establishes a
connection and periodically
performs data communications
with EtherNet/IP devices.

HClass1 instance communications

Periodically performs data communications with EtherNet/IP devices
using an instance ID (number) for the connection. This function is used
for periodically communicating with an adapter or scanner.

EClass1 tag communications

Using a tag name (character string) for the connection, data
communications are periodically performed with EtherNet/IP devices.
This function is used for periodically communicating with an adapter or
scanner.

HCyclic communication stop and restart

Stop or restart of cyclic communication is enabled individually for each
connection with 'Cyclic communication pause specification' (Un\G1360
onwards).

=" Page 26 Cyclic
Communication
Function

Message
communication function
(client)

This function performs
message communications
using point-to-point between
the client (message sending
side) and the server (message
receiving and processing side).

HClass3 instance communications

Establishes a connection between the FX5-EIP and the EtherNet/IP

device (server) to perform message communication.

BUCMM instance communications

Performs message communication without establishing a connection
between the FX5-EIP and the EtherNet/IP device (server).

HClass3 tag communications

Establishes a connection between the FX5-EIP and the EtherNet/IP

device (server), and uses message communication to read and write
data to tags.

BUCMM tag communications

Uses message communication to read and write data to tags without
establishing a connection between the FX5-EIP and the EtherNet/IP
device (server).

==~ Page 57 Message
Communication
Function (Client)

Message
communication function
(server)

This function executes the
service specified by a
command request sent by the
client and returns a response.

HClass3 instance communications

Establishes a connection between the FX5-EIP and the EtherNet/IP
device (client), processes command requests received from the client,
and sends response data.

BUCMM instance communications

Processes command requests received from the client and sends
response data without establishing a connection between the FX5-EIP
and the EtherNet/IP device (client).

HClass3 tag communications

Establishes a connection between the FX5-EIP and the EtherNet/IP
device (client) to read and write data to the set tags.

BUCMM tag communications

Reads and writes data to the set tags without establishing a connection
between the FX5-EIP and the EtherNet/IP device (client).

=5~ Page 73 Message
Communication
Function (Server)
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Function

Description

Reference

Communication status
setting function at the
occurrence of a CPU
stop error

Sets whether to stop or continue EtherNet/IP communications when RUN state is changed to STOP state
or a stop error occurs on a CPU module on which the FX5-EIP is mounted.

= Page 78
Communication status
setting function at the
occurrence of a CPU

stop error
EtherNet/IP With this function, EtherNet/IP communications can be started without any program when the == Page 79
communication programmable controller is powered off and on. EtherNet/IP

automatic start function

Communication
Automatic Start

Function
General-purpose Ethernet communication functions
For details on general-purpose Ethernet communication functions, refer to the following.
Function Description Reference

Direct connection with
MELSOFT

The FX5-EIP and an engineering tool (GX Works3) are connected by single Ethernet cable without using
a hub. Communication is done by simply specifying the connection destination; setting the IP address is
not required.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

MELSOFT connection

Communicates with MELSOFT products (such as GX Works3) within a LAN, such as an internal LAN.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

Connected module
search function

Searches for the FX5-EIP connected with a personal computer using GX Works3 within the same hub.
Acquires IP address by selecting from search results list.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

MELSOFT diagnosis
function

Diagnoses the Ethernet port of a CPU module and the FX5-EIP from GX Works3. (Ethernet diagnostics)

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

SLMP communication
function

Reads and writes PLC data from other device.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

Socket communication
function

By using socket communication instructions, any data can be transferred from and to the external devices
connected through Ethernet using TCP or UDP.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

IP filter function

Identifies the IP address of the access source to limit access to the FX5-EIP.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

IP address change
function

Changes the IP address of the FX5-EIP by operating a peripheral without using GX Works3.

LTIMELSEC iQ-F
FX5 User's Manual
(Communication)

Others

Function Description Reference
Automatic detection of Detects EtherNet/IP devices on the same network connected to the FX5-EIP and automatically adds them | ==~ Page 108
EtherNet/IP devices to the list of EtherNet/IP configuration devices. Automatic detection of
EtherNet/IP devices
Hardware test Performs hardware tests (RAM and ROM) of the FX5-EIP. ==~ Page 186

Hardware Test

Ethernet diagnostics

Diagnoses the Ethernet port from GX Works3.

LLIMELSEC iQ-F
FX5 User's Manual
(Communication)

Event history function

Collects errors from the FX5-EIP, and stores them as event information in the CPU module.

=5~ Page 182 Event
history function

Firmware update
function

Updates the firmware version of the FX5-EIP.

L] MELSEC iQ-F
FX5 User's Manual
(Application)

Auto refresh processing

Refreshes (transfers) data between the 1/0 area of the buffer memory data area and the devices in the
CPU module.

I=~ Page 235 Auto
refresh processing

Assurance of input/
output data

Assures the input data acquired from EtherNet/IP devices and the output data to be sent to EtherNet/IP
devices for each connection.

=" Page 235
Assurance of input/
output data
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4.2 Cyclic Communication Function

This function establishes a connection and periodically performs data communications between the FX5-EIP and the
EtherNet/IP device.

Function overview

In cyclic communication, one device opens a logical communication line called a "connection" to the destination device and
performs data communication.
In addition, the originator can open multiple connections for the same target.

Q) (2)

0O
a0

210

Connection No.1 (tag communications)

4) )

Connection No.2 (instance communications)

(1) Originator (scanner)

(2) Target A (scanner)

(3) Target B (adapter)

(4) Connection settings for connections number 1 and number 2 are configured in "EtherNet/IP Configuration".

Connection settings

Connection settings are settings for the originator to perform data communications with the target.

A connection to be opened is managed with a connection number (unique value for the own module to manage
communications) and the connection settings corresponding to that number.

For connection settings, the following items can be set individually for each connection.

Item"! Description

IP Address Set the IP address to identify the external device.

Data Size Set the data size for communications.

Requested Packet Interval (RPI) Set the interval between sending data and sending next data.

Timeout Multiplier Set the time until a connection timeout occurs.2"3™

Connection type (input mode/output mode) Set the method for data sending between the originator and the target. ((==~ Page 27 Connection type)
Trigger type Set the data sending timing. (=5~ Page 28 Trigger type)

Application Type Set control related to data communication. (==~ Page 31 Application Type)

Instance ID Set a value for identifying data used for cyclic communication.

Tag Name Specify which data held by the external device is accessed. (==~ Page 34 Instance ID and tag name)

*1 Set each item in "EtherNet/IP Configuration" of the engineering tool.
5" Page 107 EtherNet/IP Configuration window
*2 If data is not received within the period of time in the following calculation formula, a connection timeout occurs.
RPI (Requested Packet Interval) x Timeout Multiplier
Example: When RPI is 100ms and Timeout Multiplier is x8, if data is not received within 800ms, a connection timeout occurs.

*3  When (RPI (Requested Packet Interval) x Timeout Multiplier) is greater than (timeout time on the socket communications side), even if a
timeout in this setting does not occur, the connection may be closed due to the occurrence of a timeout on the socket communications
side.

*4  After communication is interrupted due to a cable disconnection or an external device stoppage, a communication error may still be
output even if communication is restored within the connection timeout time.

Point ;>

Depending on the application type, data sending can be set only for input or output.
When a connection set for only one of the input and output directions is used, a packet for checking the
communication status (heartbeat) is sent for the unset direction to prevent the occurrence of timeouts.
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Connection type
Set the method for data sending between the originator and the target.
For EtherNet/IP communications, the connection type can be set to point-to-point or multicast.

HPoint-to-point

This connection type is set for one-to-one communication between the originator and the target.

When multiple originators establish a connection to one target point-to-point, the target sends a send frame for each originator
separately through unicast.

Originator B (scanner) Target (adapter) Originator A (scanner)
]
(1)
—
@
Receive data 3) Send data 3) Receive data
\ J U J
Y Y
Point-to-point connections Point-to-point connections

(1) Open a connection for which the connection type is set as point-to-point between the originator and the target.
(2) The target returns a response (normal) to the originator.
(3) The target sends data through unicast.

EMulticast

This connection type allows multiple originators to receive data sent by one target.

When multiple originators establish a connection through multicast, the target sends end data for all the originators by using

one multicast packet. In addition, by using an industrial switch with the IGMP snooping function, communication load on the

network can be reduced.

Multicast can be used only for cyclic communication. It cannot be used with the message communication function (client) or

the message communication function (server).

For the connection of the target communicating with an originator through multicast, when another originator opens a

connection through multicast, the same connection settings*1 must be requested to the target.

If a request is made for communication based on connection settings different from those used for the active multicast

communication, an error occurs.

*1 A connection setting in which all of the following are matched: RPI, connection type, data size, trigger type, instance ID (or tag name),
and priority

Originator B (scanner) Target (adapter) Originator A (scanner)

i 2
5) )
4T T EtherNet/IP communications

Receive data

Send data [
Reseive cata I >
1

@)

(1) Open a connection for which the connection type is set as multicast between originator A and the target.
(2) The target returns a response (normal) to originator A.
(3) The target sends data using a multicast packet.
(4) Originator A receives the multicast data sent in (3).
(5) Originator B opens a connection with the same connection settings for the target.
(Connection settings with all of RPI, connection type, instance ID (or tag name), data size, trigger type, and priority being the same)
(6) The target returns a response (normal) to originator B.
(7) Originator B receives the multicast data sent in (3).
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Trigger type

Set the data sending timing.
The following table lists the trigger types supported by the FX5-EIP.

Trigger type Description Condition
Cyclic Data is sent at intervals of the set RPI (communication cycle). —
Application Trigger Data is sent at any timing by the application. Only when the FX5-EIP is the originator and the input
type changes from target to originator
Change of State Data is sent when an output data update is detected. —
ECyclic
Data is sent at intervals of the set RPI (communication cycle).
FX5-EIP External device
Target | | Originator
1 Output data A >
RPI

Output data A ¥

(1) < RPI
Output data A ¥

A4

A4

RPI

Output data A ¥

A4

(1) Output data stored at the target side is automatically sent at RPI intervals.

BMApplication Trigger
Data sent at any timing by the application installed in the EtherNet/IP device is received.

This setting is available only when the FX5-EIP is the originator.
When the FX5-EIP is the originator and the application type is Exclusive Owner, the sending timing of output O->T is the same
as when the trigger type is Change of State. (>~ Page 29 Change of State)
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EChange of State

When an output data update is detected, a new frame is sent on the line.

If the RPI (communication cycle) time has elapsed since the last transmission without an output data update, a frame with the

same send data as the previous one is automatically sent on the line to maintain the connection.

External device

Originator

FX5-EIP
Target

Output data update status: o )

Data A 4

RPI

A4 e »
y »
1)— Output data update status: RPI o .
Data B 7 "

v

RPI

v o >

(1) Change of State communication triggered by output data update

@ Sending of output data A upon update detection

@ Sending of output data A upon RPI time lapse (automatic sending)

© Sending of output data B upon update detection (ignoring RPI interval)
@ Sending of output data B upon RPI time lapse (automatic sending)
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A new frame cannot be sent on the line before the time (inhibit time) specified for "Inhibit Time" has elapsed since the last
transmission.

(Inhibit time is managed on a per-connection basis, so even if a particular connection is inhibited from sending, other
connections will still be able to send.)

FX5-EIP External device
Target Originator
o
Output data update: Data A > y >
Inhibit
Output data update: Data B —p/ time o
A q
7'y d
(1)
RPI
2
o v o R
Output data update: Data C —p
P P > innivit
Output data update: Data D ——p| time o
A »
(3)

(1) If the output data is updated within the time set for "Inhibit Time" since the last transmission, the transmission will wait until the Inhibit time has elapsed.

(2) If the RPI (communication cycle) time has elapsed since the last transmission without a send data update, the data is automatically sent, and from that point
on, sending of new frames on the line is inhibited until the Inhibit time has elapsed.

(3) If the send data is updated again while waiting for transmission, a frame with the last updated output data is sent on the line.

@ Sending of output data A upon update detection

@ Sending of output data B upon update detection

© Sending of output data B upon RPI time lapse (automatic sending)

@ Sending of output data D upon update detection

Point />
* When the FX5-EIP is the originator, sending triggered by output data update is possible only when the

application type is Exclusive Owner. Because there is no output data except for Exclusive Owner, no
sending triggered by output data update can be performed. (If there is no output data, an alive check frame
with data size of 0 called a heartbeat is sent to the target at the RPI interval set in "Output O->T".)

» When Change of State is used, use of auto refresh is recommended to prevent output data inconsistency. If
auto refresh is not used, sending triggered by output data update may occur continuously or some data may
be lost.

» Continuous sending of packets at intervals shorter than the minimum RPI available on the target side device
may result in dropouts. Matching the "Inhibit Time" to the minimum RPI available on the target device is
recommended.
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Set control related to data communication.

The following table shows the support by cyclic communication for each application type.
* When the FX5-EIP is the originator

O: Requests can be sent to the EtherNet/IP device, X: Requests cannot be sent to the EtherNet/IP device, —: No combination

Instance Exclusive Owner O o™ O O O O o™
communications Input Only 0O o o o o o _*3
Listen Only O o™ ¢} ¢} ) O —'3
Redundant Owner X X X X X X X
Tag Input Only O o™ O O O O —"
communications

*1 Connection requests can be set, but are sent from the FX5-EIP with a fixed size (value set for Size).

*2 Among the real time formats (RTF) specified by EDS in which requests can be accepted by the external device, to request the zero-
length data format to the external device, it must be requested with Variable selected for the input type and output type.
To request the modeless format, 32-bit header format, or heartbeat to the external device, it must be requested with Fixed selected for
the input type and output type.

*3 The data size of the heartbeat (alive check packet) used in the Input Only and Listen Only output types (originator to target) is fixed to 0
bytes.

*4  Cyclic communication can be received using an Application Trigger.

* When the FX5-EIP is the target

O: Requests can be accepted from the EtherNet/IP device, X: Requests cannot be accepted from the EtherNet/IP device, —: No combination

Instance Exclusive Owner O X O O X O X
communications Input Only 0 x 0 0 x 0O _*2
Listen Only O X O O X O —2
Redundant Owner X X X X X X X
Tag Input Only O X O O X O —2
communications

*1  For real time formats (RTF) for the input type (target to originator), requests can be accepted in modeless format only. For real time
formats (RTF) for the output type (originator to target), requests can only be accepted in heartbeat when the application type is Input
Only and can only be accepted in modeless format when the application type is Exclusive Owner.

*2 The data size of the heartbeat (alive check packet) used in the Input Only and Listen Only output types (originator to target) is fixed to O
bytes.
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HExclusive Owner (originator)

Data transmission from the FX5-EIP (originator) to the target and data reception from the target to the FX5-EIP (originator)
can be set simultaneously.

In the above case, the external device must support Exclusive Owner.

The FX5-EIP supports both point-to-point and multicast for data receiving, and only point-to-point for data sending.

Scanner Adapter
/FXS-EIP \ /EtherNetllP device \
()
Originator ) R i Target

Buffer memory ) Send data
'Input data area' 1
(Un\G16944 onwards or N
Un\G32560 onwards)

Buffer memory Receive data
'‘Output/message N
(server) data area' 1%
(Un\G63152 onwards or
Un\G70960 onwards)

(1) Connection open
(2) Response (normal)

HExclusive Owner (target)
Data sending from the FX5-EIP (target) to the originator and data receiving from the originator to the FX5-EIP (target) can be
set simultaneously.

The FX5-EIP (target) supports only point-to-point for data receiving and both point-to-point and multicast for data sending.

Scanner Adapter
- ) ) - 2
EtherNet/IP device ™) FX5-EIP
Originator D1 N i I 11
2
Receive data @ Buffer memory
A 'Output/message
communication
N (server) data area'
(Un\G63152 onwards or
Un\G70960 onwards)
Send data Buffer memory
) 'Input data area’
1 (Un\G16944 onwards or
Un\G32560 onwards)
AN ) AN J

(1) Connection open
(2) Response (normal)

2 4 FUNCTION
3 4.2 Cyclic Communication Function



Hinput Only (originator)
In this application type, only data receiving in the direction from the target to the FX5-EIP (originator) is possible.
Both point-to-point and multicast are supported.

Scanner Adapter Adapter
/FXS-EIP \ EtherNet/IP device
1
Originator ) S Target
Buffer memory ) Send data

'Input data area'
((Un\G16944 |
onwards or

Un\G32560 onwards)

AN

EtherNet/IP device

5 P z Target

Send data
I
& > \!

(1) Connection open
(2) Response (normal)

HListen Only (originator)

This application type is for Exclusive Owner and Input Only, allowing only data receiving through multicast in the direction from
the target where a multicast connection is already open to the FX5-EIP (originator).

A connection cannot be opened for an external device where a connection through multicast is not open.

If all multicast connections for which the application type for the target is not set to Listen Only are disconnected, even if
connections opened by using Listen Only are normal, the target stops data sending.

Scanner Adapter Scanner
/FXS-EIP \ EtherNet/IP device EtherNet/IP device
(@) —
Originator | " Target Originator
Buffer memory @ Send data Receive data
'Input data area'
(Un\G16944
onwards or @ Q
Un\G32560 onwards)

A /

1) Connection open
2) Response (normal)

(
(
(3) Data sent over an Input Only or Exclusive Owner connection (data sending using a multicast packet)
(4) The same data as (3) is received.
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Instance ID and tag name

An instance ID and tag name are cyclic data ID numbers for communicating with the external device.

Hinstance ID

An instance ID is an ID number for cyclic data defined in an EDS file.

Cyclic data to be used for communications is set individually for each instance ID. (operating status, current value, sensor
output, and other data)

When multiple connections are made to the same adapter, an instance ID can be set individually for each connection.
The instance IDs when using the FX5-EIP as a target are shown as follows.

Input/output (T: Target, O: Originator) Instance ID

Input (T—0) 100 to 199, 768 to 895
Output (O—T) (When the application type is Input Only) 254 (fixed value)

Output (O—T) (When the application type is Listen Only) 255 (fixed value)

Output (O—T) (When the application type is Exclusive Owner) 100 to 199, 1024 to 1151

The instance ID is differentiated according to the following range.

* Instance ID: 768 to 895, 1024 to 1151

The instance ID is automatically determined by the specified connection number.

The following table lists relationships between the connection number and instance ID.

Input/output (T: Target, O: Originator) Connection No. Instance ID
(Specified when setting up the FX5-EIP | (Automatically generated
adapter) according to the connection
number)
Input (T—0) 1 768
2 769

767 + Connection No.

127 894

128 895
Output (O—T) (When the application type is Exclusive Owner) 1 1024

2 1025

1023 + Connection No.

127 1150

128 1151

* Instance ID: 100 to 199

Any number can be manually entered for the instance ID in the range of 100 to 199.

Use this range mainly when the FX5-EIP needs to be the target with the same settings as when the FX5-ENET/IP is the
target.

When using an instance ID in the range of 100 to 199, set the instance ID in the range of 100 to 199 for both T->0 and O—T.
Also, select "FX5-ENET/IP compatible" for the connection on the originator side.

For details on the setting method, refer to the manual for the external device.

Point N
* When the FX5-EIP is the target, using the FX5-EIP EDS file 1 for the setting tool of each device allows

instance communications that target the FX5-EIP.
» When the FX5-EIP is the originator, using the EDS file for each device allows connection settings that target
each device in "EtherNet/IP Configuration".

*1 Since the FX5-EIP EDS file is registered as the initial setting in "EtherNet/IP Configuration”, it is not necessary to perform a new
registration when the FX5-EIP is the originator. For details regarding the originator setting method when using another device as the
originator, refer to the separate device manual.
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HTag name
Atag name is an ID number related to the tag settings registered in the external device.

Cyclic data to be used for communications is determined based on the tag name registered in the external device.

At first, as tag settings, the external device registers in itself the tag name and the combination of the tag name and the device
assigned to it.

Then, when the FX5-EIP opens a connection for the tag of the external device, the external device sends the data of the
assigned device to the FX5-EIP at the RPI interval.

» Character strings that can be used in tag communication

The following table lists characters that can be used in tag communication.

Character’! Description
One-byte alphanumeric characters™? 0to9,AtoZ,atoz
Symbol One-byte space, !, ", #,$, %, & ', (). 5, +, .~ »/, 5 <=>2,@, LV LA L0~

*1 The tag name must be between 1 and 255 characters.
*2 Tag names are not case-sensitive.

Point/©

If the external device is not the FX5-EIP, refer to the manual of the external device for details on how to set the

tag to the external device.
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Consistency check

The consistency check is a function used to check for consistency between the information of the target device set as the
originator and the information of the target device that actually performs communication.

It checks whether the EDS file information used by the originator to configure communication with the target matches the
device information of the target that requested a connection to be established.

A connection is only established if this information matches.

HTarget device information
The device information used for the consistency check is as follows.

+ Vendor ID number (vendor code)
* Device type (product type)

* Product ID number (product code)
* Major revision

* Minor revision

Point ;>

It is possible to check the FX5-EIP device information setting values through the message communications
support command identity object. For details, refer to the following.
[=5~ Page 257 Identity

ESetting method

When the FX5-EIP is the target, refer to the manual of the originator (external device) for details on how to perform the
consistency check.
If the consistency check fails, the following CIP code response is returned to the originator.

Response CIP code Overview of CIP error Information for the device that failed the
General Status Extended Status consistency check
01H 114H Vendor code or product code mismatch Vendor code
Product code
115H Product type mismatch Product type
116H Revision mismatch Major revision
Minor revision

If the FX5-EIP is the originator, whether to perform the consistency check on the target can be set via the "Connection
Detailed Setting" window in "EtherNet/IP Configuration”. (=5~ Page 110 Connection Setting)

rrection nformation  Number of Garnestions: /68 PPS 0

Gonnection Detailed Setting

ferGonnestion Detail List  PPS List Tem Setting Value Unit
Real Time Format Modeless -

-1 Own Node

et Data Size 2 bytes.

et
(00 Priorty Scheduled
o Tae RPL 50000
Instance 1D 768
Output 05T

g Oreator
(- FX5-EIP(192.168.4.1)

Point to point
Wodeless -

2 bytes
Priority Scheduled -
A0000

[0

Discbled
Discbled
Discbled
Discbled
Discbled
Discbled

Delete Gonnestion Festore the Defaut Settines

(€3Eror0 | i Wamine:0 | @ hformation)

oK Gancel Aoy

If the consistency check fails, the above CIP code is stored in 'Cyclic communication connection error status' (Un\G1392
onwards). ([Z5~ Page 245 Connection behavior error status)
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ECombinations of settings

A consistency check can be performed according to the combination of the compatibility mode enabled/disabled setting and

the device information settings.

Point/®

This mode allows not only exact matches but also values that can be emulated by the target.

(Example: Accepting communications configured using an old minor revision EDS file for a target with a minor

revision)

For the values that the target is able to emulate, refer to the manual of the target device.

The following table shows the relationship between the combination of consistency check settings and connection

establishment/disconnection.

Detailed connection setting items

Connection establishment/disconnection according to the consistency check

Compatible Mode Item name check’!
Disabled Disabled A connection is established. (No consistency check)
Enabled A connection is established if the item name value is an exact match.
Enabled Disabled™ The connection is disconnected.
Enabled A connection is established if the item name value is an exact match or emulation is possible.

*1  The check includes "Vendor Code Check", "Product Type Check", "Product Code Check", "Major Revision Check", and "Minor Revision

Check".

*2 This check cannot be set when "Compatible Mode" is set to "Enabled".

HIf the consistency check fails

If the consistency check fails, check the following.

Item

Description

Check that no mistakes were made when specifying the
target IP address.”

« Check that the set value is the same as the IP address of the target for communication.
» Check that the IP address setting of the target for communication is correct.

Can the EDS file be used by the target for
communication?

Check that the EDS file used has not undergone a version upgrade and it is not an old EDS file.

Check that proper consistency check settings are being
used.

Refer to the following to review the consistency check settings.
=5~ Page 37 Combinations of settings

Do the parameters of the target match the values in the
EDS file?

Using the message communications support command, check that the following parameters
match the values™ in the EDS file.”

Midentity object (Class ID: 01H, Instance ID: 01H)™

* Attribute ID1: Vendor Id

« Attribute ID2: Device Type

« Attribute ID3: Product Code

* Attribute ID4: Major Revision/Minor Revision

« Attribute ID7: Product Name
Although Attribute ID7 is not subject to the consistency check, whether it matches the name of the
target to use can be checked.

*1  For the cyclic communication parameter settings, refer to the following.

==~ Page 99 Procedure for setting parameters

*2 These are the values for the device in the EDS file to be used.

*3 For details regarding how to use message communications support commands, refer to the following.
=~ Page 254 Details of Message Communication Support Command

*4 Depending on the target, there may be multiple instances of identification information. For more information regarding the instance ID to
be specified in such a case, refer to the manual of the target.
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Class1 instance communications

A connection to be opened is managed by using the IP address of the external device and instance ID, and data
communications are performed periodically between the originator and the target.

The following figure shows data communications for which the application type is Exclusive Owner when the FX5-EIP is the
originator and the target.

FX5-EIP FX5-EIP

(1] 4>| Originator | | Target Hi (1]
o—> <——®e

Connection open (3)

Synchronization is
not performed during
sending/receiving data.

Response (normal)
~
........................................... 'Output/message communication
/ (server) data area’
(Un\G63152 onwards or

= = T e i L L L L LT RPI Un\G70960 onwards)
'Input data area' >—<
(Un\G16944 onwards or \
Un\G32560 onwards)

\ .0

'‘Output/message communication Receive .data
(server) data area’ i
(Un\G63152 onwards or — I | —

Un\G70960 onwards) >'<
i 'Input data area’
| ||

/ ! (Un\G16944 onwards or
Send data

Un\G32560 onwards)

@ Write the Class1 instance communications connection settings.

@ 'EtherNet/IP communication start status' (Un\G273) becomes 1 (Starting).
© A connection is established.

@ Data are sent and received.

Point}3
Since the timing of data sending differs between the originator and the target, the data communication timing
is not synchronized. In addition, since RPI is managed on a connection basis, even when the same RPI is set,
the data sending timing per connection is not synchronized.
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Data communications procedure

EWhen operating as originator

1. Connection settings
Set a connection in "EtherNet/IP Configuration". (==~ Page 107 EtherNet/IP Configuration window)

2. Establishing a connection

'EtherNet/IP communication start status' (Un\G273) becomes 1 (Starting) at the following timing, and a connection starts to
open.

» Avalue other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

* When the EtherNet/IP communication automatic start function is enabled, the CPU module changes from STOP to RUN.

3. Sending/receiving data

When a connection is opened normally, data is sent/received at the RPI interval as follows. (When connection number is 1)
» The data sent from the target is stored in 'Input data area' (Un\G16944 onwards or Un\G32560 onwards).

» Data set in 'Output/message communication (server) data area' (Un\G63152 onwards or Un\G70960 onwards) of the

originator is sent to the target.

HEWhen operating as target

1. Connection settings
Set a connection in "EtherNet/IP Configuration". (==~ Page 107 EtherNet/IP Configuration window)

2. Establishing a connection

'EtherNet/IP communication start status' (Un\G273) becomes 1 (Starting) at the following timing, and a connection starts to
open.

» Avalue other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

* When the EtherNet/IP communication automatic start function is enabled, the CPU module changes from STOP to RUN.

3. Sending/receiving data

When a connection is opened normally, data is sent/received at the RPI interval as follows. (When connection number is 1)

» The data sent from the originator is stored in 'Input data area' (Un\G16944 onwards or Un\G32560 onwards).

+ Data set in 'Output/message communication (server) data area' (Un\G63152 onwards or Un\G70960 onwards) of the target
is sent to the originator.

Point

For details on the buffer memory, refer to [~ Page 107 EtherNet/IP Configuration window.
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Connection settings

EWhen instance communications are performed with the FX5-EIP as the originator

When instance communications are performed using the FX5-EIP as the originator, the following settings are required.

» Check the instance ID set for the target. For the setting and checking method, refer to the manual for the external device.
Depending on the device used, a fixed value may be specified in the EDS file and it may not be described in the manual.

» Use "EtherNet/IP Configuration" to configure "scanner settings" for the FX5-EIP based on the instance ID set for the target.
For details on the FX5-EIP setting method, refer to ==~ Page 107 EtherNet/IP Configuration window.

EWhen instance communications are performed with the FX5-EIP as the target
When instance communications are performed using the FX5-EIP as the target, the following settings are required.
» Use "EtherNet/IP Configuration" to configure "adapter settings" for the FX5-EIP. For details on the FX5-EIP setting method,

refer to the following. ==~ Page 107 EtherNet/IP Configuration window
+ Set the originator device to perform communication with the instance ID that matches "adapter settings". For details on the

setting method, refer to the manual for the external device.
For the instance IDs when using the FX5-EIP as a target, refer to the following.
[=5~ Page 34 Instance ID and tag name

Precautions
To start EtherNet/IP communications by setting a value other than 0 for 'EtherNet/IP communication start request' (Un\G272),

set all 'Cyclic communication pause specification' (Un\G1360 onwards) to 0.

When 'Cyclic communication pause specification' (Un\G1360 onwards) is not all set to 0, EtherNet/IP communications will not
start even if a value other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

In this case, 2 (cannot start) is stored for 'EtherNet/IP communication start status' (Un\G273).
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Input Only setting
This section describes the procedure for setting the target to the FX5-EIP and the application type to Input Only when

performing Class1 instance communications. For details on Input Only, refer to the following.
[=5~ Page 31 Application Type

HTarget side setting method
1. Open the "Connection Setting" window.

O [Navigation window] => [Parameter] = [Module Information] = FX5-EIP = [EtherNet/IP Configuration (Module Extended
Parameter] = <Detailed Setting>

2. Selecta "Target" from the "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 Own Made
g Tarest
4 Tag

Add Connection Delete Connection

3. Select "Connection (Target Instance Communications)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:

Caonnection (Target Instance Communications) w

Cancel

4. set "Application Type" to "Input Only".

5. Set the data size to be sent from the target to the originator in "Data Size".

Connection Detailed Setting

Ttem Setting Walue Lnit
Connection Mame Caonnection (Target Instance Communications) -
Application Type Input Only =
Connection Mo. oot -
Communication Method Ihstance Communications -
Comment -
Qutput T->0
Data Size 200| bytes
Ihstance ID 768 -
Ihput O->T
Data Size - -
Ihstance ID - -
Point

The instance ID on the target side is automatically calculated in accordance with the connection number
value. For the relationship between the connection number and instance ID, refer to the following.
[=5~ Page 34 Instance ID and tag name
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HOriginator side setting method

1. Open the "EtherNet/IP Configuration" window.

O Navigation window = [Parameter] = [Module Information] = FX5-EIP = [EtherNet/IP Configuration (Module Extended
Parameter]

2. Add the target device in "EtherNet/IP Configuration".

Using "Module List" [EtherNet/IP device (MITSUBISHI ELECTRIC)] = [Communications Adapter], drag and drop "FX5-EIP"
to add.

If the target is a device other than the FX5-EIP, the EDS file registration is required. For how to register EDS files, refer to the
following.

[ Page 122 Adding/deleting the EDS file

.\ EtherNet/IP Configuration (Mounting position No.: 1[U1])

EtherMet/IP Configuration  Edit VMiew Tool Help Close with Discarding the Setting  Close with Reflecting the Setting
Detect Mow
A Mo. Model Mame Device Mame IF Address Rezerved Mode Connection Setting EtherNet/IP Dev!ce (General)
[=| Ether Net/IP Device {MITSUBISHI ELHI H]
() Cwyn Mode 192.168.3.251 <Detailed Setting> =] Gommunications Adapter
v = 11
B RJFIGN11-EIP(T+E} ER
BB RJTIGMT1-EIP(T+E} 21
B RJ71GH11-EIF(T+E)
192.168.3.281 19216830
Oy Mode
Total Number [Wendor]
o{/rgides MITSUBISHI ELECTRIC
F¥5-EIP [Product Typel
Communications Adapter
- aon

42 4 FUNCTION
4.2 Cyclic Communication Function



3. Double-click "Detailed Setting" in the "Connection Setting" column of the FX5-EIP to open the "Connection List" window.
Select "FX5-EIP" in "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

Add Connection

Delete Connection

4. Select "Input Only (Class1 Instance)" in "Select Connection to be Added:" and click the [OK] button.
If the target is not the FX5-EIP, the selection will change depending on the EDS file of the external device. For details, refer to
the manual for the external device.

Add Connection

Select Gonnection to be Added:
Thput Only(Glazs 1 hetance) “

5. Set the "Data Size" of "Input T->0" to the same value as "Data Size" of "Output T->O" on the target side.

6. Set the "Instance ID" of "Input T->0" to the same value as the "Instance ID" of "Output T->O" on the target side.

Originator Target
Connection Detailed Setting Gonnection Detailed Setting
Ttem Setting Value Unit Item Setting Value Unit
Connection Name Tnput Only{Class | hstance) - Gonnection Name Connection (Target Instance Communications) P
Application Type Input Only = ralle=iiten e fnput Only E
Connection Mo on - Conneetn i oo -
G o Method Instance Cammunications F

Communication Method Instance Communications = Comment E
CemEs - Output T-50

Trigeer Type Cyelic = Data Size (glu) (1 ) ‘hylas
Inhibit Time Mode Default = Ihstance ID 762 (2) ‘—
Tnhibit Time 12 ms Input 0->T -

Timeout Multiplier xd = Data Size " "
Canfiguration Ihstance 1 = Lincell) ‘7 ‘7
Thput T->0

Thput Mode Paint ta point =

Feal Time Format Modeless -

Data Size (1 ) bytes

Priarity Scheduled -

RFI 50000 us

Instance ID 2) S

In the "Setting Value" column, set the same value to the corresponding fields to which the same number is assigned.

Point}3

When using a target other than the FX5-EIP, refer to the manual for the applicable product for information on
how to set and check the target instance ID.
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Exclusive Owner setting

This section describes the setting procedure and restrictions to be applied when the target is set to the FX5-EIP and the
application type is set to Exclusive Owner when performing Class1 instance communications. For Exclusive Owner, refer to
the following.

(==~ Page 31 Application Type

Point}3

Exclusive Owner can only be set when performing Class1 instance communications.

HTarget side setting method
1. Open the "Connection Setting" window.

O [Navigation window] = [Parameter] = [Module Information] = FX5-EIP = [EtherNet/IP Configuration (Module Extended
Parameter] = <Detailed Setting>

2. Selecta "Target" from the "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 Own Made
g Tarest
o Tag

Add Connection Delete Connection

3. Select "Connection (Target Instance Communications)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:
Caonnection (Target Instance Communications) w

Cancel

4. set "Application Type" to "Exclusive Owner".

5. Set the data size to be sent from the target to the originator in "Data Size".

Connection Detailed Setting

Ttem Setting Walue Lnit

Connection Mame Caonnection (Target Instance Communications) -
Application Type Excluzive Owner v =
Connection Mo. oot -
Communication Method Ihstance Communications -
Comment -
Qutput T->0
Data Size 2 bytes
Ihstance ID 768 -
Ihput O->T
Data Size 2 bytes
Ihstance ID n24 -
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6. Set the data size that the target should receive from the originator in "Data Size" under "Input O->T".

Connection Detailed Setting

Ttem Setting Walue Lnit
Connection Mame Caonnection (Target Instance Communications) -
Application Type Excluzive Owner =
Connection Mo. oot -
Communication Method Ihstance Communications -
Comment -
Qutput T->0
Data Size 2n bytes
Ihstance ID 768 -
Ihput O->T
Data Size ann bytes
Ihstance ID n24 -

The instance ID on the target side is automatically calculated in accordance with the connection number

value. For the relationship between the connection number and instance ID, refer to the following.
[~ Page 34 Instance ID and tag name

HOriginator side setting method

1. Open the "EtherNet/IP Configuration" window.

O Navigation window = [Parameter] = [Module Information] = FX5-EIP = [EtherNet/IP Configuration (Module Extended

Parameter]

2. Add the target device in "EtherNet/IP Configuration".

Using "Module List" [EtherNet/IP device (MITSUBISHI ELECTRIC)] = [Communications Adapter], drag and drop "FX5-EIP"

to add.

If the target is a device other than the FX5-EIP, the EDS file registration is required. For how to register EDS files, refer to the

following.

[~ Page 122 Adding/deleting the EDS file

., Etherhet/IP Configuration (Mounting position No.: 11U1])

EtherNet/IP Configuration  Edit View Tool Help Close with Discarding the Setting  Close with Reflecting the Setting
Detect Now
'y Mo. Mode| Name Device Name IF Address Rezerved Mode Connection Setting EtherNet/IP DEVECE (General)
=) EtherNet/IP Device {(MITSUBISHI ELHL H
(] O Node 192.168.3.251 <Detailed Setting? = Gommunications Adapter
v [C] 11
B8 R.J71GN11-EIF{T+E} al
B8 RU7IGNT1-EIF(T+E} 21
B8 RU71GNT1-EIF(T+E}
192.168.3.251 19216831
Chun Mode:
Tatal Mumber [Vendor]
Df/Nudes MITSLIEISHI ELEGTRIG
/B4 F*5-EIF [Product Typel
Communications Adapter
ra_aon

4 FUNCTION
4.2 Cyclic Communication Function

45



3. Double-click "Detailed Setting" in the "Connection Setting" column of the FX5-EIP to open the "Connection List" window.

Select "Originator" from "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

-] Owun Mode

Add Connection

4. Select "Exclusive Owner(Class1 Instance)" in "Select Connection to be Added:" and click the [OK] button.
If the target is not the FX5-EIP, the selection will change depending on the EDS file of the external device. For details, refer to
the manual for the external device.

Add Connection

Select Gonnection to be Added:
Exclusive Owner{Class | Ihstance) w

o

Set "Data Size" (1) of "Input T->O" to the same value as "Data Size" (1) of "Output T->O" on the target side.

©

Set "Instance ID"(2) of "Input T->O" to the same value as "Instance ID" (2) of "Output T->O" on the target side.

N

Set "Data Size" (3) of "Output O->T" to the same value as "Data Size" (3) of "Input O->T" on the target side.

o

. Set "Instance ID" (4) of "Output O->T" to the same value as "Instance ID" (4) of "Input O->T" on the target side.

Originator Target
Gonnection Detailed Setting GConnection Detailed Setting
Tem Setting Value Unit Ttzm Satting Value Unit

Connection Name Excluzive Owner{Class1 Instance) P Connection Mame Connection (Targst hstance Cammunications) E
#Application Type Exclugive Dwner E Application Type Exclusive Owmner P
Connestian MNa 01 E Conngction Mo, 1 =
Communication Method | Instance Communications - Communication Method | Tetance Gommunications g
Comment = CEmEh E
Trigeer Type Cyelic - Output T-50
Tnhibit Time Mode Default = Data Size fotes
Inhibit Time 12 ms [— E
Timeout Multiplisr 24 = put 05T
Configuration Instance 1 P Data Size 0 (3) bytes
Input T->0
Tnput Mode Point to point = hstence 1D (4)
Real Time Format Modeless F
Data Sice (1) bytes
Priority Scheduled F
RPI 50000 us
Tnstance ID 2) =
Output 0->T
Output Mode Point to point =
Real Time Format Modeless F
Dats Size (3) bytes
Priority Scheduled F
RPI 50000 us
Tnstance ID 4) -

In the "Setting Value" column, set the same value to the corresponding fields to which the same number is assigned.
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Point ;>

When using a target other than the FX5-EIP, refer to the manual for the applicable product for information on
how to set and check the target instance ID.

HPrecautions for operation of Exclusive Owner (target)
When setting the instance ID on the originator side, check that the following are the same value.

« "Instance ID" (1) of "Input T->O" on the originator side and "Instance ID" (1) of "Output T->O" on the target side

* "Instance ID" (2) of "Output O->T" on the originator side and "Instance ID" (2) of "Input O->T" on the target side

If the instance IDs do not match, a CIP Extended error occurs and communication becomes impossible. (=5~ Page 200 Error

codes when a connection error occurs)

Originator

Gonnection Detailed Setting

Target

Gonnection Detailed Setting

Ttam
Gonnection Mame
Application Typs
Connection Mo,
Communication Method
Comment
Trigeer Type
Inhibit Time Mode:
Inhibit Time
Timeout Multiplisr
Configuration Instance
Tnput T-30
Input Mode
Real Time Format
Data Size:
Priority
RPT
Instance ID
Cutput 03T
Qutput Mode
Real Time Format
Data Size:
Priority
RPT
Instance ID

Setting Value
Exclusive Owner(Class 1 Instance)
Exclusive Owner
oot

Ihstance Communications

Cyelic
Default
12

4

1

Foint to paint
Modsless

2

Scheduled
50000

(1)

Foint to point
Modeless

2

Scheduled
50000

@

Unit

bytes

us

Ttem
Connection Name
Application Type
Connection Mo.
Communication Method
Comment
Qutput T->0
Data Size
Instance ID
Input O->T
Data Size
Instance 1D

Setting Value
Connection (Tarest Instance Gommunications)
Exclugive Quner
o1

Instance Communications

58 (1)

@

In the "Setting Value" column, set the same value to the corresponding fields to which the same number is assigned.

» Send a single connection establishment request to one "Input O->T" instance ID on the target side. Exclusive Owner can
only receive data from one originator for each connection set to the adapter. When one "Input O->T" instance ID on the
target side receives multiple connection establishment requests, only the connection establishment request received first is
achieved ' and a CIP Extended error (General Status: 01H, Extended Status: 0106H) occurs for other connection
establishment requests. (==~ Page 200 Error codes when a connection error occurs)

*1  Only the first connection establishment request received is achieved. Therefore, the connected originator may be changed each time the
system is started.

Unit

bytes

bytes
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Target

©)

Originator A

Originator B

|
O

1) Originator A sends a connection establishment request to target connection number n (n: 1 to 128).

3) The connection establishment request from originator A is received and originator A and connection number n (n: 1 to 128) start communicating.

(
(2) Originator B sends a connection establishment request to target connection number n (n: 1 to 128).
(
(

4) As connection number n (n: 1 to 128) has already started communicating with originator A, a CIP Extended error (General Status: 01H, Extended Status:
0106H) occurs upon the connection establishment request from originator B and communication with originator B fails.

Point ;>

* When sending "Output T->0" data by multicast to two or more originators for a target that has already
established a connection with Exclusive Owner, use Input Only or Listen Only in combination. (=5~ Page 48
Operation for when both Exclusive Owner and Input Only are used)

EOperation for when both Exclusive Owner and Input Only are used
The following operation can be executed by using both Exclusive Owner and Input Only.

» Target side: Data sending to multiple originators through multicast

« Originator side: Data sending to the target

For this operation, set "Input Mode" under "Input T->O" on the originator side to "Multicast".

1. Open the "Connection Setting" window on the originator side.

O [Navigation window] = [Parameter] = [Module Information] = FX5-EIP = [EtherNet/IP Configuration (Module Extended

Parameter] = <Detailed Setting>

2. Set "Input Mode" under "Input T->Q" to "Multicast".

Input T->0
Ihput Mode Multicazt =
Feal Time Format Modeless -
Data Size 2n bytes
Priority Scheduled =
RPI 50000 us
Ihstance ID 768 -
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[Ex]

When performing communications with originator A by using Exclusive Owner while performing communications with
originators B and C by using Input Only
While receiving the data sent from originator A, the target can send the same data to originators A to C through multicast.
+ Before communications start

(1]

\ Originator A

(1

r'y

Target
Originator B

@)

B
imm|
IJ?EI

Originator C

» |
3) (=

(1) Originator A and the target are connected via connection number 1 (Exclusive Owner (Class1 instance communications)).
(2) Originator B and the target are connected via connection number 1 (Input Only (Class1 instance communications)).

(3) Originator C and the target are connected via connection number 1 (Input Only (Class1 instance communications)).

@ The target-to-originator instance ID is set to 768 and the originator-to-target instance ID is set to 1024.

@ The target-to-originator instance ID is set to 768 and the originator-to-target instance ID is set to 254.

* During communication

Target Target Originator A

Connection No.1
Receive data

o+ 1 L e—

(2) Connection No.1
Send data

.

IAIJET

L5
(<)

(=)
=

=
(<]

Originator C

.|

LI

o
(1) Originator A sends data to the target.
(2) Data received from originator A is stored in 'Input data area' (Un\G16944 onwards or Un\G32560 onwards) (connection number 1).
@ Data sent from the target to each originator is stored in 'Output/message communication (server) data area' (Un\G63152 onwards or Un\G70960 onwards)
(connection number 1).
@ The target sends data to each originator through multicast.
© Data sent from the target is received.

Buffer memory operation

For the buffer memory operation of Class1 instance communications, refer to the following.
=~ Page 125 For Class1 instance communications (originator, target) (Exclusive Owner)
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Class1 tag communications

This method of communications manages a connection to be opened by using the IP address and tag name of the external

device.

A connection is opened between tags with the same tag name and same data size to perform data communications

periodically.

In tag communications, data communications can be performed only in a single direction: from the tag set by the target to the

tag set by the originator. To perform data communication both ways, both sides need to become originators.

In addition, since RPI is managed on a connection basis, even when multiple targets communicate with the same tag, their

data sending timings are not synchronized.

H H
N B N
FX5-EIP (target) FX5-EIP (originator)
Tag name: Class1_Data1 Tag name: Class1_Data1
Tag Tag i
Data size: 8 Data size: 8
'Output/message Buffer memory Buffer memory
communication 'Input data area'
(server) data area' (Un\G16944 onwards or
(Un\G63152 onwards or Un\G32560 onwards)
Un\G70960 onwards)
(N J (N J
N N
FX5-EIP (originator) FX5-EIP (target)
Tag Tag name: Class1_Data2 Tag Tag name: Class1_Data2
Data size: 8 Data size: 8
Buffer memory Buffer memory 'Output/message
'Input data area’ 1 communication
(Un\G16944 onwards or J (server) data area’
Un\G32560 onwards) (Un\G63152 onwards or
Un\G70960 onwards)
(S ~/ (S /
Type Description

Target-side tag Receives a connection open request from the originator to be communicate with, and sends data to the tag with the same name.

Originator-side tag

Sends a connection open request to the target to be communicated with, and receives data from the tag with the same name.

4 FUNCTION
50 4.2 Cyclic Communication Function



The following figure shows flow of tag communication when the FX5-EIP is the originator and the target.

FX5-EIP FX5-EIP
| Originator | | Target |
- ! Connection open
(1] Originator tag settings —» > -=s
(2] | Targettag settings Ki— @
P Response (normal) e H
~J
RPI
'Input data area' 'Class1 Output Area'
(Un\G16944 0- (Un\G63152
onwards or RPI onwards or
Un\G32560 onwards) Un\G70960 onwards)
RPI
v

@ Write the Class1 tag communications connection settings.
@ When the tag names and data sizes of the target-side tag and originator-side tag match, a connection opens.
© Data stored at the target side is sent at RPI intervals.

Data communications procedure

EWhen operating as originator

1. Connection settings
Set a connection in "EtherNet/IP Configuration". (=~ Page 107 EtherNet/IP Configuration window)

2. Establishing a connection

'EtherNet/IP communication start status' (Un\G273) becomes 1 (Starting) at the following timing, and a connection starts to
open.

» Avalue other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

* When the EtherNet/IP communication automatic start function is enabled, the CPU module changes from STOP to RUN.

3. Sending/receiving data
When a connection is opened normally, data is sent/received at the RPI interval as follows. (When connection number is 1)
» The data sent from the target is stored in 'Input data area' (Un\G16944 onwards or Un\G32560 onwards).

EWhen operating as target

1. Connection settings
Set a connection in "EtherNet/IP Configuration”. (==~ Page 107 EtherNet/IP Configuration window)

2. Establishing a connection

'EtherNet/IP communication start status' (Un\G273) becomes 1 (Starting) at the following timing, and a connection starts to
open.

» Avalue other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

* When the EtherNet/IP communication automatic start function is enabled, the CPU module changes from STOP to RUN.

3. Sending/receiving data

When a connection is opened normally, data is sent/received at the RPI interval as follows. (When connection number is 1)

+ Data set in 'Output/message communication (server) data area' (Un\G63152 onwards or Un\G70960 onwards) of the target
is sent to the originator.
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Connection settings
EWhen tag communication is performed with the FX5-EIP as the originator

When tag communication is performed using the FX5-EIP as the originator, the following settings are required.

» Check the tag name set for the target. For the setting and checking method, refer to the manual for the external device.

« Use "EtherNet/IP Configuration" to configure "scanner settings" for the FX5-EIP based on the tag name set for the target.

For details on the FX5-EIP setting method, refer to the following.
=5~ Page 107 EtherNet/IP Configuration window

EWhen tag communication is performed with the FX5-EIP as the target
When tag communication is performed using the FX5-EIP as the target, the following settings are required.
» Use "EtherNet/IP Configuration" to configure "adapter settings" for the FX5-EIP. For details on the FX5-EIP setting method,
refer to the following.
(==~ Page 107 EtherNet/IP Configuration window
» Set it so communication is performed for the tag name set in the originator device. For the setting and checking method,

refer to the manual for the external device.

2 4 FUNCTION
5 4.2 Cyclic Communication Function



Precautions

Tag communications cannot be executed depending on the connection setting details.

The following figures show the conditions under which tags cannot be set in the FX5-EIP or tag communication cannot be
performed.
» Tags with the same name cannot be set in the FX5-EIP regardless of the data size. (Tag names are not case-sensitive.)

Originator Target

[m]

( J

Eam|

Tag name: Class1_Data1
Data Size: 16

Tag 1 on target

Tag name: Class1_Data1

Data Size: 8

Tag 2 on target

» The setting for opening multiple connections for the tag held by the external device cannot be made. (Multiple tags with the
same tag name cannot be set for one external device.) (Tag names are not case-sensitive.)

Originator Target 1
[ |
External device: target 1 Tag name: Class1_Data1
Tag 1 on target 1 -
Tag 1 on originator | Tag name: Class1_Data1 Data Size: 8
Data Size: 8

External device: target 1

Tag 2 on originator | Tag name: Class1_Data1
Data Size: 8

However, for tags with the same tag names held by different external devices, a connection can be opened individually.
In this case, since they are independent, the connection settings do not need to be the same. (Including data sizes)

Originator Target 1
@ J
External device: target 1 Tag name: Class1_Data1
Tag on target 1
Tag 1 on originator | Tag name: Class1_Data1 Data Size: 8
Data Size: 8
T t 2
External device: target 2 arge
Tag 2 on originator | Tag name: Class1_Data1 =1
Data Size: 16 U_

Tag name: Class1_Data1

Data Size: 16

Tag on target 2

« If the data size of the tag on the target side differs from the data size of the tag on the originator side, communication may
not be possible.

« If the data size of the tag on the target side differs from the data size of the tag on the originator side, the target may return
an error response to the originator.

Condition Result
When the FX5-EIP is the target An error response is sent to the originator.
When the FX5-EIP is the originator The result depends on the operation of the target. Therefore, refer to the manual for the external device.
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Buffer memory operation

EWhen the FX5-EIP is the originator
For details on the buffer memory operation, refer to the following.
[=5~ Page 126 For Class1 tag communications (originator) (Input Only)

EWhen the FX5-EIP is the target
For details on the buffer memory operation, refer to the following.
[=5~ Page 126 For Class1 tag communications (target) (Input Only)
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Cyclic communication stop and restart

Stop or restart of cyclic communication is enabled individually for each connection with 'Cyclic communication pause
specification' (Un\G1360 onwards).

When the bit corresponding to the connection number to be stopped is turned on, cyclic communication stops, and when that
bit is turned off, cyclic communication restarts.

If any bit of 'Cyclic communication pause specification' (Un\G1360 onwards) is turned on, EtherNet/IP communications will not
start even if a value other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

The following buffer memory areas are used to stop and restart cyclic communication.

‘EtherNet/IP communication start Corresponding bit of 'Cyclic communication Cyclic communication status
request' (Un\G272) pause specification’' (Un\G1360 onwards)
0 (stop request) Off: Pause not specified All cyclic communications are stopped.
Not O (start request) Off: Pause not specified Cyclic communication starts.

On: Pause specified Cyclic communication pauses.

Even if 'EtherNet/IP communication start request' (Un\G272) is changed from a value other than 0 to 0, 'Cyclic communication
pause specification' (Un\G1360 onwards) will not be cleared. Therefore, even if 'EtherNet/IP communication start request’
(Un\G272) is changed from a value other than 0 to 0 and back to a value other than 0, EtherNet/IP communication will not
start again. When starting EtherNet/IP communication with any bit of 'Cyclic communication pause specification' (Un\G1360
onward)s turned on, clear 'Cyclic communication pause specification' (Un\G1360 onwards) before setting 'EtherNet/IP
communication start request' (Un\G272) to a value other than 0.

'EtherNet/IP communication

Originator start request' (Un\G272) Target
Connection | No stop 4 ™) N
=i Other than 0 No.1 instruction N 4 =1
=} (start request) Connection | Stop ) |
Q ] No.2 instruction @ i |g ]
| Connection | No stop 3 |
X . (3)
= No.1 instruction =1
O] 0 (stop request) - [m]
L Connection Stop ) L
g No.2 instruction | |g
Connection No stop (5)
n.' Other than 0 No.1 instruction D_'
L (start request) Connection | Stop ®) L
g No.2 instruction | |g

1) Connection number 1: Communicating

2) Connection number 2: Stopped

3) Connection number 1: Stopped (transitioning to Stopped)

4) Connection number 2: Stopped

5) Connection number 1: Stopped (remaining stopped) — EtherNet/IP communications do not start.
6) Connection number 2: Stopped (remaining stopped)

Point ;>

When cyclic communication is stopped, the operation is performed as follows.

» The originator side performs connection close processing to stop cyclic communication. A connection
timeout does not occur on the target side.

« The target side only stops cyclic communication. A connection timeout occurs on the originator side.
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Setting method

Stop and start cyclic communication by the following setting methods.

Item Setting method

To stop cyclic communication Turn on the corresponding connection number bit of 'Cyclic communication pause specification'
(Un\G1360 onwards).

To restart cyclic communication Turn off the corresponding connection number bit of 'Cyclic communication pause specification'
(Un\G1360 onwards).

For details on the buffer memory, refer to the following.
(=5~ Page 245 Cyclic communication pause
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4.3 Message Communication Function (Client)

Function overview

This function performs message communications point-to-point between the client (message sending side) and the server

(message receiving and processing side).

Client Server
T Command request

H_ _> _

ARRAATRAT R R
Command response R T

The available functions include the general message communication client function for sending data at any timing by using
message communication support commands and the tag communication client function for reading/writing data for the tag set
to the server.

However, if the external device does not support the specified command request or tag communications, an error response is
returned.

Point ;>

« For details on the message communication support commands, refer to the following.
[=5~ Page 254 Details of Message Communication Support Command

The message communication function (client) has the following communication methods.

Communication Connection Message setting Description Application

method method

Class3 instance Available "EtherNet/IP A function for Used when sending a message for such purposes as
communications Configuration” performing message monitoring.

communications for the

UCMM instance Not available Buffer memory Used when sending a message as needed.

communications server

Class3 tag communications | Available "EtherNet/IP A function for reading Used when the communication method is Connected
Configuration” from/writing to the and when reading/writing the value of the device with a

server device by using | priority lower than Class1.
the tag name

UCMM tag communications | Not available Buffer memory Used when the communication method is Unconnected
and when reading/writing the value of the device with a

priority lower than Class1.

EMessage communications
Class3 (connected) and UCMM (unconnected) message communications are supported. Messages are sent to the server.
Data and parameters of the external device can be read/written according to the command request set in the sent message.

BTag communications

Class3 (connected) and UCMM (unconnected) message communications are supported, Read/write requests can be sent to
the tag set to the server.

In tag communications of message communication, the request-sending side is called the "client", and the request-receiving
side is called the "server".

To use tag communications, the server side must support the tag communications server function.

The following table shows the processing for command requests sent by the client.

Type Description

Client Read Sends a Read request to the tag of the external device, and reads external device data in the 'Input data area’
(Un\G16944 onwards or Un\G32560 onwards).

Write Sends a Write request to the tag of the external device, and writes data in 'Output/message communication
(server) data area' (Un\G63152 onwards or Un\G70960 onwards) to the external device.
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Class3 instance communications (client)

Establishes a connection between the FX5-EIP and the external device (server) to perform message communication.

A command request set for the external device registered in "EtherNet/IP Configuration" is sent as Class3 communications
parameters for the FX5-EIP. The command response from the external device is stored in the following response area.

» 'Response area in message communication area' (Un\G4816 onwards) (When the connection number is 1)

* 'Input data area' (Un\G16944 onward or Un\G32560 onwards)

The following figure shows the flow of client function for Class3 instance communications.

CPU module FX5-EIP External device
Client Server
™) 'Output/message communication (server) data area’
(Un\G63152 onwards or Un\G70960 onwards)

Connection open request
B B

>
1 1 :

Connection open response
B

| |
Command request

<
<

Command response

Response area in 'Message communication area’
(Un\G4656 onwards)

'Input data area'
(Un\G61944 onwards or Un\G32560 onwards)

1) Set request data by a program.

2) Turn on b0 (execution request) of 'Message communication execution request' (Un\G4496 onwards).

3) Turn on b1 (execution request acceptance) of 'Message communication execution request' (Un\G4496 onwards).
4) Command processing execution

5) Store the response data in the buffer memory.

6) Turn on b2 (execution completion) of 'Message communication execution request' (Un\G4496 onwards).

Message communications request data preparation

The following describes the setting procedure necessary for sending message communications command requests.

1. In"EtherNet/IP Configuration", set Class3 communications parameters. (=~ Page 107 EtherNet/IP Configuration
window)

2. I necessary, set the following in 'Output/message communication (server) data area' (Un\G63152 onwards or
Un\G70960 onwards).

Match the connection number in the output/message communication (server) data area with the connection number in the

Class3 communications parameters set in "EtherNet/IP Configuration”.

Name Address (when connection Description
number is 1)

Request data Un\G63152 onwards or Un\G70960 Request data to be sent to the external device. (Specified in a little-endian format byte string)
onwards A valid area is judged based on the data size set in the Class3 communications parameters.

Since the data size is set in byte units, an area with the data size + 2 (rounded up) is valid.
This setting is not required when 0 is set for Data Size.
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Data sending/receiving
For details on sending and receiving data for Class3 message communications, refer to the following.
[Z5~ Page 68 Sending/receiving data for the message communication function (client)

Option

When Cyclic is selected for the trigger specification, changing the value of 'RPI of request area in message communication
area' (Un\G4661) (when the connection number is 1) or i_uRPI (RPI) of the module function block can change the sending
interval from the value set in the Class3 communication parameters.

CPU module FX5-EIP External device

Client | | Server

v

(M
(@)

A4

v (©) N

v @)

A4

v )

J (&) >

v

(1) Turn on b0 of 'Message communication execution request' (Un\G4496 onwards).
(2) Command request
(3) Change RPI from 200ms to 400ms.

Precautions

The area where Class3 instance communications can be used is limited to the connection area set in the parameters for
Class3 communications in "EtherNet/IP Configuration" (request areas where the value of 'Communication method
specification' (Un\G4656) is 0002H (Class3 communications)).

If a request is executed by using a request area not available for Class3 communications, an error (error code 0004H) is
stored in 'Result storage area' (Un\G4816) in the corresponding response area.

Buffer memory operation

For details on the buffer memory operation, refer to the following.
==~ Page 127 For Class3 instance communications (client)
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UCMM instance communications (client)

Without establishing a connection between the FX5-EIP and the external device (server), message communications are
performed at any timing.

Once per request, communications are performed with the external device without opening a connection.

The set command request is sent to the external device set in the request area of 'Message communication area' (Un\G4656
onwards) of the FX5-EIP. The command response from the external device is stored in the following response area.

» 'Response area in message communication area' (Un\G4816 onwards) (When the connection number is 1)

* 'Input data area' (Un\G16944 onward or Un\G32560 onwards)

CPU module FX5-EIP External device

Client Server

Request area in 'Message
communication area' (Un\G4656 onwards)

'Output/message communication (server) data area'
(Un\G63152 onwards or Un\G70960 onwards)

Command request

Command response

Response area in 'Message
communication area' (Un\G4656 onwards)

'Input data area’
(Un\G61944 onwards or Un\G32560 onwards)

1) Set request data by a program.

2) Turn on b0 (execution request) of 'Message communication execution request' (Un\G4496 onwards).

3) Turn on b1 (execution request acceptance) of 'Message communication execution request' (Un\G4496 onwards).
4) Command processing execution

5) Store the response data in the buffer memory.

6) Turn on b2 (execution completion) of 'Message communication execution request' (Un\G4496 onwards).
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Message communications request data preparation

The following describes the setting procedure necessary for sending message communications command requests.

Any value can be set for a command request. However, if a command request not supported by the external device is sent, an
error response is returned.

1. Check the manual for the external device operating as the server, and check the following details related to the service to
be used.

» The service code of the service to be used

» The class ID of the object to which the service to be used belongs

» The instance ID and attribute ID of the instance attribute to which the service to be used belongs

» The size of the request data and the request data to be sent to the service to be used

2. Based on the result of step 1, set the following.

Item Name Address 2 (when Setting details
connection number is 1)

Required Output/message communication | Un\G432 Size of request data (bytes)”!

Settings (server) data size Set 0 if the setting is not required.
Communication method Un\G4656 0001H: UCMM communications (fixed)
specification
Communication method Un\G4657 0001H: Instance communications
specification
Service Un\G4658 Service code”

Target IP address Un\G4659 IP address of the external device (lower)
Un\G4660 IP address of the external device (upper)
Class Un\G4670 Class ID"!
Instance Un\G4671 Instance 1D
Attribute Un\G4672 Attribute ID"
Output/message communication | Un\G63152 onwards or Request data (specified in a little-endian format byte string)’1
(server) data area Un\G70960 onwards The setting is not required if not necessary.
Option RPI Un\G4661 00C8H to EAB6OH (200ms to 60000ms)
settings Set any sending interval.
Trigger Type Un\G4663 0000H: Application Trigger (default)
0010H: Cyclic
When Cyclic is set, data is periodically sent at the interval set for RPI.

*1  For a value to be set, refer to the manual for the external device.

*2 Each address in the column belongs to the first area. To use an area other than the first area, add 192 x (N-1) to the address value of the
first area. The value to be added for the output/message communication (server) data area is as follows.
For 64 connections, add 722 x (N-1) to the address value of the first area.
For 128 connections, add 300 x (N-1) to the address value of the first area.

Precautions

Before setting, turn on 'EtherNet/IP communication start request' (Un\G272) and check that 'EtherNet/IP communication start
status' (Un\G273) is set to 1 (Starting). When EtherNet/IP communication starts, the values set in "Required Settings" above
will be cleared to 0.

Data sending/receiving

For details on sending and receiving data for UCMM message communications, refer to the following.

[Z=~ Page 68 Sending/receiving data for the message communication function (client)
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Precautions

The area where UCMM message communication can be used is limited to areas where the Class1 communication
parameters, Class3 communication parameters, and message communication (server function) tag communication
parameters are not set in "EtherNet/IP Configuration" (request areas where the value of '‘Communication method
specification' (Un\G4656) (when the connection number is 1) is 0001H (UCMM communication) as the initial value).

If a request is executed by using a request area not available for UCMM communications, an error (error code 0005H
(unavailable communication method specified)) is stored in 'Result storage area' (Un\G4816) in the corresponding response
area.

UCMM message communication does not establish a connection, but each execution uses a parameter setting area for one
connection.

Buffer memory operation

For details on the buffer memory operation, refer to the following.
==~ Page 129 For UCMM instance communications (client)
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Class3 tag communications (client)

Establishes a connection and read/write data.

* Read request

Client ——— () —  Scrver
= Request — ) E— =
Execution result and data _ (3)

_(4)—

|

|

EtherNet/IP
(1) Connection open
(2) Read request
(3) Read response
(4) Connection close
» Write request
Client I (1) — Server
D_- Request and data | NN (2) ‘ D_-
H Execution result _ (3) g
I (4) —
EtherNet/IP

(1) Connection open
(2) Write request

(3) Write response
(4) Connection close

Tag communications request data preparation

The following describes the setting procedure necessary for executing tag communications.

1. In"EtherNet/IP Configuration", set Class3 communications parameters. (=~ Page 107 EtherNet/IP Configuration
window)

2. Fora write request, set the following in 'Output/message communication (server) data area' (Un\G63152 onwards or
Un\G70960 onwards) (when the connection number is 1).

Name Address (when connection Description
number is 1)

Output/message communication | Un\G63152 onwards or Un\G70960 | Request data to be sent to the external device. (Specified in a little-endian format
(server) data area onwards byte string)

A valid area is judged based on the data size set in the Class3 communications
parameters.

For the data size, the area of size (Size) x (Data Type) becomes valid.

(1 (word) when Data Type is [INT], and 2 (word) when Data Type is [DINT])

This setting is not required when service is set to read.

Data sending/receiving

For details on sending and receiving data for Class3 tag communications, refer to the following.

[=5~ Page 68 Sending/receiving data for the message communication function (client)
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Option

When Cyclic is selected for the trigger specification, changing the value of 'RPI' (Un\G4661) (when the connection number is
1) or i_uRPI (RPI) of the module function block can change the sending interval from the value set in the Class3
communication parameters.

CPU module FX5-EIP External device

Client Server

v

(1
)

A 4

x

200
\4 &)
7'y

200
v @)

v

A 4

v )

A4

400
ms

)

A4

(1) Turn on b0 of 'Message communication execution request' (Un\G4496 onwards).
(2) Command request
(3) Change RPI from 200ms to 400ms.

Precautions

The area where Class3 tag communication can be used is limited to the connection area set in the parameters for Class3
communication in "EtherNet/IP Configuration" (request areas where the value of 'Communication method specification'
(Un\G4656) is 0002H (Class3 communication)).

If a request is executed by using a request area not available for Class3 communications, an error (error code 0004H) is
stored in 'Result storage area' (Un\G4816) in the corresponding response area.

Buffer memory operation

HFor a Read request
For details on the buffer memory operation, refer to the following.

(=5~ Page 127 For Class3 tag communications (client) (Read)

HFor a Write request
For details on the buffer memory operation, refer to the following.

[~ Page 128 For Class3 tag communications (client) (Write)
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UCMM tag communications (client)

Without establishing a connection, data is read/written.

The data set in 'Request area in message communication area' (Un\G4656 onward) is sent as a command request, and the
response data from the external device is stored in the response area of 'Response area in message communication area’
(Un\G4816 onwards). (When connection number is 1)

* Read request

Client

100

Request

Execution result and data

—mﬁ
_(2)—

Server

100

EtherNet/IP

(1) Read request
(2) Read response

» Write request

Client

E100

Request and data

— () E—

Execution result

_(2)—

Server

100

(1) Write request
(2) Write response

EtherNet/IP
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Tag communications request data preparation

The following describes the setting procedure necessary for executing tag communications.

1. Check the content of the tag to be used for tag communications (tag name and size of the tag registered in the external
device).

2. Based on the result of step 1, set the following.

Item Name Address 2 (when Setting details
connection number
is1)
Required Output/message communication Un\G432 Specify the size as the number of tag elements for Read or Write.
Settings (server) data size
Communication method specification Un\G4656 0001H: UCMM communications (fixed)
Communication method specification Un\G4657 0002H: Tag communications
Service Un\G4658 * 124CH: UCMM/Class3 Read Originator (for Read request)
* 124DH: UCMM/Class3 Write Originator (for Write request)
Target IP address Un\G4659 IP address of the external device (lower)
Un\G4660 IP address of the external device (upper)
Data Type Un\G4669 « 00C3H: INT (signed 16-bit data)

+ 00C4H: DINT (signed 32-bit data)

Tag Name Un\G4673 onwards Specify the tag name of the external device to read. (Specify the number
of characters from 1 to 255.)

Output/message communication Un\G63152 onwards or Write data for Write request

(server) data area Un\G70960 An area of the size (Data Size) x (Data Type type) becomes valid.
(1 (word) when Data Type is [INT], and 2 (word) when Data Type is
[DINT])

When UCMM/Class3 Read Originator is set for Service, the setting is
not required.

Option RPI Un\G4661 00C8H to EAB6OH (200ms to 60000ms)
settings Set any sending interval.
Trigger Type Un\G4663 0000H: Application Trigger (default)
0010H: Cyclic
When Cyclic is set, data is periodically sent at the interval set for RPI.
Path Segment specification (Segment Un\G4664 Path Segment size (0 to 1 words)
Size)™
Path Segment specification (Path Un\G4665 onwards Bits 0 to 3: Port number
Segment)’1 Bits 8 to 15: Link address (slot number)

*1  For details on Path Segment, refer to the following.
5" Page 248 Message communication request/response area
*2 Each address in the column belongs to the first area. To use an area other than the first area, add 192 x (N-1) to the address value of the
first area. The value to be added for the output/message communication (server) data area is as follows.
For 64 connections, add 722 x (N-1) to the address value of the first area.
For 128 connections, add 300 x (N-1) to the address value of the first area.

Data sending/receiving

For details on sending and receiving data for UCMM tag communications, refer to the following.
[~ Page 68 Sending/receiving data for the message communication function (client)

Precautions

The area where UCMM tag communication can be used is limited to areas where the Class1 communication parameters,
Class3 communication parameters, and message communication (server function) tag communication parameters are not set
in "EtherNet/IP Configuration” (request areas where the value of 'Communication method specification' (Un\G4656) (when the
connection number is 1) is 0001H (UCMM communication) as the initial value).

If a request is executed by using a request area not available for UCMM communications, an error (error code 0005H (UCMM
communication unavailable)) is stored in 'Result storage area' (Un\G4816) in the corresponding response area.
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Buffer memory operation

HFor a Read request

For details on the buffer memory operation, refer to the following.

=5~ Page 130 For UCMM tag communications (client) (Read)

HFor a Write request

For details on the buffer memory operation, refer to the following.

=5~ Page 131 For UCMM tag communications (client) (Write)
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Sending/receiving data for the message communication function
(client)

The message communication function (client) has the following two methods.

» Sending/receiving data for message communications using the buffer memory (=5~ Page 68 Sending/receiving data for
message communications using the buffer memory)

» Sending/receiving data for message communications using module function blocks (I~ Page 71 Sending/receiving data
for message communications using module function blocks)

Sending/receiving data for message communications using the buffer memory

Data is sent/received for message communications using one of the areas from 'Message communication area' (Un\G4656
onwards). (<5~ Page 248 Message communication request/response area)

The area to be used differs depending on the communication type to be executed.

The area to be used for 'Message communication area' (Un\G4656 onwards) can be determined using the following method.

Communication Method
type
Class3 After the required parameters such as the tag name, class, instance, and attribute ID for Class3 communications to be used are set

in "EtherNet/IP Configuration", '"Message communication area' (Un\G4656 onwards) with the same number as a connection number
for which the Class3 communication parameters are set is secured.

UCMM An area in 'Message communication area' (Un\G4656 onwards) with the same number as a connection number for which the Class1
communication parameters, Class3 communications parameters, and message communication (server) tag communication
parameters are not set in "EtherNet/IP Configuration" can be used.

However, it is recommended not to use the number that was used as a module function block request number in 'Message
communication area' (Un\G4656 onwards).

ESend procedure

Message communications for the external device are executed according to the following procedures. "

*1 For areas described hereafter, the first area is used as an example. To use an area other than the first area, add 192 X (N-1) to the
address value of the first area. The value to be added for the output/message communication (server) data area is as follows.
For 64 connections, add 722 x (N-1) to the address value of the first area.
For 128 connections, add 300 x (N-1) to the address value of the first area.

1. 'EtherNet/IP communication start status' (Un\G273) becomes 1 (Starting) at the following timing, and EtherNet/IP
communication starts.

» Avalue other than 0 is set for 'EtherNet/IP communication start request' (Un\G272).

* When the EtherNet/IP communication automatic start function is enabled, the CPU module changes from STOP to RUN.

2. Check 'Communication method specification' (Un\G4656) in the request area of the message communication area.

3. When the value of 'Communication method specification’ (Un\G4656) is 0001H (UCMM communications), set
‘Communication method specification' (Un\G4657) to 'Tag Name' (Un\G4673 onwards). When the value of
‘Communication method specification’ (Un\G4656) is 0002H (Class3 communications), the setting is not required.

4. set '‘Output/message communication (server) data area' (Un\G63152 onwards or Un\G70960 onwards) as necessary.
Set this mainly when sending a write request to the external device, such as when writing to the tag and rewriting parameters
by using Set_Attribute_Single.

5. Turnonbito (execution request) of 'Message communication execution request' (Un\G4496).
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HReceive procedure

1. Theresultis stored in the response area (Un\G4816 onwards) of the message communication area, and bit 2 (execution
completion) of 'Message communication execution request' (Un\G4496) turns on. When response data is present, the
received data is stored in 'Input data area' (Un\G16944 onwards), and the data size is stored in 'Input data size'
(Un\G304 onwards).

2. By turning bit O (execution request) of 'Message communication execution request' (Un\G4496) off, bit 2 (execution
completion) of 'Message communication execution request' (Un\G4496) will also be turned off.

The system operates according to the 'Trigger specification' (Un\G4663) until bit O (execution request) of 'Message

communication execution request' (Un\G4496) is turned off.

If the execution request is turned on again before bit 2 (execution completion) of 'Message communication execution request'

(Un\G4496 onwards) turns off, the turning off of the execution request may not be recognized.

HPrecautions
+ Areas where Class1 communication parameters and Class3 communication parameters are set in "EtherNet/IP

Configuration" become dedicated to the communication type. For areas where Class1 communication parameters and
Class3 communication parameters are not set, the initial value of 'Communication method specification' (Un\G4656) is set
to 0001H (UCMM communications). Therefore, check that the areas to be used that were determined above do not have
any problems.

« If the value of 'Communication method specification' (Un\G4656) is rewritten by a program, the communication request may
fail and an error may occur. Care must be taken so as not to rewrite it.

« If data sending/receiving fails, or if an error response is sent from the external device at the time of reception, an error code
is stored set in 'Result storage area' (Un\G4816) of the message communication response area.
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ETiming chart

The following figures show operations from 'Message communication execution request' (Un\G4496 onwards) turning on to
turning off according to the setting details of 'Trigger specification' (Un\G4663).

» When the trigger specification is Application Trigger

A message is sent only once for one request.

-------- » Performed by the FX5-EIP
—» Performed by the program

'Message communication execution request'
(Un\G4496 onwards)

Execution request (b0) ‘\I
'Message communication execution request' !
(Un\G4496 onwards) ‘Al
Execution request acceptance (b1) \ N

'Message communication execution request'
(Un\G4496 onwards)

\/——\

Execution completion (b2) .'l A
, . . L@
Processing of data sending/receiving A 1)
N
'Message communication area’ '\\‘ ,/'
(UMG4656 onwards) @) ®)

1) Communication execution

2) Request area

3) Response area

4) No data sending from this point onward

* When the trigger specification is Cyclic

Messages are sent periodically at the interval set in 'RPI' (Un\G4661), and every time a message is received, the result is
stored in 'Response area in message communication area' (Un\G4816 onwards). (Every time the result is stored, the value of
'Execution completion count' (Un\G4823 onwards) is increased.)

""""" » Performed by the FX5-EIP
—» Performed by the program

'Message communication execution request'
(Un\G4496 onwards)

Execution request (b0) Y I\\

'Message communication execution request' l '

T
(Un\G4496 onwards) ‘Al ‘A
Execution request acceptance (b1) - >

\ /
‘Message communication execution request' ! !
(Un\G4496 onwards) | \‘|_
Execution completion (b2) h |

Processing of data sending/receiving

'Message communication area’
(Un\G4656 onwards)

(1) Communication execution (Cyclic 1st time)
(2) Communication execution (Cyclic 2nd time)
(3) Communication execution (Cyclic Nth time)
(4) Request area

(5) Response area (Cyclic 1st time)

(6) Response area (Cyclic 2nd time)

(7) Response area (Cyclic Nth time)
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Point ;>

The following describes the operations when the trigger specification is changed between the time when bit 1

(execution request acceptance) of the 'Message communication execution request' (Un\G4496 onwards)

execution request acceptance turns on and the time when bit 0 (execution request) of the 'Message

communication execution request' (Un\G4496 onwards) execution request turns off. (Including during the time

of periodic transmission by Cyclic)
» Even when the trigger specification is changed from Application Trigger to Cyclic, periodic transmission is

not performed. To enable periodic transmission, turn bit O (execution request) of 'Message communication
execution request' (Un\G4496 onwards) execution request off, check that bit 1 (execution request
acceptance) of 'Message communication execution request' (Un\G4496 onwards) execution request
acceptance and bit 2 (execution completion) of 'Message communication execution request' (Un\G4496
onwards) execution completion are off, and then turn bit O (execution request) of 'Message communication
execution request' (Un\G4496 onwards) execution request on.

» When the trigger specification is changed from Cyclic to Application Trigger, periodical transmission is

performed the RPI time after transmission immediately before the change of the trigger specification, and
then periodic transmission stops. To execute periodic transmission again, refer to the case where the trigger
specification is changed from Application Trigger to Cyclic.

Sending/receiving data for message communications using module function blocks

Execute data sending/receiving for message communications using module function blocks.

Determine the module function blocks to be used based on the communication type for executing message communications,
communications method, and service to be used (when the communication method is tag communications).

For details on module function blocks, refer to the following.

LTIMELSEC iQ-F FX5 Ethernet, EtherNet/IP, CC-Link IE Function Block Reference

Communication | Communication Service Module FB
type method
UCMM Instance communications — M+FX5-EIP_UCMMOriginator_MessageSend
Tag communications Read M+FX5-EIP_UCMMOriginator_ReadTagData
Write M+FX5-EIP_UCMMOriginator_WriteTagData
Class3 Instance communications — M+FX5-EIP_Class30riginator_MessageSend
Tag communications Read M+FX5-EIP_Class3Originator_ReadTagData
Write M+FX5-EIP_Class3Originator_Write TagData

HBRequest number
Determine the request number as follows according to the communication type to be executed.

Communication | Method

type

Class3 After the required parameters such as the tag name, class, instance, and attribute ID for Class3 communication to be used are set as
parameters for Class3 communication in "EtherNet/IP Configuration”, the connection number for which these Class3 communication
parameters were set becomes a request number.

UCMM The same number as a connection number for which the Class1 communication parameters, Class3 communication parameters, and

message communication (server function) tag communication parameters are not set in "EtherNet/IP Configuration" can be used as a

request number.

However, a request number used by another module function block or the message communication area numbers used for sending and
receiving message communication using buffer memory (=5~ Page 68 Sending/receiving data for message communications using the
buffer memory) cannot be used. Be careful about duplication.

(Identical numbers can be used as long as they are not requested at the same time. In that case, however, mutual exclusion is required.
Managing request numbers based on different numbers is therefore recommended.)
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ESend procedure

1. Setallthe input arguments for the module function block to be used.

2. For message communications or tag communications (write) for which request data must be set, set required data to the
request data storage device or write data storage device.

* When the communication type is UCMM: Set data of the size specified by the input argument.
* When the communication type is Class3: Set data as big as the size of data set as Class3 communications parameters.

3. Tumon i_bEN (execution command) of the module function block.

Point ;>

If an error occurs because an incorrect module function block is used, the module function block is set
incorrectly, or sending failed, o_bErr (Error completion) of the module function block turns on and an error

code is stored in o_uErrld (Error code). LLIMELSEC iQ-F FX5 Ethernet, EtherNet/IP, CC-Link |IE Function
Block Reference

EReceive procedure

1. When o_bENO (Execution status) of the module function block turns on, the result is stored in the output argument and
public variable.

2. When o_bOK (Normal completion) of the module function block turns on, data of the size equal to the data size is stored
in the response data storage device for message communications and in the read data storage device for tag
communications.

Point
If reception fails or an error response is sent from the external device at the time of reception, o_bErr (Error
completion) of the module function block turns on and an error code is stored in o_uErrld (Error code).
(==~ Page 182 Module error)
EOperation

The following table shows the operations from i_bEN (Execution command) of the module function block turning on to turning
off according to the setting details of i_uTrigger (Trigger specification).

Trigger Type Operation
Application Trigger Every time the module function block is executed, the received data is stored in the output argument and public
variable.

For Application Trigger, a request is executed only once. Therefore, when the module function block is executed after
o_bOK (Normal completion) turns on, the same data is stored continuously.

Cyclic Arequest is sent periodically at the set RPI interval.

Every time pbo_udRequestCompleteCount (Execution completion count) of the module function block is updated, the
result to be stored in the output argument and public variable is updated.

Point}”

The following describes the operations when the trigger specification is changed during the time between

i_bEN (Execution command) of the module function block turning on and turning off.

» When the trigger specification is changed from Application Trigger to Cyclic, periodic transmission is not
performed. To enable periodic transmission, turn off i_bEN (Execution command) of the module function
block once, check that o_bENO (Execution status) is turned off, and turn on i_bEN (Execution command)
again.

» When the trigger specification is changed from Cyclic to Application Trigger, periodical transmission is
performed the RPI time after transmission immediately before the change of the trigger specification, and
then periodic transmission stops. To execute periodic transmission again, refer to the case where the trigger
specification is changed from Application Trigger to Cyclic.
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4.4 Message Communication Function (Server)

Function overview

This function executes the service specified by a command request sent by the client and returns a response.

Command acceptance
Server Client

v = C— () e— [

Service execution
I (2) ﬁ ==

Ll

100

A4

Response data creation
EtherNet/IP

(1) Command
(2) Response data

The available functions include the instance communications server function for accepting a command request sent from a
client and the tag communications server function for accepting a Read/Write request for data for the tag set to the server.
Class3 (connected) and UCMM (unconnected) are supported.

The message communication function (server) has the following communication methods.

Type Communication Connection | Description
method
Instance Class3 instance Available Establishes a connection between the FX5-EIP and the external device (client),
communications communications processes command requests received from the client, and sends response
data.
UCMM instance Not available Processes command requests received from the client and sends response data
communications without establishing a connection between the FX5-EIP and the external device
(client).
Tag communications Class3 tag communications Available Establishes a connection between the FX5-EIP and the external device (client)
to read and write data to the set tags.
UCMM tag communications Not available Reads and writes data to the set tags without establishing a connection between
the FX5-EIP and the external device (client).

Instance communications

The services that the FX5-EIP can process vary depending on the class ID specified by a command request for the message

communication support command. For details on the services available for each class ID, refer to the following.

[=5~ Page 254 Details of Message Communication Support Command

When the FX5-EIP operates as a server, it automatically processes the command when receiving a command request from
the external device and returns a command response to the external device. No special setting and operation are required.

Tag communications

The available functions include the instance communications server function by which the FX5-EIP processes a request for

the service, and the tag communications server function for processing Read/Write for data for the tag set to the FX5-EIP.
To use tag communications, a tag must be registered in "EtherNet/IP Configuration".
When registering a tag in the FX5-EIP, existing tag names cannot be used. 12

*1 Tag names are not case-sensitive.
*2 Tag names used for Class1 tag communications are treated separately. Therefore, the same name can be used as a tag in Class1 tag
communications. However, in such a case, read/write message communications are not possible for that tag.
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HOperation when a command is accepted
When a Read/Write request is received from the client for the tag of the own station, and a tag with the same name as the tag

name set to the own station exists, read or write is performed on the buffer memory assigned to that tag in 'Output/message
communication (server) data area' (Un\G63152 onwards or Un\G70960 onwards).

1. Start EtherNet/IP communication.
When 'EtherNet/IP communication start status' (Un\G273) becomes "1: Starting" at the following timing, start EtherNet/IP

communication.
* The user sets a value other than 0 for "EtherNet/IP communication start request (Un\G272)".
* When the EtherNet/IP communication automatic start function is enabled, initialization after power-on is completed.

2. Send a command request from the client.
EBuffer memory area assigned to a tag
For a tag registered as a Class3/UCMM tag in "EtherNet/IP Configuration”, the buffer memory area to be assigned changes

according to the set connection number (1 to 128).
The following table shows the buffer memory areas corresponding to the connection numbers set for the tag name.

Connection Buffer memory
When 64 connections are used’ When 128 connections are used 2
No.1 Un\G16944 Un\G32560
No.2 Un\G17666 Un\G32860
No.64 Un\G62430 Un\G51460
No.128 — Un\G70660

*1  The buffer memory address for connection number n can be calculated by 16944 + (n-1) x 722.
*2 The buffer memory address for connection number n can be calculated by 32560 + (n-1) x 300.

BRead/Write request size
A Read/Write request size can be calculated by (Data Type) x (Data Size) of a tag.

Item Description
Data Type < INT: 1 word
* DINT: 2 words
Data Size Size of request data from the client
e
Pomt/'

If the Read/Write request size exceeds the data size of the tag registered as a Class3/UCMM tag, without
executing Read/Write, an abnormal response is returned to the client.

ERead/Write execution
The following table shows the operations when a Read/Write request is received.

Type Description

Read When a Read request is received from the external device (client), sends data of the requested size, starting from the start
address corresponding to each connection number in 'Output/message communication (server) data area' (Un\G63152
onwards or Un\G70960 onwards), to the client.

Write When a Write request is received from the external device (client), writes data of the requested size, starting from the start
address corresponding to each connection number in 'Output/message communication (server) data area' (Un\G63152

onwards or Un\G70960 onwards).

Point
If the Write request size is smaller than the data size of the tag registered as the Class3/UCMM tag, the data
contained in the area where Write was not performed upon receiving a response will not be altered.
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Class3 instance communications (server)

After a connection open request from the client is accepted, a command request accepted from the client is processed and
response data is sent.

FX5-EIP External device

| Server Client

()

A

@)

A4

@)

A

@ - ©)

A 4
v

(1) Connection open request

(2) Connection open response (normal)
(3) Command request

(4) Command processing execution

(5) Command response

UCMM instance communications (server)

Processes command requests received from the client and sends response data without establishing a connection between
the FX5-EIP and the external device.

FX5-EIP External device

Server Client

(1)

A

@ --

@
&

A4

(1) Command request
(2) Command processing execution
(3) Command response
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Class3 tag communications (server)

Accepts connection open request and Read/Write request from the client and processes data for the tag set to the FX5-EIP
after establishing a connection.

Read request

FX5-EIP External device

Server Client

(1

@)

A4

'Output/message communication R ®)
(server) data area' !
(Un\G63152 onwards or !

Un\G70960 onwards) @) __» ®)
(When connection number is 1)

A
v

(1) Connection open request

(2) Connection open response (normal)
(3) Read request

(4) Data read

(5) Read response

Write request

FX5-EIP External device

Server Client

(1)

@)

v

'‘Output/message communication (3)
(server) data area’ '
(Un\G63152 onwards or '
Un\G70960 onwards) (,jf) N (5)
(When connection number is 1) .

v

(1) Connection open request

(2) Connection open response (normal)
(3) Write request

(4) Data write

(5) Write response

Buffer memory operation

For details on the buffer memory operation, refer to the following.
[~ Page 132 For Class3/UCMM tag communications (server)
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UCMM tag communications (server)

Accepts a Read/Write request from the client and processes data processed for the tag set to the FX5-EIP without

establishing a connection.

Read request

FX5-EIP

External device

Server

(1)

Client

A

'Output/message communication @)---
(server) data area' ;
(Un\G63152 onwards or
Un\G70960 onwards)

©

A 4

(When connection number is 1)

(1) Read request
(2) Data read
(3) Read response

Write request

FX5-EIP

External device

Server

()

Client

A

(server) data area’
(Un\G63152 onwards or

'Output/message communication @) --
Un\G70960 onwards) \

@)

(When connection number is 1)

(1) Write request
(2) Data write
(3) Write response

Buffer memory operation

For details on the buffer memory operation, refer to the following.
(=5~ Page 132 For Class3/UCMM tag communications (server)
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4.5 Communication status setting function at the
occurrence of a CPU stop error

Sets whether to stop or continue EtherNet/IP communications when a stop error occurs on the CPU module in which the FX5-

EIP is installed. This setting can be made for each module.
Therefore, EtherNet/IP communications can be continued even when the stop error occurring CPU module goes into the
STOP state.

Setting method
Set using the buffer memory of the FX5-EIP.

Address Buffer memory Reference
uUn\G274 EtherNet/IP communication continuation ==~ Page 237 EtherNet/IP communication continuation specification request
specification request (Un\G274)

To stop EtherNet/IP communications when the CPU module changes from RUN to STOP, set 'EtherNet/IP communication
continuation specification request' (Un\G274) to 0 (stop).

To continue EtherNet/IP communications when the CPU module changes from RUN to STOP, set 'EtherNet/IP
communication continuation specification request' (Un\G274) to 16 (continue).

Timing chart

* To stop EtherNet/IP communication

EtherNet/IP communications ¥ Communication enabled /,7\

CPU module status STOP—— X i éTOP ;

'EtherNet/IP communication start status' A Al
(Un\G273)

*1  When the CPU module starts running after it stops, the EtherNet/IP communications will start.
+ To continue EtherNet/IP communication

EtherNet/IP communications EEANN Communication enabled
RUN™/ )

CPU module status STOP o ,/' STOP

'EtherNet/IP communication start status' "4l

(Un\G273)

*1  When the CPU module starts running after it stops, the EtherNet/IP communications will start.
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4.6 EtherNet/IP Communication Automatic Start
Function

Function overview

With this function, EtherNet/IP communications can be started without using a program when the programmable controller is
powered off and on or the CPU module changes from STOP to RUN.

When not using this function, a program that sets a value other than 0 (start request) for 'EtherNet/IP communication start
request’' (Un\G272) is required to start EtherNet/IP communications.

Setting method

In the application setting of the engineering tool, set "Start" for "EtherNet/IP Auto-start Setting".
For details, refer to the following.
[=5~ Page 91 EtherNet/IP Setting
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Operation

With this function enabled, when the CPU module changes from STOP to RUN, 16 (start request) is set as 'EtherNet/IP
communication start request' (Un\G272) and communication start automatically.

However, buffer memory operation changes depending on the value set as 'EtherNet/IP communication continuation
specification request' (Un\G272).

The following table shows the relationship related to EtherNet/IP communication automatic start with respect to each buffer
memory area.

* When the CPU module is in the RUN state and the system is powered off and on

Before After
CPUmodule | Status of "EtherNet/ | Status of 'EtherNet/IP Status of 'EtherNet/IP Status of 'EtherNet/IP data link
status IP Auto-start communication continuation communication start continuation specification
Setting" specification request’ (Un\G274) | request' (Un\G272) state' (Un\G275)
RUN state Start 16 (continue) 16 (start request) is set. 1 (operating with 16 (continue)) is set.
Value other than 16 (stop) 16 (start request) is set. 2 (operating with Value other than 16
(stop)) is set.
Not to Start — The status does not change. The status does not change.

80

« If the CPU module changes from STOP to RUN or RUN to STOP

Before After
CPU module | Status of Status of 'EtherNet/IP | Status of 'EtherNet/IP Status of 'EtherNet/ | Status of 'EtherNet/IP
status "EtherNet/IP | datalink continuation | communication IP communication data link continuation
Auto-start specification state' continuation specification | start request’ specification state'
Setting" (Un\G275) request' (Un\G274) (Un\G272) (Un\G275)
STOP —» RUN Start 2 (operating with Value 16 (continue) 16 (start request) is set. | 1 (operating with 16
other than 16 (stop)) (continue)) is set.
Value other than 16 (stop) 16 (start request) is set. | 2 (operating with Value
other than 16 (stop)) is set.
1 (operating with 16 — The status does not The status does not
(continue)) change.™ change.
Not to Start — — The status does not —
change.
RUN — STOP™! | — 2 (operating with Value — 0 (stop request) is set. The status does not
other than 16 (stop)) change.
1 (operating with 16 — The status does not The status does not
(continue)) change. change.
(Remains setto 16 (start
request).)

*1 This operation is performed when the status of 'EtherNet/IP communication start request' (Un\G272) is set to 16 (start request) and the
status of 'EtherNet/IP communication start status' (Un\G273) is set to 1 (Starting). If 'EtherNet/IP communication start status' (Un\G273)
is set to any value other than 1 (Starting), communication will not start and the operation will not stop.

*2 Since it does not stop when the CPU module changes from RUN to STOP, communication will not stop unless 'EtherNet/IP
communication start request' (Un\G272) is manually set to 0 (stop request).
In addition, if communication is stopped manually, it is necessary to manually set 'EtherNet/IP communication start request' (Un\G272)
to 16 (start request) to restart communication.
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4.7 Assurance of input/output data

The data received from EtherNet/IP devices and the data sent to EtherNet/IP devices can be assured for each connection.
The data assurance is enabled by setting the buffer memory and acquiring the input data and setting the output data using the
following module function blocks.

» Class1 communication input data acquisition (Class1GetlnputData)

» Class1 communication output data setting (Class1SetOutputData)

+ UCMM tag communication tag data acquisition (UCMMOriginator_ReadTagData)

+ UCMM tag communication tag data setting (UCMMOriginator_WriteTagData)

 Class3 tag communication tag data acquisition (Class3Originator_ReadTagData)

 Class3 tag communication tag data setting (Class3Originator_WriteTagData)

UCMM instance communication message send (UCMMOriginator_MessageSend)

» Class3 instance communication message send (Class3Originator_MessageSend)

Setting procedure

1. Write "16: Assured” in 'Block assurance specification per connection' (Un\G232) while the module is not communicating
with the EtherNet/IP communication device (when Un\G272 is "0: Stop request").

2. Set 'EtherNet/IP communication start request' (Un\G272) to "Other than 0: Start request" to start the communications
with the EtherNet/IP device.

3. Acquire the receive data and set the send data using the module function blocks by the program.

Precautions

« This function cannot be used together with the auto refresh processing.
* When using this function, set the scan time to be shorter than RPI. If the scan time is longer than RPI, send and receive
data may be delayed.
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4.8 General-purpose Ethernet communication
functions

Connection With MELSOFT

For details on connecting with MELSOFT, refer to the following.
1 MELSEC iQ-F FX5 User's Manual (Communication)

SLMP communication function

With the FX5-EIP, the following dedicated instruction is used to send a request message to the external device. Only 3E frame

is supported.
Instruction Description
GP.SLMPSND Sends an SLMP message to the SLMP device.

For details on other SLMP communication functions, refer to the following.
1 MELSEC iQ-F FX5 User's Manual (Communication)

Socket communication function

For details on the socket communication function, refer to the following.
L1 MELSEC iQ-F FX5 User's Manual (Communication)

IP filter function

For details on the IP filter function, refer to the following.
1 MELSEC iQ-F FX5 User's Manual (Communication)

IP address change function

For details on the IP address change function, refer to the following.
L1 MELSEC iQ-F FX5 User's Manual (Communication)
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5 SYSTEM CONFIGURATION

5.1 EtherNet/IP Configuration

The FX5-EIP can be connected to EtherNet/IP compatible devices and general-purpose TCP/IP devices.

(1

(1) FX5-EIP
(2) EtherNet/IP compatible device
(3) General-purpose TCP/IP devices

Scanner and adapter

In EtherNet/IP, station types are separated into scanner and adapter.

Station type Description

Scanner A station type of EtherNet/IP that corresponds to the master station. The scanner has the control information and controls the
overall network.
Devices that have a connection of originator or target can be operated as the scanner.

Adapter A station type of EtherNet/IP that corresponds to the device station. The adapter indicates stations other than the scanner.
Devices that have a connection of target can be operated as the adapter.

5.2 General-purpose Ethernet Communication
Configuration

For details on the system configuration of general-purpose Ethernet communication, refer to the LLIMELSEC iQ-F FX5

User's Manual (Communication).

5.3  Available Software Packages

GX Works3 is required to set up the FX5-EIP.
For the compatible versions, refer to the following.
LTIMELSEC iQ-F FX5S/FX5UJ/FX5U/FX5UC User's Manual (Hardware)
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6 WIRING

6.1 Grounding

Perform the following.

* Provide grounding with a ground resistance of 100Q or less.
» Ground the programmable controller independently when possible.
« If the programmable controller cannot be grounded independently, provide the "Shared grounding" shown below.

Programmable Other Programmable Other Programmable Other
controller equipment controller equipment controller equipment
T N e
Indt_apendent groundi_ng Shared gFounding Common groundinE;
(Best condition) (Good condition) (Not allowed)

« Bring the grounding point close to the programmable controller as much as possible so that the ground cable can be
shortened.

Grounding of FX5-EIP

FX5U CPU module FX5-EIP
t=]
- L
?—_L

Ground resistance of
100Q or less

(1) Ground terminal of CPU module
(2) FG terminal of FX5-EIP
(3) Ground resistance of 100Q2 or less

Terminal name Content

—é— FG (Ground terminal) Provide grounding with a ground resistance of 100Q or less.

The connection destination for the FG terminal of the FX5-EIP is a spring clamp terminal block.
To connect to the terminal block, there are two ways: by using single wires/strand wires or by using ferrules. Make sure to
properly connect in accordance with the following specifications.

EFerrule

The following table shows wire ferrules and its associated tools compatible with the terminal block. The shape of the wire
ferrule differs depending on the crimp tool to be used, use the reference product. If the product other than referenced products
is used, the wire ferrule cannot be removed. Sufficiently confirm that the wire ferrule can be removed before use.
<Reference product>

Manufacturer Sleeve Model Wiring size Crimp tool
PHOENIX CONTACT GmbH & Co. KG Ferrules with insulation sleeve Al 0.25-8 YE 0.25mm? CRIMPFOX 6

Al 0.34-8 TQ 0.3, 0.34mm?

Al0.5-8 WH 0.5mm?

Al 0.75-8 GY 0.75mm?

Ferrules without insulation sleeve | A 0,25-7 0.25mm?

A0,34-7 0.3, 0.34mm?

A0,5-8 0.5mm?

A0,75-8 0.75mm?

Al 1.0-8 1.0mm?

Al 1.5-7 1.25, 1.5mm?
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The wires to connect the spring clamp terminal block are described below.

No. of wire per terminal Wire size

Single wire, strand wire Ferrule with insulation sleeve | Ferrule without insulation sleeve
One wiring 24 to 16 AWG 24 to 18 AWG 24 to 16 AWG
(0.2 to 1.5mm?) (0.25 to 0.75mm?) (0.25 to 1.5mm?)

HWire end treatment

Strip the cable about 10mm from the tip to connect a wire ferrule at the stripped area. Failure to do so may result in electric
shock due to the conductive part. If the wire strip length is too short, it may result in the poor contact to the spring clamp
terminal part.

Depending on the thickness of the sheath, it may be difficult to insert into the insulation sleeve, so select the wires by referring
to the appearance diagram.

Strand wire/single wire Ferrule with insulation sleeve

Insulation sleeve Contact area
(Crimp area)

B O =5

Vi L 8mm

2~2.8mm 14mm

Check the shape of the wire insertion opening with the following chart, and use the smaller wire ferrule than the described
size. Also, insert the wire with care so that the wire ferrule is in proper orientation. Failure to do so may cause the bite of the
terminal and the damage of the terminal block.

Shape of the wire

- f A Sectional shape of a wire ferrule
insertion opening

I

When using a tool of the reference product,
’ the sectional shape becomes a trapezoid

close to a rectangle.

i—

Terminal block

EConnection and disconnection of the cable

+ Connection of the cable

Fully insert a cable whose end has been properly processed into the wire insertion opening.

If the cable cannot be inserted with this procedure, fully insert the cable while pushing the open/close button with a flathead
screwdriver having a tip width of 2.0 to 2.5mm. After fully inserting the cable, remove the screwdriver.

<Reference>
Manufacturer Model
PHOENIX CONTACT GmbH & Co. KG SZS 0.4 x 2.5 VDE
Precautions

Pull the cable or wire ferrule slightly to check that the cable is securely clamped.

+ Disconnection of the cable

Push the open/close button of the wire to be disconnected with a flathead screwdriver. Pull out the wire with the open/close
button pushed.
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6.2 Wiring Method

This section describes how to connect and disconnect the Ethernet cable.

Connecting the cable
. Turn the power supply of the FX5-EIP (CPU module) and external device off.

Pay attention to the orientation of the connector, and push the Ethernet cable into the FX5-EIP until it clicks.

Lightly pull the connector to check that the connector is securely connected.

Turn the power supply of the FX5-EIP (CPU module) and external device on.

O A W=

Check whether the SPEED LED of the port connected with an Ethernet cable is on.

The time between the cable connection and the turning on of the SPEED LED may vary. The indicator usually turns on within a few
seconds. However, depending on the status of the devices on the line, the link-up processing may be repeated and it may take longer.

*

-

Disconnecting the cable
1. Tumthe power supply of the FX5-EIP (CPU module) off.

2. Unplug the Ethernet cable while pressing the latch connector down.

Precautions

Place the Ethernet cable in a duct or clamp it. If the cable is not placed in a duct or secured with clamps, the cable may
swing, drag or be carelessly pulled, and the module or cable may be damaged, or cable contact failure may cause
malfunction.

Do not touch the core of the cable-side or module-side connector, and protect them from dirt or dust. If oil on your hands,
dirt, or dust adheres to the core, transmission loss may increase, causing communication problems.

Check that the Ethernet cable is not disconnected or not shorted and check that the cable is connected properly.
Do not use Ethernet cables with broken latch connectors. Doing so may cause the Ethernet cables to be disconnected or
the module to malfunction.

Hold the connector part of the Ethernet cable when connecting and disconnecting it. Pulling the cable connected to the

module may result in damage to the module or the cable or malfunction due to poor contact.

For connectors without Ethernet cable, attached connector cover should be placed to prevent foreign matter such as dirt or

dust.

» The maximum station-to-station distance of the Ethernet cable is 100m. However, the acceptable length may be shorter
depending on the environment where the cable is used. For details, contact the cable manufacturer.

» The bending radius of the Ethernet cable is limited. For details, check the specifications of the Ethernet cable to be used.
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6.3  Wiring Products

This section describes the devices used to comprise a network.

Ethernet cable

Use Ethernet cables that meet the following standards.

HEtherNet/IP
Communication speed Specifications Connector Ethernet standard
100Mbps Ethernet cable: Category 5 or higher (STP cable™) RJ45 connector 100BASE-TX

EGeneral-purpose Ethernet

Communication speed Specifications Connector Ethernet standard
100Mbps Ethernet cable: Category 5 or higher (STP cable") RJ45 connector 100BASE-TX
10Mbps Ethernet cable: Category 3 or higher (STP/UTP cable™") RJ45 connector 10BASE-T

*1 Shielded twisted pair cable.
A straight/cross cable can be used.

Point}”

Depending on the connection environment, communication errors may occur due to high-frequency noise

from devices other than programmable controllers. The following describes precautionary measures to be

taken on the FX5-EIP to avoid the influence of high-frequency noise.

[Wiring]

* When wiring cables, do not bundle them together with or keep them in close proximity to the main circuit
lines or power cables.

* Place cables in a duct.

» Use STP cables in place of UTP cables.

Industrial switch

For the models and usage methods of the industrial switches, refer to the ODVA website at www.odva.org.

» Use industrial switches that support the transmission speed of communication.

* Use of an industrial switches with the IGMP snooping function is recommended.

» An industrial switch can be used for cascade connection. When a cascade connection is used, check the specifications of
the industrial switch used.
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7 PARAMETER SETTINGS

This chapter describes the parameter settings necessary for EtherNet/IP and general-purpose Ethernet communications with
the FX5-EIP.

For details on each operation of GX Works3, refer to the LL1GX Works3 Operating Manual.

7.1 Procedure for Setting Parameters

1. Add "Information Module (FX5-EIP)" to the engineering tool. "

O Navigation window = [Parameter] = [Module Information] = Right-click = [Add New Module]

2. Setthe parameter. (==~ Page 90 Basic Settings, Page 97 Application Settings)

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter]

3. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration”. (=5~ Page 99 EtherNet/IP Configuration)
O Navigation window = [Parameter] => [Module Information] = [EtherNet/IP Configuration (Module Extended Parameter)]
4. write parameters to the CPU module using the engineering tool.

O [Online] = [Write to PLC]

5. The settings are reflected by resetting the CPU module or powering off and on the system.
*1  The FX5-EIP can be added to GX Works3 also from the module configuration diagram.
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7.2

Basic Settings

Set the IP address and functions of the FX5-EIP.
) Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

1[U1]:FX5-EIF Module Parameter

g Item List

|Input the Setting Item to Search

F B2

{4 Basic Settings
Own Mode Settings
EtherMet/IP Setting

{88 fpplication Settings

External Device Configuratio

=] Owir Node Scttigs
IP Address Setting

IP Address 192 168 . 3.2451
Subnet Mask
Default Gateway .

------ Communication Data Gode Binary

------ Opening Method Do Mot Open by Program
=] EtherNet/IP Setting
=) Maximum Mumber of Connections Setting
" Maximum Number of Gannections Setting 4 connections
= Refresh Settines
" Refresh Settines
=) EtherNet/IP Auto-start Setting
" EtherMet/IF Auto-start Setting
= External Device Gonfiguration

<Detailed Setting>

Mot to Start

[ External Device Configuration

<Detailed Setting>

E

Item Lizt Find Result

Set the information of the own node such as IP address. a

Check

Restare the Default Settings

Apply

Own Node Settings

Set the IP address, communication data code, and opening method of the FX5-EIP.

Item Description Setting range
IP Address Setting | IP Address Set the IP address of the FX5-EIP."! « Empty (Default)
Set the class and subnet address of the FX5-EIP to the same settings as those of | < 0.0.0.1to
the EtherNet/IP devices that communicate with the FX5-EIP. 223.255.255.254'2
Subnet Mask Set the subnet mask of the FX5-EIP. * Empty (Default)
When setting the IP address of the default gateway and performing +0.0.0.1to
communication with an EtherNet/IP device in another network through a router, 255.255.255.2553

set the subnet mask pattern of the default gateway. All the devices in the same
subnetwork should have a common subnet mask.
The subnet mask setting is not required for communication in a single network.

Default Gateway

Set the default gateway of the FX5-EIP.

Set the IP address of the relay device (default gateway) to access the EtherNet/
IP device in another network.

ESetting conditions

* The class of the IP address is A, B, or C.

« The subnet address of the default gateway is the same as that of the FX5-EIP.
« The host address part is not a sequence of "0" or "1".

« Empty (Default)
+0.0.0.1to
223.255.255.254

Communication Data Code

Select the format of the data to be used for communication.

* Binary (Default)
« ASCII (X, Y OCT)
« ASCII (X, Y HEX)

Opening Method

Select how to open a connection.

« Do Not Open by Program: Select this item to perform open processing and
open the connection by the external device. Program for open/close
processing is not required.

« Open by Program: Select this item to perform open/close processing and
open/close the connection by a program.

* Do Not Open by Program
(Default)
» Open by Program

*1  When the parameter is written without the IP address setting (blank), the following address is set.

192.168.3.251

*2 If the first octet is 0 or 127, a parameter error occurs.
*3 If a value outside the range between 128.0.0.0 and 255.255.255.252 is entered, a parameter error occurs.
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EtherNet/IP Setting

Set the parameters for EtherNet/IP communications.

Item Description Setting range
Maximum Number of Connections Setting | Set the maximum number of available connections (connection number). * 64 connections (Default)
The maximum communication data size changes depending on the maximum « 128 connections

number of connections. (=5~ Page 91 Maximum Number of Connections Setting)

Refresh Settings Set the refresh between the buffer memory areas and the devices in the CPU —
module. (I==~ Page 92 Refresh Settings)
EtherNet/IP Auto-start setting Set the EtherNet/IP communication automatic start setting. « Not to Start (Default)
« Start

Maximum Number of Connections Setting

Set the maximum number of connections (connection number) available for the EtherNet/IP communications.
The maximum communication data size changes depending on the maximum number of connections.

The following table lists the maximum data size of each communication depending on the setting value.

Item Setting
64 connections 128 connections
Communication data size (byte) Class1 communications Instance communications 1444 600
Tag communications 1444 600
Class3 communications Instance communications 1404 600
Tag communications 496 496
UCMM communications Instance communications" 504 504
Tag communications 498 498

*1 The data size includes headers.
When the maximum number of connections setting is changed, review "Refresh Settings" and "EtherNet/IP Configuration

(Module Extended Parameter)" as necessary.

[=5~ Page 92 Refresh Settings

[=5~ Page 99 EtherNet/IP Configuration

Since the address of the data area also changes, review the program as well when the buffer memory address is directly
referred to from the program.

=5~ Page 225 Buffer Memory
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Refresh Settings

Set the refresh between the buffer memory areas and the devices in the CPU module.

Transfer to Metwork Module

Tareet Device RANRE iy Transfer to GPU Module
Setting
Item GPU Side
Auto-refresh | Device Mame Paints Start End

= Fraosferic Network Modde i Transfer the data of the specified device to buffer memory

Connection Mol h Dizable w w

Connection Mo.2 h Dizable w w

Connection Mo.d h Dizable w w

Connection Mod h Dizable w w

Connection Mof h Dizable w w

Connection Mofi h Dizable w w

Connection Mo.? h Dizable w w

Connection Mo h Dizable w w

Connection Mo h Dizable w w

Connection Mo 10 h Dizable w w

Open the refresh settings and set the refresh target.

* When the refresh target is "Device": Enable "Auto-refresh" for the connections to be refreshed, and set each item.

* When the refresh target is "Do not Use Auto-refresh": "Auto-refresh" is disabled for all connections and other items are left
unset.

BSetting item (Transfer to Network module/Transfer to CPU module)

Setting item Description Range

Connection numbers 1 to 128"

Auto-refresh Select whether to enable auto refresh between the specified area and the CPU « Disable (Default)
module. « Enable
Device Name Set the CPU device to be refreshed. HTransfer to Network Module

* Empty (Default)
*Y,M,L,B,D,W,R
HTransfer to CPU Module
* Empty (Default)
*X,M,L,B,D,W,R

Points Set the number of points to be refreshed in decimal. Follow the device setting of
(When the device assignment method ™ is selected as Start/End, the number of the CPU parameter.
refresh points is displayed in decimal.)

Start2 Set the device number of the CPU device that will be the start of the refresh range. | Follow the device setting of
the CPU parameter.

End"2 Set the device number of the CPU device that will be the end of the refresh range. Follow the device setting of
(When the device assignment method is selected as Points/Start, the end of the the CPU parameter.
refresh range is displayed.)

*1  When "Maximum Number of Connections Setting" is 64 connections, connection numbers from 65 to 128 cannot be set.
*2 The notation format varies depending on the CPU type and CPU device type.
For the FX5 CPU: M, L, D, and R are displayed in decimal. X and Y are displayed in octal. B and W are displayed in hexadecimal.
MX controllers (MX-F models): M, L, D, and R are displayed in decimal. X, Y, B, and W are displayed in hexadecimal.
*3 Right-click in the setting window and select a link device assignment method.
- Start/End: Enter the start and end numbers of link devices.
- Points/Start: Enter the numbers of points and start numbers of link devices.
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Precautions

» Set the CPU module devices in the refresh settings so that they do not overlap with the devices used in the refresh settings
of modules other than the FX5-EIP, or with the I/O numbers used by I/O modules and intelligent function modules.

The number of device points to be set in the refresh settings should match the data size set in "EtherNet/IP Configuration”.
If the number of set device points is less than the data size, data inconsistency of send/receive data cannot be prevented. If
the number of set device points exceeds the data size, data other than the receive data may be read into the device or the
data written to the device may not be sent.

When the refresh is enabled, the refresh target values are enabled and buffer memory areas are overwritten with the
refresh target values. To change the refresh target values in the buffer memory areas, create a program that changes the
values in the refresh target module labels and devices.

Since the auto refresh processing function applies only to cyclic communication, do not set the refresh for connection
numbers for which cyclic communication is not set. If the refresh is set for a message communication connection, incorrect
data is transferred.

Point

Data inconsistency in send/receive data can be prevented using "Auto-refresh".

HAuto refresh processing time

The auto refresh processing time depends on the performance on the CPU module side.

If the data size of all connections is set to 128 bytes*1, the maximum extended scan time is approximately 150us X the
number of connections.

*1 This data size applies when both T — O and O — T are refreshed in Exclusive Owner.

Precautions

When data is transferred to a CPU module, the refresh processing is not performed if the input data for the corresponding
connection has not changed since the previous transfer. Therefore, the refresh processing time may increase or decrease
depending on the update frequency of input data. Set the constant scan setting to maintain a fixed scan time.
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HRefresh settings using the auto-refresh batch setting and the points batch setting
Data inconsistency in send/receive data can be prevented using "Auto-refresh".
The setting method is described below.

1. Select "Auto-refresh Batch Setting" from the toolbox while the refresh target is set to "Device".

Transfer to Metwork Module
Target Device w _Ev]
— L ‘l to GPU Module
| Auto-refresh Batch Setting |
Points Batch Setting
Item
Auto-refresh | Device Mame Paints Start End
= Fransferfc Notwak Modds 3 g edatao g Spe ed device to buffer memo
Connection Mol Dizable [+ w
Connection Mo.2 Dizable w w
Connection Mo.d Dizable w w
Connection Mod Dizable w w
Connection Mof Dizable w w

2. When the confirmation dialog appears, click the [Yes] button.

MELSOFT

| Reflect the module extended parameter to Auto-refresh.
i Ih If Auto-refresh is ‘Disable’ after reflecting it, the edited data
will be deleted.
Are you sure you want to reflect?

Yes Mo

3. By using "Auto-refresh Batch Setting", connection data which is available for auto refresh is read from "EtherNet/IP
Configuration" and is reflected to "Auto-refresh".

Setting Item

Transfer to Metwork Module

Target Dievi w -
aree Stk £l Transfer to GPU Module
Setting
Item GPU Side
Auto-refresh | Device Mame Paints Start End

= Fransforfa Netwok Modde
Connection Mol

ransfe_r the data of the specified devu:e 1o buffer memory

Enable w
Enable

Connection Mo.2

Connection Mo.d

Connection Mod
Connection Mof
Connection Mofi

Connection Mo.?

Transfer to Metwork Module

Target Device ~| |- Teseaiar to GPU Module
Auto-refresh Batch Setting
" | Points Batch Setting |
em
Auto-refresh | Device Mame Paints Start | End

= Transfer to Metwork Module Transfer the data of the specified device to buffer memory
: Enable o [Y [v

Enable | M

Connection Mol

Connection Mo.2

Connoctior a3
Connection Mod
Connection Mof

5. When the confirmation dialog appears, click the [Yes] button.

MELSOFT

| The Points is calculated from the connection data size and
i Ih reflected for the row where Auto-refresh is ‘Enable’.
To reflect the Points, change the device assignment method to
‘Points/Start’.
Are you sure you want to reflect?
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6. By using "Points Batch Setting", connection data for which auto refresh is enabled is read from "EtherNet/IP
Configuration" and is reflected to "Points".

Transfer to Metwork Module

Tareet Device RANRE iy Transfer to GPU Module
Setting
Item GPU Side
Auto-refresh | Device Mame | Paints Start End

= Transfer to Metwork Module Transfer the data of the specified device to buffer memory
- Connection Mo.1 h Enable [+ |Y [+ 16

Connection Mo.2 h Enable | M w 16

Canmectior No.d h Enable w w 1

Connection Mod h Dizable w w

Connection Mof h Dizable w | w

7. Enter the "Start" value and complete this setting.

Pointp

» When a value in "Start" is specified before using "Points Batch Setting", the connection data is reflected to
"End" as well as "Points".

* By using "Points Batch Setting", the device setting method will be changed from "Start/End" to "Points/
Start".
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External Device Configuration

Set the method and protocol used for communicating with external devices.

O Double-click <Detailed Setting> of the "External Device Configuration”.

Ii&] Ethemet Configuration (Mounting Position Nos 1[UT])

i Ethernet Configuration  Edit View Close with Discarding the Setting Close with Reflecting the Setting

Connected Count (Cur. Max.): 1/32

{ Module List X

Ethemnet Selection | Find Module | My Favorites |

[l s ] s

No. Model Name Communicaton | prgtnent

Fixed Buffer FLC Sensor [Device

Send/Receive
Setting

Default | Existence Confirmation

1P Address ey

IPAddress | PortNo. | MAC Address | HostName PortNo. | Subnet Mask

B Ethernet Device (General)
[0 MELSOFT Connection Madule
£33 SLMP Conmection Module

Host Station
MELSOFT Connection Module V=l /ge-yy e =]

TCP

Connection
No. 1

192.168.3.251

192.168.3.251 KeepAlive

125 UDF Connection Module
4 Active Connection Module

45 Unpassive Gornection Module
£5 Fullpassive Gonnection Module
B BAGret/ P Connection Module -

M Ethernet Device (Mitsubishi Electric C
miEthernet Device COGNER)

Host Station
Connected Count
1

MELSOFT C
onnection M
odule

Drag and drop an "Ethernet Device" in the "Module List" to the left side of the window, and set the following items. The setting
items vary depending on the "Ethernet Device" and "Communication Method".
To detect and set the Ethernet devices connected to the CPU module, click the [Detect Now] button.

Item Description Setting range
No. Connection number for distinguishing settings for each user connection —
Model Name The name of the external device is displayed. —

Communication Method

Set the method for communication with the external device.™

« MELSOFT Connection
* SLMP
« Socket Communication

Protocol

Select the communication protocol for the external device."

- TCP
- UDP

Fixed Buffer Send/Receive Setting

Not supported.

PLC IP Address The IP address of the host station (FX5-EIP) is displayed. —
Port No. Set the port number of the host station (FX5-EIP). * Empty (Default)
110 2221, 2223 to 5548, 5570
to 44817, 44819 to 4951172
Sensor/Device MAC Address Not supported. —
Host Name Not supported. —
IP Address Set the IP address of the external device. * Empty (Default)
+ 0.0.0.1 to 223.255.255.254
Port No. Set the port number of the external device. * Empty (Default)
* 1to 65534
Subnet Mask Set the subnet mask of the external device. —
Default Gateway Set the default gateway of the external device. —
Existence Confirmation Select the method of alive check which is performed when the Ethernet- « KeepAlive

equipped module has not communicated with the external device for a
certain period of time. When the module cannot communicate with the
external device, the connection will be closed.”

« Do not confirm existence

*1

Automatically set by the "Ethernet Device".

The protocol can be selected only when "Communication Method" is "SLMP".
*2 Do not specify 2222, 5549 to 5569, 44818, or 49512 and higher, as these ports are used by the system.
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7.3  Application Settings

Set the operation mode and security function of the FX5-EIP.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Application Settings]

1[U1]:FX5-EIF Module Parameter

. fem
Ihput the Setting Item to Seg n | Made
- Communication Mode Online
B Bz [l Security
2 IP Filter Setti
{ iy Bazic Settings & ! e.r SHnes :
B8 Application Settings « IP Filter Disable
Made ~IP Filter Settings <Detailed Setting>
Security =] Digable Direct Gonnection with MELSOFT
- Dizable Direct Connection with MELSOFT  Enable
| Do Mot Respond to GPU Module Search
- Do Mot Respond to GPU Module Search Respond
Set the mode. a
= Check Festore the Default Settings
Item Lizt Find Result

Apply

Mode Setting

Set the operation mode of the FX5-EIP.

Item Description Setting range

Communication Mode Set the operation mode of the FX5-EIP.

* Online (Default)
« Online: Normal operation mode

* Hardware test

« Hardware test: Mode in which the module performs a self-diagnostics test Select this mode
when checking the operation of the module due to an error or similar problem. (==~ Page 186
Hardware Test)

In the hardware test mode, other parameters cannot be set.

Security

Set the security function.

Item Description Setting range

IP Filter Settings IP Filter Set whether to enable the IP filter function. « Disable (Default)

» Enable
Set the IP address to be allowed or denied. (==~ Page 98 IP Filter Settings) | —

IP Filter Settings

Disable Direct Connection with MELSOFT Permit/prohibit direct connection with the engineering tool. « Disable

» Enable (Default)

Do Not Respond to CPU Module Search Set whether to respond to search for the CPU modules on the network. * Do Not Respond

» Respond (Default)

7 PARAMETER SETTINGS
7.3 Application Settings 97



IP Filter Settings

Set the IP address for which the IP filter function will be used.

O Double-click <Detailed Setting> of the "IP Filter Settings".

Setting for IP Address to Exclude

Target IP Address
Access from IP address below  Deny w I - ]
Na. | IP Address to Exclude |
T :
Mar. Eﬁ?ieg IP Address IP Address Excluded from Ranee ‘ 7
7 a - _ i
2 O g
3 O i
4 O 7
5 O 8
f O 4
7 [:] 10
Y [:] el 4 Cancel
9 a
10 O
Item Description Setting range
Access from IP address below Select whether to allow or deny the access from the specified IP addresses. « Allow (Default)
* Deny

Range Setting Select this item when specifying the IP addresses by range. —

IP Address Set the IP address to be allowed or denied. * Empty (Default)
When selecting "Range Setting", enter the start IP address (left field) and end IP «0.0.0.1 to 223.255.255.254
address (right field) of the range.

IP Address Excluded from Range When selecting "Range Setting", set the IP address to be excluded from the set range. | *+ Empty (Default)

Up to 32 IP addresses can be set. + 0.0.0.1 to 223.255.255.254
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7.4  EtherNet/IP Configuration

This section describes the EtherNet/IP settings.

Procedure for setting parameters

Set the parameters of the EtherNet/IP configuration device. The parameters differ depending on the communication method

to be used.

» [Z5 Page 100 Setting the Class1 instance communications
« [Z5 Page 102 Setting the Class1 tag communications

» [Z5~ Page 104 Setting the Class3 instance communications
« [Z5~ Page 105 Setting the Class3 tag communications

+ [Z5~ Page 106 Setting the Class3/UCMM tags

For the common settings, refer to the following.

(=5~ Page 99 Common settings

Common settings

EWhen the FX5-EIP is used as an originator/client
1. Open the "EtherNet/IP Configuration" window.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module Extended
Parameter)]

7

2. Register the EDS file of the external device. (==~ Page 122 Adding/deleting the EDS file)

3. Select the EtherNet/IP device of the external device in "Module List" and drag and drop it to the list of EtherNet/IP
devices.

+', EtherNet/IP Configuration (Mounting position No.: 1T[UT]}

EtherNet/IP Configuration  Edit View Tool Help Close with Discarding the Setting  Close with Reflecting the Setting

Detect How Moduls List

EtherMet/IP Device (General)

ry Mo Mode| Name | Device Matme ‘ IF Address Reserved Mode Connection Setting Module Configuration Setting Uszed Slots =
= EtherMet/IP Device (MITSUBISHI ELEGTRIG)
O Mode 1921683261 <Detailed Setting> - Communications Adapter
v 1 |Fee-EIP 19216831 |Mo Setting <Detailed Settne> BEGE 0 |
BB RJ7IGN1I1-EIF(T+E) il
B RJ7IGNT1-EIF(T+E) 21
B RJ7IGNTI-EIP(T+E) 1.1

4. Set the items such as the device name and IP address of the EtherNet/IP device of the external device.

5. Double-click "<Detailed Setting>" in the "Connection Setting" column of the FX5-EIP and set the connection of the
EtherNet/IP device.

EWhen the FX5-EIP is used as a target/server

1. Open the "EtherNet/IP Configuration" window.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module Extended
Parameter)]

2. Double-click "<Detailed Setting>" in the "Connection Setting" column of the FX5-EIP and set the connection of the
EtherNet/IP device.

Point}3

The FX5-EIP can be configured together with originator/client and target/server.
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Setting the Class1 instance communications

To perform Class1 instance communications for the EtherNet/IP device, follow the procedure below.

EWhen the FX5-EIP is set as an originator

1. Configure the settings to communicate with the target using the own node as an originator.
Select the EtherNet/IP device under "Originator" in "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 O Hade
- Eg Target

Add Connection Delete Connection

2. Select the instance communication connection™! in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:
Thput Only(Glazs 1 hetance) “

Cancel

*1 The displayed content varies depending on the EDS of the EtherNet/IP device. For details, refer to the manual for the external device.

3. Setthe parameter for the Class1 instance communications in "Detailed Connection Settings". (==~ Page 113 Originator:
Class1 instance communications)

Point}”

« For "Instance ID" under "Input T->O", set the instance ID of the connection to be communicated with a
device as the target.

» For "Data Size" under "Input T->Q", set the data size of the connection to be communicated with a device as
the target.

4. Click the [OK] button to reflect the parameters.
5. select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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EWhen the FX5-EIP is set as a target

1. Double-click <Detailed Setting> in the "Connection Setting" column in the "EtherNet/IP Configuration" window, and open
the connection of the EtherNet/IP device.

2. Configure the settings to communicate with the originator using the own node as a target.
Select "Target" from "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 Own Made

..... EE Target

E|IE= Originator
[l FHE-EIP(192.168.3.1)
L (001D

Add Connection Delete Connection

3. Select "Connection (Target Instance Communications)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:

Caonnection (Target Instance Communications) w

Cancel

4. Setthe parameter for the Class1 instance communications in "Detailed Connection Settings". (=5~ Page 111 Target:
Instance communications)

Point}3

When setting an instance ID to a value of 100 to 199, select "[FX5-ENET/IP compatible]" for the connection on
the originator side. For details, refer to the manual for the external device.

5. clickthe [OK] button to reflect the parameters.
6. Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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Setting the Class1 tag communications

To perform Class1 tag communications for the EtherNet/IP device, follow the procedure below.

EWhen the FX5-EIP is set as an originator

1. Configure the settings to communicate with the target using the own node as an originator.
Select the EtherNet/IP device under "Originator" in "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 O Hade
- Eg Target

Add Connection Delete Connection

2. Select the tag communication connection ! in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:
Tnput Only{Glass 1 Tae) n

Cancel

*1 The displayed content varies depending on the EDS of the EtherNet/IP device. For details, refer to the manual for the external device.

3. Setthe parameter for the Class1 tag communications in "Connection Detailed Setting". (=5~ Page 115 Originator:
Class1 tag communications)

Pointp

» For "Tag Name", set the tag name of the connection to be communicated with as the target.
» For "Data Size" under "Input T->Q", set the data size of the connection to be communicated with a device as
the target.

4. Click the [OK] button to reflect the parameters.
5. select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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EWhen the FX5-EIP is set as a target

1. Double-click <Detailed Setting> in the "Connection Setting" column in the "EtherNet/IP Configuration" window, and open
the connection of the EtherNet/IP device.

2. Configure the settings to communicate with the originator using the own node as a target.
Select "Target" from "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 Own Made

..... EE Target

E|IE= Originator
[l FHE-EIP(192.168.3.1)
L (001D

Add Connection Delete Connection

3. Select "Connection (Target Tag Communications)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:

Caonnection (Target Tag Communications) w

Cancel

4. Setthe parameter for the Class1 tag communications in "Connection Detailed Setting". (=5~ Page 112 Target: Tag
communications)

5. clickthe [OK] button to reflect the parameters.

6. sSelect [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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Setting the Class3 instance communications

To perform Class3 instance communications for the EtherNet/IP device, follow the procedure below.
Set Class3 instance communications only when the own station operates as a client.

1. Configure the settings to send a request to the server.
Select the EtherNet/IP device under "Originator" in "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 O Hade
- Eg Target

Add Connection Delete Connection

2. Select "Connection (Class3 Instance Communications)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:
Connection (Classd hetance Communications) w

Cancel

3. Setthe parameter for the Class3 instance communications in "Detailed Connection Settings". (<5~ Page 117 Originator:
Class3 instance communications)

4. Click the [OK] button to reflect the parameters.

5. select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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Setting the Class3 tag communications

To perform Class3 tag communications for the EtherNet/IP device, follow the procedure below.

1. Configure the settings to send data to the server (target) using the own station (originator) as a client.
Select the EtherNet/IP device under "Originator" in "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 O Hade
g Tarest
4 Tag

Add Connection Delete Connection

2. Select "Connections (Class3 Tag Communications)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:
Caonnection (Classd Tag Communications) w

Cancel

3. Setthe parameter for the Class3 tag communications in "Connection Detailed Setting". (==~ Page 118 Originator:
Class3 tag communications)

4. Click the [OK] button to reflect the parameters.
5. select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.

7 PARAMETER SETTINGS 1
7.4 EtherNet/IP Configuration 05




Setting the Class3/UCMM tags

To perform message communications with the external device when operating as the server (target) in the tag
communications, follow the procedure below.

1. Double-click <Detailed Setting> in the "Connection Setting" column in the "EtherNet/IP Configuration" window, and open
the connection of the EtherNet/IP device.

2. Select "Tag" in "Connection List" and click the [Add Connection] button.

Connection List

Module Order  Connection Detail List  PPS List

(1188 O Hade

=

%: Originator

Add Connection Delete Connection

3. Select "Connection (Class3/UCMM Tag)" in "Select Connection to be Added:" and click the [OK] button.

Add Connection

Select Gonnection to be Added:
Caonnection (Class3/UCMM Tag) ~

Cancel

4. Setthe parameter for the UCMM tag communications in "Connection Detailed Setting". (==~ Page 112 Tag: Class3/
UCMM tag)

5. clickthe [OK] button to reflect the parameters.
6. Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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EtherNet/IP Configuration window

The following window is used to set the communication parameters for the EtherNet/IP device.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module Extended
Parameter)]

EtherNet/IP Configuration  Edit

."+ EtherNet/IP Configuration (Mounting position No.: 1[U1])

View  Tool Close with Reflecting the Setting

Help  Close with Discarding the Setting

Detect How ‘
ry Mo Mode| Name Device Mame IP Address Reserved MNode Connection Setting Module Configuration Setting Uszed Slots I EtherNet/IP DEV!EE (General)
[ EtherMet/IP Device (MITSUBISHI ELECTRIC)
L O Node 192.166.3.251 <Detailed Setting> I [ Gommunications Adapter
Y 'm0 [rxeEr 19216881 | No Setting <Detailed Setling EETT |
BB RJ7IGN1I1-EIF(T+E) il
B RJ7IGNTI-EIP(T+E) 2l

B RJ7IGNTI-EIP(T+E)

[Vendor]

1921683251 192.168.3.1
MITSUBISHI ELECTRIC
E [Product Typel
Communications Adapter
[Model]
F:E-EIP
Cwin Node [Revision]
'ol'fntﬁ;dh‘lalgnhar DeviceRevigion: 1.1
g FileRevision:1.1
1/54 S HNERey S 0mn:
No. Displays the row number. For the own node, this field is blank. —
Model Name Displays the model of the EtherNet/IP device. For the own node, "Own Node" is displayed. —
Device Name Set the name of a device if required. For the own node, this item cannot be set. Up to 32 characters (one-byte or
two-byte)
IP Address Set the IP address of the EtherNet/IP device. For the own node, it displays the IP address set | 0.0.0.1 to 223.255.255.254

in "IP Address".

Reserved Node

Set the EtherNet/IP device to the reserved node. For the own node, this item cannot be set.

« No Setting: The EtherNet/IP device is connected to the network.

» Reserved Node: The EtherNet/IP device is reserved in the parameters for future expansion.
By using a reserved node, buffer memory area assignment will not change even if the
EtherNet/IP device is added (reservation is canceled). Therefore, modification of the
program is not required. Physical connection of the EtherNet/IP device on the network is not
required.

* No Setting (Default)
* Reserved Node

Connection Setting

Set the connection for the EtherNet/IP communications.

==~ Page 110 Connection Setting

Module Configuration
Setting

Set the module for EtherNet/IP communications. This item cannot be set for the own node or
modules to which modules cannot be installed.

== Page 121 Module
Configuration setting

Number of Used Slots

Displays the number of slots to be used set in "Module Configuration Setting".
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Automatic detection of EtherNet/IP devices
This function detects EtherNet/IP devices on the same network connected to the FX5-EIP and automatically adds them to the

list of EtherNet/IP configuration devices.
This function makes it easier to set parameters when a network system is set up or the network system configuration is

changed.

EOperation method
Automatic detection of EtherNet/IP devices can be executed by clicking the [Detect Now] button on the "EtherNet/IP

Configuration” window.

EtherNet/IP Configuration  Edit View Tool Help  Close with Discarding the Setting  Close with Reflecting the Setting

I Detect Mow I Module List

" Mo, | Modsl Mame | Device Mame IP Address Reserved Node Cannection Sstting Maduls Gonfiguration Setting Used Slats EtherHet/IP Device (General}
£ EtherNet/IP Device (MITSUBISHI ELEGTRIG)
] Qwn Node 192.168.9.251 <Detailed Setting> £ Gommunications Adapter
Yo | ™| [Fs-ER 19216681 Mo Setting <Detailed Setting> Al
JTIGN 1 1-EIP(T+E) EX]

JTIGNT1-EIP(T+E) |21
B RJTIGN11-EIP(T+E} 11

[Vendor]

MITSUBISHI ELEGTRIG
[Product Typel
Communications Adapter

1921683261 19216831

- %D

Qun Node:
Total Number DeviceRevision: 1.1

n{/ﬁéides FileRevigion 1.1

FRE-EIP

ECondition

This function can be executed by satisfying the following conditions.
Condition Details
The IP address of the FX5-EIP is set in the CPU module. Write the following parameters of the FX5-EIP to the CPU module using the engineering tool.
(==~ Page 90 Basic Settings) * Module parameter

- Module extension parameter (EtherNet/IP Configuration)

The port of the FX5-EIP is connected to the EtherNet/IP Connect the EtherNet/IP device to be detected by this function to the port of the FX5-EIP.
device with an Ethernet cable. To use an Ethernet switch, connect the EtherNet/IP device within the range of broadcast frames
from the own station.

*1 The module extension parameters need to be written in advance, even if they are not configured. Otherwise, a moderate error will occur.

BEtherNet/IP devices that can be detected
Connected EtherNet/IP devices are detected within the range of broadcast frames from the own station. (128 modules

maximum)
The EtherNet/IP communication module is detected for the chassis-based EtherNet/IP devices; however, other connected
modules in the chassis are not detected. In such cases, add the modules manually. 1
*1  There are two types of chassis-based EtherNet/IP devices (chassis-attached modules).
- Type in which modules such as /O modules are connected next to a CPU module as a base
- Type in which CPU modules and modules responsible for communication 1/0O are mounted on the base unit
However, since EtherNet/IP devices cannot be determined by their appearance, determine them by the content of the Modular area in
the EDS file. (For details, refer to the EtherNet/IP specifications.)
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HTo detect the FX5-EIP
To detect the FX5-EIP with this function, check that 'EtherNet/IP communication start status' (Un\G273) is set to 1 (operating).

(The same applies for detection of the FX5-EIP with the EtherNet/IP device detection function executed from other products.)
1

Automatic detection of EtherNet/IP devices uses the Listldentity command to detect the EtherNet/IP devices on the network.
*2

Therefore, the FX5-EIP must be set in start status for EtherNet/IP communications.

*1  For how to set 'EtherNet/IP communication start status' (Un\G273) to 1 (operating), refer to the following.
=" Page 79 EtherNet/IP Communication Automatic Start Function
*2 For details on the Listldentity command, refer to the EtherNet/IP specifications.

Point

Devices cannot be detected if they cannot respond to the Listldentity command for EtherNet/IP
communications due to reasons such as the following.

* The device does not support the Listldentity command.

» The device is disconnected from the EtherNet/IP network.

» EtherNet/IP communications have not started up.

» EtherNet/IP communications are stopped.

» The IP address of the EtherNet/IP device overlaps with that of another device.

To check if an external device can respond to the Listldentity command, refer to the manual of that device.

BPrecautions
* When executing this function, wait about 10 seconds after completion before executing automatic detection of EtherNet/IP

devices again. (If communications have been disconnected, wait about 1 minute before executing automatic detection of
EtherNet/IP devices again.)

« While this function is being executed, automatic detection of EtherNet/IP devices from other EtherNet/IP Configuration
tools is not possible.

« If the number of EtherNet/IP devices connected to the network exceeds 128, devices past the 128th are not displayed in
the detection results. Because detection is done in random order, the detected devices are displayed in random order.

« If 'EtherNet/IP communication start status' (Un\G273) is changed from 1 (operating) to 0 (stopped) while this function is
being executed, some modules may be excluded from the automatic detection of EtherNet/IP devices. While this function is
being executed, do not operate 'EtherNet/IP communication start request' (Un\G272) or change the CPU module status (for
example from RUN to STOP).

« This function can detect up to 128 devices regardless of whether the user parameter "Maximum Number of Connections
Setting" is set to "64 connections" or "128 connections".
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Set the connection for the EtherNet/IP communications.

Connection Information  Mumber of Gonnections: 464 PP 40

Connection List

Module Order  Connection Detail List  PPS List

Connection Detailed Setting

Ttem

EE Originator
(-] FHE-EIP(192.168.3.1)

Add Connection

Delete Connection

Setting Walue Lnit

Festore the Default Settings

€4 Errord | i Warningd | @) Informatiore0

0K

Cancel Bpply

i

Connection List Module Order

Displays the list of connections. The module order, connection detail list, or communication processing
performance (PPS) list can be switched by clicking a corresponding tab.

Select an item and click the [Add Connection] button to display the "Add Connection" window.

After selecting the connection, click the [OK] button to add the connection.

Connection Detail List

Displays a list of the details on each connection.

PPS List

Displays a list of the PPS (communication processing performance) for each connection.

Connection Detailed Setting

Detailed settings can be made for the selected connection.

The following table lists connections that can be added in Module Order.

Manages the connection settings when the own
node is used as a target.

« Class1 instance communications

« Class1 tag communications

Manages the connection settings when the own
node is used as a server (a target).

* UCMM tag communications

« Class3 tag communications

Manages the connection settings when the own
node is used as an originator. The modules
registered in the list of EtherNet/IP devices are
displayed. Connections are managed for each
module.

« Class1 instance communications

« Class1 tag communications

» Class3 instance communications

« Class3 tag communications
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HTarget: Instance communications

Connection Detailed Setting

Ttem Setting Walue Unit
Connection Mame Connection {Target Instance Communications) -
Application Type Input Only =
Connection Mo, o =
Communication Method Ihstance Communications =
Comment =
Qutput T->0
Data Size 2 bytes
Ihztance ID it =
Ihput O->T
Data Size = =
Ihztance ID = =
Item Description Setting range
Connection Name Displays the connection name. —
Application Type Set the application type. « Input Only (Default)
« Exclusive Owner
Connection No. Set the connection number. 1to 64”1
The default value is the minimum value from the unused connection numbers in the
connection list.
Communication Method Displays the communication method. —
Comment Set comments to the connection if required. Up to 32 characters (one-
byte or two-byte)
Output T->0 Data Size Set the data size. (Unit: bytes) 1 to 14442
Instance ID Set the instance ID. 100 to 199, 768 to 895
(depending on the
connection number)'g'
Input O->T Data Size Set the data size. (Unit: bytes) 1to 144472
This item can be set only when "Application Type" is set to "Exclusive Owner".
Instance ID Set the instance ID. 100 to 199, 1024 to 1151
This item can be set only when "Application Type" is set to "Exclusive Owner". (depending on the
connection number)*3

*1  When the maximum number of connections is set to 128, the setting range is from 1 to 128.

*2  When the maximum number of connections is set to 128, the setting range is from 1 to 600.

*3 The fixed value is set according to the connection number for the instance ID. If the FX5-EIP needs to be the target with the same
settings as when the FX5-ENET/IP is the target, the value can be changed to any value within the range of 100 to 199. For details on the
instances ID, refer to the following.
=~ Page 34 Instance ID
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HTarget: Tag communications

Connection Detailed Setting

Ttem

Setting Walue Lnit

Connection Mame

Cornection (Tareet Tag Communications) -

Application Type

Input Only =

Connection Mo.

oo

Communication Method

Tag Communications -

Comment -
Tag Mame Tae001 =
Tag Mame Size i Characters
Data Size 2 bytes
Item Description Setting range

Connection Name

Displays the connection name.

Application Type

Displays the application type.
For the tag communication, only InputOnly can be set.

Connection No.

Set the connection number.
The default value is the minimum value from the unused connection numbers in the
connection list.

1t0 64"

Communication Method

Displays the communication method.

Comment Set comments to the connection if required. Up to 32 characters (one-byte or
two-byte)
Tag Name Set the tag name. The default name is set as "Tag" + the numerical value of the connection Up to 255 characters (one-byte

number.
Tag names are not case-sensitive.

only)

Tag Name Size

Displays the number of characters in the string displayed in "Tag Name". (Unit: characters)

Data Size

Set the data size. (Unit: bytes)

1 to 14442

*1  When the maximum number of connections is set to 128, the setting range is from 1 to 128.
*2  When the maximum number of connections is set to 128, the setting range is from 1 to 600.

HTag: Class3/UCMM tag

Connection Detailed Setting

Ttem

Setting Walue Lnit

Connection Mame

Caonnection (Class3/UCMM Tag) -

Connection Mo.

oo

Comment

Data Type

INT -

Tag Mame

Tae001 -

Tag Mame Size

fi

Characters

Size

1

Item

Description

Setting range

Connection Name

Displays the connection name.

Connection No.

Set the connection number.
The default value is the minimum value from the unused connection numbers in the
connection list.

1t0 64"

Comment Set comments to the connection if required. Up to 32 characters (one-byte or
two-byte)

Data Type Set the data type for the tag. * INT (Default)
* DINT

Tag Name Set the tag name. The default name is set as "Tag" + the numerical value of the connection Up to 255 characters (one-byte

number.
Tag names are not case-sensitive.

only)

Tag Name Size

Displays the number of characters in the string displayed in "Tag Name". (Unit: characters)

Size

Set the size (the number of elements for INT/DINT type data).
The size setting range depends on the setting of "Data Type".

« For INT: 1 to 249
« For DINT: 1 to 124

112

*1  When the maximum number of connections is set to 128, the setting range is from 1 to 128.
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HOriginator: Class1 instance communications

The following image shows an example of the window when an FX5-EIP connection is added as a target. The setting range
varies depending on the EtherNet/IP device to be used. For details, refer to the manual for the external device.

Connection Detailed Setting
Ttem Setting Walue Lnit

Cornection Name Excluzive Owner(Class 1 Ihstance) -
Application Type Excluzive Owner =
Connection Mo. oot -
Communication Method Ihstance Communications -
Comment -
Trigger Type Ciyelic =
Inhibit Time Mode Default -
Inhibit Time 12 ms
Timeout Multiplier wd =
Configuration hstance 1 =
Input T->0
Ihput Mode Faint to point =
Feal Time Format Modeless -
Data Size 2 bytes
Priority Scheduled =
RPI 50000 us
Ihstance ID 768 -
Qutput O-3T
Qutput hode Faint to point =
Feal Time Format Modeless -
Data Size 2 bytes
Priority Scheduled =
RPI 50000 us
Ihstance ID n24 -
Check Identity
Compatible Mode Dizabled =
Wendor CGode Check Dizabled -
Product Type Check Dizabled =
Product Code Check Dizabled -
Major Revision Check Dizabled =
Minor Revigion Check Dizabled -

Item Description Setting range

Connection Name

Displays the connection name.
The name of the connection selected in the connection selection window when
adding the connection is displayed.

Application Type Displays the application type. * Input Only
Any type in the setting range is displayed according to the selection of the connection | < Exclusive Owner
selection window when adding the connection. « Listen Only
Connection No. Set the connection number. 1t0 64"

The default value is the minimum value from the unused connection numbers in the
connection list.

Communication Method

Displays the communication method.

Comment Set comments to the connection if required. Up to 32 characters
(one-byte or two-byte)
Trigger Type Set the trigger type to be used in combination with "RPI" to control the timing of data « Cyclic (Default)

sending.
For details on each trigger type, refer to the following.
=~ Page 28 Trigger type

« Change of State
« Application Trigger

Inhibit Time Mode

Set the mode of the transmission inhibit time (minimum delay time) until

transmission.

This item can be set only when "Trigger Type" is set to "Change of State" or

"Application Trigger".

* Default: 1/4 of "RPI" of Output (O->T) is used as "Inhibit Time". However, if the
value exceeds 255ms, 255ms is used.

* Un-Activated: Oms is used as "Inhibit Time".

« Custom: Enter a value directly in "Inhibit Time".

« Default (Default)
« Un-Activated
« Custom

Inhibit Time

Set the transmission inhibit time (minimum delay time) until transmission. (Unit: ms)
This item can be set only when "Inhibit Time Mode" is set to "Custom".
If "Inhibit Time Mode" is set to "Default", automatic calculation will be performed.

1to 255
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Item

Description

Setting range

Timeout Multiplier

Set the timeout multiplier.

* x4 (Default)

* x8
* x16
* x32
* x64
* x128
* x256
* x512
Configuration Instance Obtains and displays the following values for the EDS file. —
« Connection Manager section
« Connection entry
« Path field
Input T->0 Input Mode Set the transmission mode for packets containing input data. » Multicast
« Multicast: Multicast (one to many) communications are performed. * Point to point
« Point to point: Unicast (one to one) communications are performed.
Real Time Format Displays the realtime format. —
Data Size Set the data size to be sent from the target to the originator. (Unit: bytes) 1 to 144472
Priority Set the priority of the connection. * Low
* High
« Scheduled (Default)
« Urgent
RPI Set the requested packet interval (RPI). (Unit: 500us) 2000 to 60000000
Instance ID Set the instance ID. 0 to 65535
Output O->T Output Mode Displays the transmission mode for packets containing output data. —
Real Time Format Displays the realtime format. —
Data Size Set the data size to be sent from the originator to the target. (Unit: bytes) 1 to 144472
When "Real Time Format" is set to "Heartbeat", it is not necessary to set the data
size.
Priority Set the priority of the connection. * Low
« High
« Scheduled (Default)
« Urgent
RPI Set the requested packet interval (RPI). (Unit: 1000yus) 2000 to 60000000
Instance ID Set the instance ID. 0 to 65535

Check Identity

Compatible Mode

Enables or disables compatible mode.

« Disabled (Default)
« Enabled

Vendor Code Check Set whether or not to check the vendor code. « Disabled (Default)
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled". « Enabled

Product Type Check Set whether or not to check the product type. * Disabled (Default)
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled". * Enabled

Product Code Check Set whether or not to check the product code. * Disabled (Default)

This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

» Enabled

Major Revision Check

Set whether or not to check the major revision.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

* Disabled (Default)
* Enabled

Minor Revision Check

Set whether or not to check the minor revision.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

* Disabled (Default)
» Enabled

*1  The setting range is from 1 to 128 when the maximum number of connections is set to 128. It does not depend on the EtherNet/IP
devices to be used.
*2 The setting range is from 1 to 600 when the maximum number of connections is set to 128. However, it may differ depending on the
EtherNet/IP device to be used.
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HOriginator: Class1 tag communications
The following image shows an example of the window when an FX5-EIP connection is added as a target. The setting range
varies depending on the EtherNet/IP device to be used. For details, refer to the manual for the external device.

Connection Detailed Setting

Ttem Setting Walue Lnit
Connection Mame Thput Only(Clazs1 Tag) -
Application Type Input Only =
Connection Mo. oot -
Communication Method Tag Communications -
Comment -
Tag Mame Tae001 =
Tag Mame Size i Characters
Trigger Type Ciyelic -
Inhibit Time Mode Default -
Inhibit Time 12 ms
Timeout Multiplier wd =
Input T->0
Ihput Mode Faint to point =
Feal Time Format Modeless -
Data Size 2 bytes
Priority Scheduled =
RPI 50000 us
Qutput O-3T
Qutput hode Faint to point =
Feal Time Format Heartbeat -
Priority Scheduled =
RPI 50000 us
Check Identity
Compatible Mode Dizabled =
Wendor CGode Check Dizabled -
Product Type Check Dizabled =
Product Code Check Dizabled -
Major Revision Check Dizabled =
Minor Revigion Check Dizabled -

Item

Description

Setting range

Connection Name

Displays the connection name.

Application Type

Displays the application type.

Connection No.

Set the connection number.
The default value is the minimum value from the unused connection numbers in the
connection list.

1t0 647"

Communication Method

Displays the communication method.

Comment Set comments to the connection if required. Up to 32 characters
(one-byte or two-byte)
Tag Name Set the tag name. The default name is set as "Tag" + the numerical value of the Up to 255 characters

connection number.
Tag names are not case-sensitive.

(one-byte only)

Tag Name Size

Displays the number of characters in the string displayed in "Tag Name". (Unit:
characters)

Trigger Type

Set the trigger type to be used in combination with "RPI" to control the timing of data
sending.

For details on each trigger type, refer to the following.

=~ Page 28 Trigger type

* Cyclic (Default)
» Change of State
« Application Trigger

Inhibit Time Mode

Set the mode of the transmission inhibit time (minimum delay time) until

transmission.

This item can be set only when "Trigger Type" is set to "Change of State".

« Default: 1/4 of "RPI" of Output (O->T) is used as "Inhibit Time". However, if the
value exceeds 255ms, 255ms is used.

» Un-Activated: Oms is used as "Inhibit Time".

» Custom: Enter a value directly in "Inhibit Time".

* Default (Default)
» Un-Activated
« Custom

Inhibit Time

Set the transmission inhibit time (minimum delay time) until transmission. (Unit: ms)
This item can be set only when "Inhibit Time Mode" is set to "Custom".
If "Inhibit Time Mode" is set to "Default", automatic calculation will be performed.

1to 255
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Item

Description

Setting range

Timeout Multiplier

Set the timeout multiplier.

* x4 (Default)

e x8
*x16
* x32
* x64
* x128
* x256
* x512
Input T->0 Input Mode Set the transmission mode for packets containing input data. « Multicast
« Multicast: Multicast (one to many) communications are performed. « Point to point
« Point to point: Unicast (one to one) communications are performed.
Real Time Format Displays the realtime format. —
Data Size Set the data size to be sent from the target to the originator. (Unit: bytes) 1to 1444
Priority Set the priority of the connection. * Low
« High
» Scheduled (Default)
« Urgent
RPI Set the requested packet interval (RPI). (Unit: 500us) 2000 to 60000000
Output O->T Output Mode Displays the transmission mode for packets containing output data. —

Real Time Format

Displays the realtime format.

Priority

Set the priority of the connection.

* Low

* High

« Scheduled (Default)
« Urgent

RPI

Set the requested packet interval (RPI). (Unit: 500us)

2000 to 60000000

Check Identity Compatible Mode

Enables or disables compatible mode.

« Disabled (Default)
* Enabled

Vendor Code Check

Set whether or not to check the vendor code.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

« Disabled (Default)
* Enabled

Product Type Check

Set whether or not to check the product type.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

« Disabled (Default)
* Enabled

Product Code Check

Set whether or not to check the product code.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

« Disabled (Default)
* Enabled

Major Revision Check

Set whether or not to check the major revision.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

« Disabled (Default)
* Enabled

Minor Revision Check

Set whether or not to check the minor revision.
This item is fixed to "Enabled" if "Compatible Mode" is set to "Enabled".

« Disabled (Default)
» Enabled

*1 The setting range is from 1 to 128 when the maximum number of connections is set to 128. It does not depend on the EtherNet/IP

devices to be used.
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HOriginator: Class3 instance communications
The following image shows an example of the window when an FX5-EIP connection is added as a target.

Connection Detailed Setting

Ttem Setting Walue Lnit
Connection Mame Connection (Classd hetance Communications) -
Connection Mo. oot -
Communication Method Ihstance Communications -
Comment -
Service 0 -
Data Size ] bytes

Large_Forward Open

Uze Automatically =

Trigger Type

Cyelic =

RPI

200000 us

Timeout Multiplier

wd -

Clazs ID

] -

Ihstance ID

] -

Attribute ID

] -

Item

Description

Setting range

Connection Name

Displays the connection name.

Connection No.

Set the connection number.
The default value is the minimum value from the unused connection numbers in the
connection list.

1to 64"

Communication Method

Displays the communication method.

Comment Set comments to the connection if required. Up to 32 characters (one-byte or
two-byte)

Service Set the service ID. 0 to 255

Data Size Set the data size. (Unit: bytes) 0 to 1404

Large_Forward_Open

Set whether to use Large_Forward_Open.
In the following cases, select "Use Always".
« Performing Class3 communications using Large_Forward_Open is required in the manual
of the server device used.
« The size of response data from the server device is expected to be 512 bytes or larger.
« Responses from the server device are the following error codes.
General Status: 23h
CIP Status Name: Buffer Overflow

« Use Automatically (Default)
* Use Always

Trigger Type Set the trigger type to be used in combination with "RPI" to control the timing of data sending. | < Cyclic (Default)
« Cyclic: Class3 messages are sent periodically according to "RPI". * Application Trigger
« Application Trigger: Class3 messages are sent according to the request from the client (own
station).
RPI Set the requested packet interval (RPI). (Unit: 1000us) 200000 to 60000000
Timeout Multiplier Set the timeout multiplier. * x4 (Default)
* x8
* x16
* x32
* x64
*x128
* x256
* x512
Class ID Set the class ID. 0 to 65535
Instance ID Set the instance ID. 0 to 65535
Attribute ID Set the attribute ID. 0 to 65535

*1 The setting range is from 1 to 128 when the maximum number of connections is set to 128.
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HOriginator: Class3 tag communications
The following image shows an example of the window when an FX5-EIP connection is added as a target.

Connection Detailed Setting

Ttem Setting Walue Lnit

Connection Mame Caonnection (Classd Tag Communications) -
Connection Mo. oot -

Part Mot Used -

Link. Address 0 -
Communication Method Tag Communications -
Comment -

Service Fead -

Data Type INT =

Tag Mame Tae001 =

Tag Mame Size i Characters
Size 1 -

Trigger Type Ciyelic -

RPI 200000 us
Timeout Multiplier wd =

Item Description Setting range

Connection Name

Displays the connection name.

Connection No.

Set the connection number.

connection list.

The default value is the minimum value from the unused connection numbers in the

1t0 64"

Port Set the port. * Not Used (Default)
« Backplane
Link Address Set the link address. 0 (Default)

Communication Method

Displays the communication method.

Comment Set comments to the connection if required. Up to 32 characters (one-byte or
two-byte)
Service Set the service ID. * Read (Default)
* Write
Data Type Set the data type for the tag. * INT (Default)
* DINT
Tag Name Set the tag name. The default name is set as "Tag" + the numerical value of the connection Up to 255 characters (one-byte

number.
Tag names are not case-sensitive.

only)

Tag Name Size

Displays the number of characters in the string displayed in "Tag Name". (Unit: characters)

Size Set the size (the number of elements for INT/DINT type data). * For INT:
The size setting range depends on the settings of "Data Type", "Service", and "Tag Name Size | Read: 1 to 248
Characters". Write: 1 to 246— (number of tag
name characters/2)2
« For DINT:
Read: 1 to 124
Write: 1 to 123— (number of tag
name characters/2)2
Trigger Type Set the trigger type to be used in combination with "RPI" to control the timing of data sending. | < Cyclic (Default)
« Cyclic: Class3 messages are sent periodically according to "RPI". « Application Trigger
« Application Trigger: Class3 messages are sent according to the request from the client (own
station).
RPI Set the requested packet interval (RPI). (Unit: 1000us) 200000 to 60000000
Timeout Multiplier Set the timeout multiplier. * x4 (Default)
* x8
* x16
* x32
* x64
* x128
* x256
* x512

*1 The setting range is from 1 to 128 when the maximum number of connections is set to 128.
*2 The value is rounded up to the nearest decimal point.
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EConnection detail list
This tab displays the list of the details on each connection.

Connection List
Module Order Connection Detail List  PPS Ligt
(1 ) Moo s Type GComment | Model Mame Module Mode! Name 1P Address Slot Gommunication Type Communication Method
(2)
o1 Tareet Own Node 1921682251 Class1 Ihstance Communications
3 002 Tag Own Node: 1921688251 Class3/UCMM
( ) 003 Originator FxG-EIP 19216831 Class1 Ihstance Communications
004 Originator Fx5-EIP 19216831 Class1 Tag Communications
e——————————————————————————————————————————
Add Canhection Delete Connection

No. Item Description

1) Item name Sorts the connections in ascending/descending order for a target item. Dragging and dropping the item to the left or right changes
the column order of the item.
Items to be displayed or hidden can be selected from a right-click pop-up window. When "Others" is selected, the details of the
items to be displayed can be set.

(2) Filter Filters the connections to be displayed by entering characters.

conditions From a right-click pop-up window, the characters entered in the filter conditions can be copied or pasted, and the filter conditions

can be deleted.

3) Connection From a right-click pop-up window, the connections or filter conditions can be deleted or the connections can be copied as a text
data.

HPPS List
This tab displays the communication processing performance (PPS) of each connection.

Connection List

hiodule Order  Connection Detail List  PPS List

30mmumcatian| Comment

Tag Clazs3/LIC MM
008 |Originator Clazs | 400
Clazs |

Originator

IThe number of packets that can be processed in one second.

iSet the total PPS so that it does not exceed the upper limit

ITo maintain communication quality, it is recommended to =et the PPS within
80% of the upper limit. Please refer to the manual for details

pPs = (1087 RPI (input =300 + (1067 RRT (Output 0-3T))

The total PPS value is calculated only for connections where “Type” is set to
" Originator” and “CGommunication Type” is set to “Glass 1"

I addition to the PPS displaved in the total value, the PPS increases by the
number of devices requesting connection for connections where “Type” is set
to “Tarzet” and “Tag".

flzo, the PPS momentarily increagzes when making a transmizzion request for
eonhections where “Communication Type” is set to “Glazsd" | and when
receiving a message for the server function of message communication.

Add Connection Delete Gonnection

Adjust the total value while checking "PPS List".

Communication processing performance (PPS) can be adjusted by changing the requested packet interval (RPI).
To maintain communication quality, setting a value that ensure sufficient allowance to the total communication processing
performance (PPS) is recommended. (I~ Page 17 Performance Specifications)

Point}”

Right-click a connection with PPS displayed, and from the pop-up window, select [Move to RPI (Input (T->0))]
or [Move to RPI (Output (O->T))] to move to the applicable location of the detailed connection settings.
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Configuration Setting

The configuration can be set in the connection detailed setting depending on the devices.

Operating procedure
1. Set "Configuration Availability" to "Enabled". (Default: Enabled)

Conrnection Detailed Setting

Ttem Setting Walue Unit

Caonfiguration fvailability Enabled =

Configuration Setting <Detailed Setting: -

2. Double-click <Detailed Setting> in the "Configuration Setting" to display the configuration setting window.

Configuration Setting

Ttem | Setting Value Unit

Description

.I--_ II- U BT .

Restare the Default Settings

Ok Cancel

A 5/

3. Click the [...] button on the right of the setting value to set the element value.

Setting Walue 111

| Element Mame | Element Walue

[Bit 1]
[Bit2]
[Bita]
[Bit4]
[Bit5]

=

[Bit&]
[Bit7]

S|l |lo|lo|lo|os| =

Restare the Default Settings

Ok Cancel

Point
The displayed contents vary depending on the EDS files.
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_ration setting

Set the module for EtherNet/IP communications.

1. Under "Chassis Type", select the chassis to be set. As the number of slots is indicated on the chassis, please select the
type according to the number of modules to be added.

2. Select the module to be added from "Module List" and drag it to the list of slots.

Slot list

Module list

+"+ Module Configuration

Module Configuration  Edit  View  Tool

Help

Close with Discarding the Setting

Chassis Type: | [8 Slot]lae

~

Used Slots: 179

Close with Reflecting the Setting

A Slot Mode| Name:

Mumber of Occupied
Slots

M00nfa | meomw

001:00 Empty Slot

Device Name

ozm Empty Slot

3. Checkthe system configuration.

O [Module Configuration] = [Check] = [System Configuration]

00502 Empty Slat

Module List

[= EtherNet/IP Device (General) |

- Empty Slot

I

4. Select [Close with Reflecting the Setting] and close the "Module Configuration" window.

ESetting items

Chassis Type

Changes the chassis type to be used for the module.

Number of Used Slots

Displays the number of slots to be used for the module.

Slot

Displays the slot number of the module.

Model Name

Displays the model name of the module.

Number of Occupied Slots

Displays the number of occupied slots for the selected slot.

Device Name

Enter the name of the device for the selected slot if required.

Up to 32 characters (one-byte or two-byte)

©

/

When a module is added to the slot list, the registration of some EDS files may be required for the module.
If the registration of the EDS file is not satisfied, the module cannot be added to the slot list. Check the source
of the EDS files to be downloaded, register the necessary EDS files.
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Adding/deleting the EDS file

BAdding the EDS file
Register the EDS file (profile) of the EtherNet/IP device to be set in the following procedure.

1. Select the EDS file to be registered from the following window in the "EtherNet/IP Configuration" window, and click the
[Open] button.

O [Tool] = [EDS File Management] = [Register]

2. The registration is completed when the following window appears.

Etheriet/IP Configuration

1 out of 1 EDS file(s) has/have been registered.
Please check the registered EDS file(s) on the output window.

Point}3

EDS files that are not created according to the EtherNet/IP specifications may not be added to the EtherNet/IP
configuration.
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HDeleting the EDS file

The registered EDS file (profile) can be deleted from the following window in the "EtherNet/IP Configuration" window.

O [Tool] = [EDS File Management] = [Management]

EDS File Management

Dizplay Tareet Madule (M)
© Al O EtherMet/TP Device () Module (Mot EtherNet/IP Device) () Chassis

Refine Target () Dizplay All ~
Refine Character String | v| Fefine
Select All Unzelect All
endaor Product Type Model Mame Fevizion Statug

Gieneral

Generic Device (deprecated for new dev..

Gieneric Device

11

CGannot Delete

MITSUBISHI ELECTRIC

Communications Adapter

FxA-EIP

11

In Usze

MITSUBISHI ELECTRIC

Communications Adapter

RJTIGHT1-EIP(T+E}

31

Thitial Registration

MITSUBISHI ELECTRIC

Communications Adapter

RJTIGHT1-EIP(T+E}

21

Thitial Registration

O
O
O
O

MITSUBISHI ELECTRIC

Communications Adapter

RJTIGHT1-EIP(T+E}

11

Thitial Registration

Cloze

Delete

An EDS file (profile) can be deleted by selecting the checkbox on the left side of its field and clicking the [Remove] button.

The display items in "Status" are shown below.

Initial Registration An EDS file to be registered at installation
If the EDS file is deleted, the created EtherNet/IP Configuration tool may not be opened properly.

Cannot Delete An EDS file which cannot be deleted from EtherNet/IP Configuration tool

In Use An EDS file which is currently being used in EtherNet/IP Configuration tool. The file cannot be deleted.

A deleted EDS file
This status is displayed when a file deletion is completed.

An EDS file which failed to be deleted
This status is displayed when a file deletion fails even though the file deletion is attempted.

Deleting Completed

Deleting Failed

If an EDS file with "Initial Registration" status is deleted, and the EDS file will be used again, please download
the EDS file from Mitsubishi Electric FA Global Site.
www.MitsubishiElectric.com/fa
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8 PROGRAMMING

8.1 Precautions for Programming

This section describes precautions when creating EtherNet/IP communications programs.

Refresh settings

Do not use "M+FX5-EIP_Class1SetOutputData" in the program for connections in which cyclic communications are specified
in the refresh settings under parameters in the engineering tool.

The refresh may lead to send data inconsistencies between the output data to be sent and the output data set in the module
function block.

For an example program that does not use "M+FX5-EIP_Class1SetOutputData", refer to the following.

(=5~ Page 145 Target 2-side program

Buffer memory settings

"Data area" of the buffer memory, which is used in EtherNet/IP communications, is shared by cyclic communications and
message communications, and the area is divided by connection number. To acquire the buffer memory start address and
data area size of the data area corresponding to the connection number, calculate them from values stored in the following
buffer memory areas.

Data to acquire Data acquisition source buffer memory address
Input data size Un\G304 to Un\G431: Input data size
Values are stored in order, starting from connection number 1.
« Output data size Un\G432 to Un\G559: Output/message communication (server) data size
* Message communication (server) data size Values are stored in order, starting from connection number 1.
Input data buffer memory address Un\G560 to Un\G815: Input data buffer memory address

Values are stored in order, starting from connection number 1.
The buffer memory address of the corresponding connection number in the input data
area is stored as is.

 Output data buffer memory address Un\G816 to Un\G1071: Output/message communication (server) data buffer memory
* Message communication (server) data buffer memory address address

Values are stored in order, starting from connection number 1.

The buffer memory address of the corresponding connection number in the output/
message communication (server) data area is stored as is.

Point

The buffer memory start addresses of "Input data area" and "Output/message communication (server) data
area" change according to the maximum number of connections.

For differences in buffer memory layout depending on the maximum number of connections setting, refer to
the following.

[Z=" Page 225 List of buffer memory addresses

The acquisition method is the same regardless of the maximum number of connections setting.
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Example of using buffer memory areas

Regarding "Data area" of the buffer memory, which is used in EtherNet/IP communications, a different area is used depending

on the communication function. This section shows examples of using major buffer memory areas with each function listed

below.

Function

FXS5-EIP

Reference

Class1 instance communications

Originator, target

=~ Page 125 For Class1 instance communications (originator,
target) (Exclusive Owner)

Class1 tag communications Originator =~ Page 126 For Class1 tag communications (originator) (Input
Only)
Target =~ Page 126 For Class1 tag communications (target) (Input Only)
Class3 instance communications Client =~ Page 127 For Class3 instance communications (client)

Class3 tag communications

Client (Read)

=~ Page 127 For Class3 tag communications (client) (Read)

Client (Write)

=~ Page 128 For Class3 tag communications (client) (Write)

UCMM instance communications

Client

=~ Page 129 For UCMM instance communications (client)

UCMM tag communications

Client (Read)

=~ Page 130 For UCMM tag communications (client) (Read)

Client (Write)

=

ly

"Page 131 For UCMM tag communications (client) (Write)

Class3/UCMM tag communications

Server

uy

=~ Page 132 For Class3/UCMM tag communications (server)

ly

For Class1 instance communications (originator, target) (Exclusive Owner)

Connection settings

(1) Input data size

1/0 data common

(1) Output/message communication (server) data size

information

(1) Input data buffer memory address

1/0 data
Input data area
] g 2
, » (2)

(1) Output/message communication (server) data buffer memory address

Cyclic communication

(1) Connection information area

Message
communication

Execution request flag

Execution request

Execution request acceptance

'
'
'
\ Output/message communication (server) data area
'
'
'
'
'

Execution completion

Message communication area

Request area

Response area

(1) Area where the parameter settings are automatically set
(2) Area where data received from the communication destination is stored
(3) Area to be set by the user in the program

Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.

» The input data sent from the external device is stored in the input data area.

« When output data is written to the output/message communication (server) data area, it is sent to the external device by

RPI cycle.

Point ;>

» When the application type for Class1 instance communications (originator) is set to Input Only, output/

message communication (server) data is not used. In this case, 0 is stored in the output/request data size.

» When the application type for Class1 instance communications (target) is set to Input Only, input data is not

used. In this case, 0 is stored in the input data size.
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For Class1 tag communications (originator) (Input Only)

Connection settings 1/0 data

Input data area

(1) Input data size

1/0 data common Output/message communication (server) data size

v

information (1) Input data buffer memory address >I 2)
Output/message communication (server) data buffer memory address
Cyclic communication (1) Connection information area
Output/message communication (server) data area
Execution request
Message communication E i 1 "
Sl CONETR] xecution request acceptance
Message
communication Execution completion

Request area

Message communication area
Response area

(1) Area where the parameter settings are automatically set
(2) Area where data received from the communication destination is stored
Colored areas are not used.

* In areas where the parameter settings are automatically set, the FX5-EIP automatically stores values based on the
"EtherNet/IP Configuration" settings.
* Input data sent from the target is stored in the input data area.

Point

In Class1 tag communications (originator), output/message communication (server) data is not used.
Therefore, 0 is stored in the output/message communication (server) data size.

For Class1 tag communications (target) (Input Only)

Connection settings 1/0 data

Input data size Input data area

1/O data common (1) Output/message communication (server) data size ~  ;----

h
X ) '
information Input data buffer memory address |
'
'
(1) Output/message communication (server) data buffer memory address it :
' 1
Cyclic communication (1) Connection information area E '
! . Output/message communication (server) data area
Execution request ' !
Message communication E i 1 " H '
T asiaa— xecution request acceptance ' |
Message ! B T Sttt ittt
communication Execution completon |  t------ bi 2)
Request area
Message communication area
Response area

(1) Area where the parameter settings are automatically set
(2) Area to be set by the user in the program
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.
* When output data is written to the output/message communication (server) data area, it is sent to the originator by RPI
cycle.

Point

In Class1 tag communications (target), input data is not used. Therefore, 0 is stored in the input data size.
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For Class3 instance communications (client)

Connection settings

1/0 data

(5) Input data size

1/O data common (1) Output/message communication (server) data size

information (1) Input data buffer memory address

Input data area

(1) Output/message communication (server) data buffer memory address

Cyclic communication Connection information area

(3) Execution request

Message communication

execution command (4) Execution request acceptance

Message

communication (4) Execution completion

(1) Request area

Message communication area
(5) Response area

Output/message communication (server) data area

(1) Area where the parameter settings are automatically set

(2)(3)Area to be set by the user in the program

(4) Area where the operating status is automatically updated

(5) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.
« If necessary, data to be sent to the server is written to the output/message communication (server) data area.

* When the execution request is turned on in a program, communications start and execution request acceptance turns on.

* When a response is received from the server, execution completion turns on.

* Responses such as processing results are stored in the response area, the size of received data is stored in the input data

size, and the received data is stored in the input data area.

For Class3 tag communications (client) (Read)

Connection settings

(4) Input data size

1/O data common (1) Output/message communication (server) data size

information (1) Input data buffer memory address

1/0 data

Input data area
o 4
> 4)

Output/message communication (server) data buffer memory address

Cyclic communication Connection information area

(2) Execution request

Message communication

execution command (3) Execution request acceptance

Message

communication (3) Execution completion

(1) Request area

Message communication area

(4) Response area

Output/message communication (server) data area

(1) Area where the parameter settings are automatically set

(2) Area to be set by the user in the program

(3) Area where the operating status is automatically updated

(4) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.
* When the execution request is turned on in a program, communications start and execution request acceptance turns on.

* When a response is received from the server, execution completion turns on.

» Responses such as processing results are stored in the response area, the size of received data is stored in the input data

size, and the received data is stored in the input data area.

Point/@

The output/message communication (server) data size stores the size of data to be read.
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For Class3 tag communications (client) (Write)

BFor Class3 tag communications (client) (Write)

Connection settings 1/0 data

Input data size Input data area

1/0 data common (1) Output/message communication (server) data size ---a

'
. . '
information Input data buffer memory address '
'
'
(1) Output/message communication (server) data buffer memory address R
N 1
Cyclic communication Connection information area E |
! . Output/message communication (server) data area
(3) Execution request ' !
'
Message communication . : '
execution command (4) Execution request acceptance H N
Message ! L B ittt
communication (4) Execution completion | s------ }; (2)
(1) Request area
Message communication area
(5) Response area

(1) Area where the parameter settings are automatically set

(2)(3)Area to be set by the user in the program

(4) Area where the operating status is automatically updated

(5) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.

» Data to be sent to the server is written to the output/message communication (server) data area.

* When the execution request is turned on in a program, communications start and execution request acceptance turns on.
* When a response is received from the server, execution completion turns on.

* Responses such as processing results are stored in the response area.
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For UCMM instance communications (client)

Connection settings 1/0 data

(6) Input data size Input data area

1/O data common (3) Output/message communication (server) data size '

i i 1
information (1) Input data buffer memory address _;J " :I (6)
'
(1) Output/message communication (server) data buffer memory address T -E. -
'
K 1
Cyclic communication Connection information area H !
i ' Output/message communication (server) data area
(4) Execution request I
H
Message communication 5)E X t ! :
" execution command (5) Execution request acceptance ; -
essage . T » 3)
communication (5) Execution completion v

(2) Request area

Message communication area

(6) Response area

(1) Area where the parameter settings are automatically set

(2)(3)(4)Area to be set by the user in the program

(5) Area where the operating status is automatically updated

(6) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.

* Request information, such as the transmission destination, is written to area (2).

* If necessary, the data size of data to be sent to the server is written to the output/message communication (server) data
size, and the data is written to the output/message communication (server) data area.

* When the execution request is turned on in a program, communications start and execution request acceptance turns on.

* When a response is received from the server, execution completion turns on.

» Responses such as processing results are stored in the response area, the size of received data is stored in the input data

size, and the received data is stored in the input data area.

Point/®

At startup, the FX5-EIP automatically stores 0001H only for the communication method specification in the
request area. Connections with the communication method specification set to 0001H can be used in the
UCMM client function.
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For UCMM tag communications (client) (Read)

Connection settings 1/0 data

(6) Input data size Input data area

1/O data common (3) Output/message communication (server) data size '

i i 1
information (1) Input data buffer memory address _;J " :I (6)
'
(1) Output/message communication (server) data buffer memory address T -E. -
'
K 1
Cyclic communication Connection information area H !
i ' Output/message communication (server) data area
(4) Execution request I
H
Message communication 5)E X t ! :
" execution command (5) Execution request acceptance ; -
essage . T R T » (3)
communication (5) Execution completion v

(2) Request area

Message communication area

(6) Response area

1) Area where the parameter settings are automatically set

2)(3)(4)Area to be set by the user in the program

5) Area where the operating status is automatically updated

6) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.

» The size of data to be read is written to the output/message communication (server) data size, and request information
such as the transmission destination is written to the request areas.

* When the execution request is turned on in a program, communications start and execution request acceptance turns on.

* When a response is received from the server, execution completion turns on.

» Responses such as processing results are stored in the response area, the size of received data is stored in the input data
size, and the received data is stored in the input data area.

Point/@

At startup, the FX5-EIP automatically stores 0001H only for the communication method specification in the
request area. Connections with the communication method specification set to 0001H can be used in the
UCMM client function.
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For UCMM tag communications (client) (Write)

Connection settings 1/0 data

Input data size Input data area

1/O data common (3) Output/message communication (server) data size -

h
. ) '
information Input data buffer memory address '
'
'
(1) Output/message communication (server) data buffer memory address e -
N 1
Cyclic communication Connection information area E H
! . Output/message communication (server) data area
(4) Execution request ' '
\ '
Message communication 5)E . " | i
execution command (5) Execution request acceptance ' |
Message ! B (TATTTTTTTTTToTTosooooomooooomooooooooe-
communication (5) Execution completion D )i 3)
(2) Request area
Message communication area
(6) Response area

1) Area where the parameter settings are automatically set

2)(3)(4)Area to be set by the user in the program

5) Area where the operating status is automatically updated

6) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.
* Request information such as the transmission destination is written to the request areas.

» The size of data to be sent to the server is written to the output/message communication (server) data size, and the data is
written to the output/message communication (server) data area.

* When the execution request is turned on in a program, communications start and execution request acceptance turns on.

* When a response is received from the server, execution completion turns on.

* Responses such as processing results are stored in the response area.

Point/®

At startup, the FX5-EIP automatically stores 0001H only for the communication method specification in the
request area. Connections with the communication method specification set to 0001H can be used in the
UCMM client function.
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For Class3/UCMM tag communications (server)

Connection settings 1/0 data

Input data size Input data area

1/O data common (1) Output/message communication (server) data size [ ----

h
; ; '
information Input data buffer memory address '
'
'
(1) Output/message communication (server) data buffer memory address seeete
h
N 1
Cyclic communication Connection information area E H
] ! . Output/message communication (server) data area
Execution request ' !
Message communication Executi . q Yo
Sl CHER) xecution request acceptance .
Message ! B T G
communication Execution completion Lemme- - p  (2) Read request (3) Write request

Request area

Message communication area
Response area

(1) Area where the parameter settings are automatically set

(2) Area to be set by the user in the program

(3) Area where data received from the communication destination is stored
Colored areas are not used.

* In area (1), the FX5-EIP automatically stores values based on the "EtherNet/IP Configuration" settings.

* When a Read request is received from the client, the data written to the output/message communication (server) data area
is sent to the client.

* When a Write request is received from the client, the data received from the client is stored in the output/message
communication (server) data area.

Point ;>

Read and Write requests for the same tag share the output/message communication (server) data area.
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8.2 Cyclic Communications Communication Example

This section describes examples of executing cyclic communication between FX5-EIP modules.

System configuration

The following system configuration is used to explain communication examples of Class1 instance communications and

Class1 tag communications.
"Maximum Number of Connections Setting" of each FX5-EIP is assumed to be set to 64.

Originator Target 1 Target 2
192.168.4.51 192.168.4.1 192.168.4.2
i T i
[ [ [
s g i
[5|m) ap [5)m)

O @)

(1) Class1 instance communications between the originator and target 1
(2) Class1 tag communications between the originator and target 2
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Communication description

The following figure shows the relationships of buffer memory areas of the FX5-EIP with each target.
* Instance communications between the originator and target 1 use function blocks.
» Tag communications between the originator and target 2 use auto refresh.

Originator . _________.__._...  _ Targetl ... Target2 .
1 Buffer memory . E Buffer memory E \ Buffer memory !
. , ' ' e N
| 'Input data area’ : E E i :
1| (Un\G16944 to Un\G63151) i ! ! i :
— 64 words 4 E E i |
: 248 words < : ; ©) i E E
! H @ ! 'Output data area’ ' E 'Output data area’ i
: 1| (Un\G63152 to Un\G109359) ' | (Un\GB3152 to Un\G109359) 1
! . : 64 words < : . !
(3) ! ! ' ' . 248 words DL
®) : I : 5 :
| i AN Jo AN J
: ‘ ' ' ' L@)
1 FX5CPU device ' . FX5CPU device ) 1 FX5CPU device :
: ( DO to D63 : '| DotoDE3 1| DO to D247 !
: =: 64 words E E 64 words ! : E E
‘| D200 to D447 ! ! 248 words ;
: :I 248 words : |
.. : .. J
(1) Transfer data from the CPU module to the output data area by using function blocks.
(2) Instance communications
(3) Transfer data from the input data area to the CPU module by using function blocks.
(4) Auto refresh from the CPU module to the output data area
(5) Tag communications
(6) Auto refresh from the input data area to the CPU module
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Parameter settings

Use the engineering tool to set the parameters.

Point}3

In the program examples, default values are used for settings other than parameters shown in the setting
procedure. For the parameters, refer to the following.
[~ Page 89 PARAMETER SETTINGS

FX5-EIP (originator) settings

Connect the engineering tool to the originator-side CPU module and set the parameters.

1. Setthe IP address.
) Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

= Own Node Settines
@ IP Address Setting
IP Address 192 168 . 4. B
Subnet Mask 255 255 256 . 0

Default Gateway .
Communication Data Gode Binary
Opening Method Do Mot Open by Program

IP address: 192.168.4.51
Subnet mask: 255.255.255.0

2. Set the auto refresh.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings] =
[Refresh Settings] = <Detailed Setting>

Transfer to Metwork Module

Tareet Device halll 'y Transfer to GPU Module
Setting
Item GPU Side
Auto-refresh | Device Mame Paints Start End

=) Tranzfer to Metwork Module Transfer the data of the specified device to buffer memory

------ Connection Mol h Dizable w v

------ Connection Mo.2 4 Enable ~ |D o 248 200 447
------ Connection Mo h Dizable w v

------ Connection Mod h Dizable w v

------ Connection Mok h Dizable w v

------ Connection Mof h Dizable w v

------ Connection Mo¥ h Dizable w v

------ Connection Mog h Dizable w v

------ Connection Mol h Dizable w v

------ Connection Mo.10 h Dizable w e

HTransfer to the CPU module
« Connection number 2: D200 to D447

Pointp

When "Auto-refresh Batch Setting" and "Points Batch Setting" are used, connections must be set in
"EtherNet/IP Configuration" in advance.

3. Click the [Apply] button.
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4. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration".

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module Extended
Parameter)]

5. From "Module List", add "FX5-EIP" to the list of EtherNet/IP devices.

.", EtherNet/IP Configuration (Mounting posi

EtherNet/IP Configuration  Edit View Tool Help Close with Discarding the Setting  Close with Reflecting the Setting

Dietect Mow

EtherNet/IP Device (General)
£ EtherNet/IP Device (MITSUBISHI E_=
=l Communications Adapter

Used Slots

Module Configuration Settine

Connection Setting

Device Name IP Address Reserved Mode

Mo Model Name

b 192 1684 1 Mo Setting <Detailed Setting’
19216842 Mo Setting <Detailed Setting

B RJ7IGNTI-EIF(T+E} al
B RJ7IGNTI-EIF(T+E} 21
B RJ7IGNTI1-EIF(T+E}

192168451 19216841 19216842 [Wendor]
MITSUBISHL ELEGTRIC

E [Product Typel
Communications fdapter
[Model]
F-EIP

Cin Node [Revision]

Total Hurmber DeviceRevision:1.1

of Modes: . .

/64 FileRevision:1.1
Fx5-EIP FA{5-EIF

" If "FX5-EIP" is not shown in the "Module List", it is necessary to add the EDS file.
For adding the EDS file, refer to the following.
[~ Page 122 Adding/deleting the EDS file
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6. Double-click <Detailed Setting> in the "Connection Setting" column and set the connections for target 1 and target 2.
* Instance communication settings for target 1

o g O]
Connection Information  Mumber of Gonnections: 1/64 PPS: 40
Connection List Connection Detailed Setting
Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Unit
-0 Own Node Thput Only(Glass 1 hetance) =
H EE Tareet Application Type Input Only =
< Tae Connection Mo. oot -
BE Criginator Communication Method Ihstance Communications -
[=-/m] FX5-EIP(192.168.4.1)
o @ Comment =
“{ml FXE-EIP(192.168.4.2) Trigger Tvpe Cyelic =
Inhibit Time Mode Default -
Inhibit Time 12 ms
Timeout Multiplier wd =
Configuration hstance 1 =
Input T->0
Ihput Mode Faint to point =
Feal Time Format Modeless -
Data Size 128 bytes
Priority Scheduled =
RPI 50000 us
Ihstance ID 768 -
Qutput O-3T
Qutput hode Faint to point =
Feal Time Format Heartbeat -
Data Size ] bytes
Priority Scheduled =
RPI 50000 us
Ihstance ID 254 -
Check Identity
Compatible Mode Dizabled =
Wendor CGode Check Dizabled -
Product Type Check Dizabled =
Product Code Check Dizabled -
Major Revision Check Dizabled =
Minor Revigion Check Dizabled -

Connection Mame

Add Connection Delete Connection Restare the Default Settings

&, Warnine:0 QInformation:D

(0] 4 Cancel Bpply

» When adding a connection, select [Input Only(Class1 Instance)].
« Instance ID of Input T->O: 768 (Set the instance ID of the communication target connection set as target 1.)
« Data size of Input T->O: 128 (Set the data size of the communication target connection set as target 1.)
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» Tag communication settings for target 2

o g O]
Connection Information  Mumber of Gonnections: 2/64 PP a0
Connection List Connection Detailed Setting
Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Unit
S O Hode G on Mame Thput Only(Clazs1 Tag) -
EE Target Application Type Input Only =
< Tag Connection Mo. no2 -
BE Criginator Communication Method Tag Communications -
(=m0 FX5-EIP(192.168.4.1)
P @ (001) Comment =
[l-im] FHE-EIP(192.168.4.2) Tag Mame Tag002 =
o m Tag Mame Size i Characters
Trigger Type Ciyelic -
Inhibit Time Mode Default -
Inhibit Time 12 ms
Timeout Multiplier wd =
Input T->0
Ihput Mode Faint to point =
Feal Time Format Modeless -
Data Size 4456 bytes
Priority Scheduled =
RPI 50000 us
Qutput O-3T
Qutput hode Faint to point =
Feal Time Format Heartbeat -
Priority Scheduled =
RPI 50000 us
Check Identity
Compatible Mode Dizabled =
Wendor CGode Check Dizabled -
Product Type Check Dizabled =
Product Code Check Dizabled -
Major Revision Check Dizabled =
Minor Revigion Check Dizabled -
Add Connection Delete Connection Restare the Default Settings
A Warning:0 | @@ Information:0
[
(0] 4 Cancel Bpply
L )

» When adding a connection, select [Input Only(Class1 Tag)].
 Tag name of Input T->O: Tag001 (Set the tag name of the communication target connection set as target 2.)
« Data size of Input T->O: 496 (Set the data size of the communication target connection set as target 2.)

7. Click the [Apply] button.

8. Click the [OK] button to close the connection settings.

9. Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.

10. write the set parameters to the originator-side CPU module. Then reset the CPU module or power off and on the system.
O [Online] = [Write to PLC]
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FX5-EIP (target 1) settings

Connect the engineering tool to the target 1-side CPU module and set the parameters.

1. Setthe IP address.
O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

| Item Setting

= Own Node Settines
@ IP Address Setting
IP Address
Subet Mask

Default Gateway .
Communication Data Gode Binary
o Opening Method Do Mot Open by Program

IP address: 192.168.4.1
Subnet mask: 255.255.255.0

2. Click the [Apply] button.

3. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration".

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module Extended

Parameter)]

4. Double-click <Detailed Setting> in the "Connection Setting" column and set the connection.

o g O]

Connection Information  Mumber of Gonnections: 1/64 PPS: 0

Connection List Connection Detailed Setting

Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Unit

[ ection Mame Caonnection (Target Instance Communications) -
Application Type Input Only =
Connection Mo. oot -
Communication Method Ihstance Communications -
Comment -
Qutput T->0
Data Size 128 bytes
Ihstance ID 768 -
Ihput O->T
Data Size - -
Ihstance ID - -
Connection Mame

Add Connection Delete Connection Restare the Default Settings

-ﬁError:D A, Warning:0 QInformation:D

(0] 4 Cancel Bpply

* When adding a connection, select [Connection (Target Instance Communications)].
* Instance ID: 768
« Data size: 128

5. Click the [Apply] button.
6. Click the [OK] button to close the connection settings.
7. Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.
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8. Write the set parameters to the originator-side CPU module. Then reset the CPU module or power off and on the system.

2 [Online] = [Write to PLC]

FX5-EIP (target 2) settings

Connect the engineering tool to the target 2-side CPU module and set the parameters.
1. Setthe IP address.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

| Item Setting

= Own Node Settines
@ IP Address Setting
-~ IP Address 192 168 . 4. 2
-~ Subnet Mask 255 285 2B .0
-« Default Gateway

; Communication Data Gode Binary
[ Opening Method Do Mot Open by Program

IP address: 192.168.4.2
Subnet mask: 255.255.255.0

2. Set the auto refresh.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings] =
[Refresh Settings] = <Detailed Setting>

Setting Item

Transfer to Metwork Module

Tareet Device halll 'y Transfer to GPU Module
Setting
Item GPU Side
Auto-refresh | Device Mame Paints Start End
=) Tranzfer to Metwork Module Transfer the data of the specified device to buffer memory
------ Connection Mo.1 m |Enable | D w 248 0 247
------ Connection Mo.2 h Dizable w v
------ Connection Mo h Dizable w v
------ Connection Mod h Dizable w v
------ Connection Mok h Dizable w v
------ Connection Mof h Dizable w v
------ Connection Mo¥ h Dizable w v
------ Connection Mog h Dizable w v
------ Connection Mol h Dizable w v
------ Connection Mo.10 h Dizable w v

HTransfer to the network module
» Connection number 1: DO to D247

Pointp

When "Auto-refresh Batch Setting" and "Points Batch Setting" are used, connections must be set in
"EtherNet/IP Configuration" in advance.

3. Click the [Apply] button.
4. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration".

O [Navigation window] = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module
Extended Parameter)]
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5. Double-click <Detailed Setting> in the "Connection Setting" column and set the connection.

Connection Information  Mumber of Gonnections: 1/64 PPS: 0

Connection List

Maodule Order  Connection Detail List

FP5 List

Add Connection

Delete Connection

Connection Detailed Setting

Connection Mame

Setting Walue Lnit

Connection Mame Connection (Target Tag Communications) -
Application Type Input Only =
Connection Mo. oot -
Communication Method Tag Communications -
Comment -

Tag Mame Tae001 =

Tag Mame Size i Characters
Data Size 4456 bytes

Restare the Default Settings

€A Error | i Warning:0

8 Infor matior:d

Ok Cancel

Apply

* When adding a connection, select [Connection (Target Tag Communications)].

» Tag name: Tag001
« Data size: 496

Click the [Apply] button.

Click the [OK] button to close the connection settings.

Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.

6.

7.

8.

9. Write the set parameters to the originator-side CPU module. Then reset the CPU module or power off and on the system.
O

[Online] = [Write to PLC]

8.2 Cyclic Communications Communication Example
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Program example

The following shows program examples that start I/O data communication in cyclic communication.

Originator-side program

Classification | Label name Description Device

Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
FX5EIP_1.stEIPArea64.unVal_InputDataSize_Connection_D[2] Input data size UN\G305
FX5EIP_1.stEIPArea64.unSts_CyclicDataLink_Connection_D[1].1 Cyclic communication data link status U1\G1328.1
FX5EIP_1.stEIPArea64.unSts_CyclicError_Connection_D[1].1 Cyclic communication error status U1N1\G1336.1
FX5EIP_1.stEIPArea64.udnSts_CyclicErrorStatus_Connection_In_D[2] Cyclic communication input error status UN\G1394
FX5EIP_1.stEIPArea64.udnSts_CyclicErrorStatus_Connection_Out_D[2] Cyclic communication output error status UN1\G1650

Label to be Define global labels as shown below.

defined Label Mame Data Type Class fAzsien (Device/Label)
1 |bnRequest GetlnputData Bit{0.1) VAR GLOBAL o L1101
2 bnPRun GetinputData Bit . |WARGLOBAL > mm
3 bnOK GetlhputData Bit . |WARGLOBAL ~ [Ma0
4 |bnNG GetlnputData Bit VAR GLOBAL - [Ma0
6 unErrorCode GetlhputData Word [Unzsigned]/Bit String [16-bit] . |WARGLOBAL ~ [D2000
6 undStatusld GetlhputData Double Word [Unsigned]/Bit String [32-bit](0.1] . |WARGLOBAL ~ [D2001
7 undStatusld GetOutputData Double Word [Unsiened]/Bit String [32-bit](0.1) VAR GLOBAL ~ [D2005
8 unGethputData Connectionblo 1 Ward [Unsigned]/Bit String [16-bit](0.63) . |MARGLOBAL ~ Do
9 unGetinputData ConnectionMo? Word [Unsigned]/Bit String [16-bit]{0.127) . |WARGLOBAL ~ |D200
10 |bStopCommunication Bit VAR GLOBAL « [M200

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the
following.

L1 MELSEC iQ-F FX5 User's Manual (Application)

FBs to be used * M+FX5-EIP_Class1GetInputData

FXSEP_1bSts
_Gaormmunicati

bStopGom briRequest Getlnput
)|~ orReady D Datal0]
—

raunication

brRequest Getlnput
Datal1]

K1 FREEF _1.=tEFAr 8 FREEFP_1.=tEFAr H10 FRBEF_1stEFArea
SU eafd uzts_ Commul =Uu eafd uSet Commu AN 64 uSet Communicat)
nicationStart D nicationStart D jonStart D
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(27)

brRequest_Ge
tinputDatal0]

M_FX5_EIP_Glass1 GetlnputData_ 00A_1

(M+FX5~
EIP_Class] Getlnp
utData

I

(755)

briequest Gie
trputDatal1] HT  FHSEF_1 <tEPAr
b uSts_ Commu
nicationStart D!

FASEIP_1b5ts Go
mmunicationfiead
D

Pl
i

FRSEP 1 l

B:ibEN

DUT: i stModule

K1
UW: i uGonnectionNo

briRun_Get nputData

o_bENO :B

o bOK :B

briOK,_GetinputData

o_bErr :B

brilG_ GetlnputData

o_uErrld \UW|

o_udStatusld IN :UD|

o_udStatusld OUT :UD

o_ulnputData :UW|

unErrorCode_Get
InputData

—

undStatushd Getl
nputData[0]

undStatusld Get
OutputDatal0]

I

— A

unGetlhputData_
Gonnectiontio

FXBEIP_1 stEIPAreatd
un3ts_GyelicDatalink

FXSEF 1 stEFAreatd.unSts Cycl
icError Gonnection D[1]1

_CUHHECIt i?n_D[1] 1
1t

FHSEIP_1 stEPAreatd
un3ts_GyolicDatal ink

_Gonnection D111
i

4F

FUSEIP 1 stEPAreatd.unSts Cycl
icError Cornection O[1]1
L

UrGetinput
BOY  Data Conne
ctionhloZ

W00

FHEEP_1 stEPAres
64 untal ThputDatasi
ze Connection D[2]

+F

DY

FHSEIP_ 1 stEPAreaGd.u
dnSts CyclicErrorStatus
Connection In D[2]

undStatusld_Getlnpu
tData(1

DOy

FXEEF 1 +tEPArcatd.u
dnSits GyelicErrorStatus
_Gonmection Out D[2

und=tatusld_ GetOut
pLtData(1]

bStapCormmmu
iy brRequest Betinput
(g0 mcat‘\on RST Datal0]
—
briRequest Betinput
RET Datal1
"Zﬁu”t”g-i?‘ K1 FHEERP_1stEFAr [ FYEEF_| stEPAres
eafd LStz Commu hACH 64 uSet_Communicat|
nicationStart O | ionStart 0
(824}
END ———]
I
(0) Start the acquisition of input data from connection number 1 and connection number 2, and start EtherNet/IP communication.

(27) When MO is on, "M+FX5-EIP_Class1GetlnputData" is executed to acquire the connection number 1 input data.
When M20 is on, the input data received from target 1 continues to be stored from DO for the data size set in connection number 1.
(759) When M1 is on, while 'Cyclic communication data link status' (U1\G1328.1) of connection number 2 is normal, the input data received from target 2 is
refreshed from D200 by the data size set in connection number 2 and then the data is copied to W100 or later.
(804) By turning on M200, input data acquisition and EtherNet/IP communication are stopped.
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Target 1-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
Label to be Define global labels as shown below.
deﬁned Labe | Mame Ceata Type Class Azsien [Device/Label)
1 b topCommunication |Bit ... |vARGLOBAL - [M200
2 bnRegquest Ge tOutputData Eit ... |vARGLOBAL - [MO
3 bnRun GetOutputData Eit ... |vARGLOBAL - 10
4 bnOK _GetOutputData Eit ... |vARGLOBAL - [M20
5 bnNG GetOutputDats Eit ... |vARGLOBAL - M0
[3 unGetDutpy tData Connectiontol[Ward [Unsigned] /Bit S tring [1 6-bit]i0.62) ... |vARGLOBAL - |00
7 unErrorCode GetOutputDats "Word [Unsigned] /Bit S tring [1 6-bit] ... |vARGLOBAL « [D2000
E undStatusld GetinputErrarCode  [Double Word [Unsiened] /Bit S tring [32-bit] ... |vaRGLOBAL ~ (02001
a undS tatusld GetOutputErrarCode [Double Word [Unsiened] /Bit S tring [32-bit] . |waR GLOBAL ~ (02003

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the
following.
L[] MELSEC iQ-F FX5 User's Manual (Application)

FBs to be used

* M+FX5-EIP_Class1SetOutputData

W]

(7

(728)

(748)

©
@)
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FHEEP_1bSts bStopCo
Communicati mmunica

brRequest_GetOu

onReady D tion tputDats
i | f
M_FX5_EIP_Class1SetOutputData 00A 1  (M+FX5-
EIP_Class1SetQutput
Data 00A)
e G O o —
brRequest_Ge brRun_GetDutput
tOutputData Data
i | B: i bEN o bENO B
r 7 bk GetOutput
FXEEF_] Data
L JDUT: i_stModule o bOK B
r ] brMG_GetOutput
K1 Data
L 1 UW: i_uConnectionMNo o_bErr B
[ ] [urErrorCod |
ur&GetOu?utEat] e_GetOutput
_a_ onnectionto ] UW: i_uOutputData o_uErrld :UW—_ Data
[LrdZtatusid_]
GetinputErr
o_udStatusldIN :UDH  arCods
-undStatuSId_-
GietOutputE
o_udStatusld OUT :UDH rrorCode 1
bSch;ggt?gamu brRequest_GetOu
o R=T tputDiata
brRun_G

etOutpu k1 FHEEIP_1 =tEPAr
tData eabd LSts_Cormmu
nication=tart D

KO FRBEFP_1.stEPAr
O

=564 uSet_Cormmu
[ nication=tart O

(EMDH

Set the processing for output data to connection number 1 and start EtherNet/IP communications.

When MO is on, "M+FX5-EIP_Class1SetOutputData" is executed to set the connection number 2 output data.

When M20 is on, the output data set in DO or later is sent to the originator according to the data size set for connection number 1.
(644) By turning on M200, output data setting and EtherNet/IP communication are stopped.
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Target 2-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
FX5EIP_1.stEIPArea128.unVal_OutputDataSize_Connection_D[1] Output/message communication (server) UN\G432
data size
FX5EIP_1.stEIPArea64.bnSts_CyclicDatalLink_Connection_D[1] Cyclic communication data link status U1N\G1328.0
FX5EIP_1.stEIPArea64.unSts_CyclicError_Connection_D[1].0 Cyclic communication error status U1\G1336.0
FX5EIP_1.stEIPArea64.udnSts_CyclicErrorStatus_Connection_In_D[1] Cyclic communication input error status UN\G1392
FX5EIP_1.stEIPArea64.udnSts_CyclicErrorStatus_Connection_Out_DI[1] Cyclic communication output error status U1\G1648
Label to be Define global labels as shown below.
defined | Label Name Data Tvps Class Azzign (Device/Label)
L1 IhStnpODmmunicatinn Bit WAR GLOBAL |00
2 |brRequest GetOutputDats Bit VAR GLOBAL ~ [Mi0
3 |unGetOutputData Connectionhlol Word [Unslened]/Bit String [16-bit][0 53] WAR GLOBAL ~ |00
a4 undStatusld_GethputErrorCode Double tord [Unsiznedl/Bit Strine [32-bit] WAR GLOBAL ~ | 02001
= undStatusld GetOutputErrorCode Double Word [Unsigned]/Bit Strine [32-hit] WAR GLOBAL | D2003

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the

following.
L[] MELSEC iQ-F FX5 User's Manual (Application)

© |l

FX5EP_1 bSts Gommunicat bStopGommunicatia
iorReady D n

briRequest GetOutputDsta

briRequest GetOutputData

I

KO FXSEIP_1 stEPAr=a6d uSst

=u CommunicationStart D

FXSEP 1 bSts Gom
et ianReddy O ‘

FHSEIP_1 stEPAreatdunSts  FHSEP_1 stEPAreat

(22
}

HIO FHSEF 1 stEPAreatd Lzt Com
MO, municationStart D
WO urGetOutputData Gorme  FXGEP_1 StEPAreal 28 urifal O
BMOY ctionno1[0] utputDataSize_Gornection D(1]

FXBEF 1 b3te Com
5] FRGEP_| stEPArea ool CyslicDatal ink Gomnection 4.unSts CyclizError ©
=u 6415t Communia| MMiEstenReady D D110 ernestion D110
tiorStart D I } } M

FXSEIP_1 stEPAresédunSts  FXSEP_1 stEPAreat
_CyelicDatal ink Cormection_ 4.urSts GyelicError
Dl11g ennection D[1]

FHGEP 1 stEPArcatd ud  undStatus B GethputErrorOods
DOV niSte SyclicErrorStatus &
annestion In (1]

| ]
I [
FYEEP 1 tEFAreofd ud  undStatusld GetOutputErrorCod
DMOY nSts CyclicErrorStatus G e
onnection Out Ol11
bStopCammunication brRequest GetOutputData
(67} RST
||
[
] FHSEF 1 stEFArea Ko FYEEF | stEFAreat KO FHSEF 1 stEPAreabd LSzt Gom
=u G4.uSts Comimunica| fet) 4 uSet Cornunicatiol MOV municationStart D
tionStart D nStart D
R
{EnD —

(=e)

(0) Set the processing for output data to connection number 1 and start EtherNet/IP communications.

(22)

to DO and later as output data.
The data stored in DO or later is refreshed as transmission data for the number of refresh points and then sent to the originator.

(67)

By turning on M200, output data setting and EtherNet/IP communication are stopped.
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8.3 UCMM Instance Communications Communication
Example

This section describes examples of executing UCMM instance communications between FX5-EIP modules.

System configuration

The following system configuration is used to explain communication examples of UCMM instance communications.
"Maximum Number of Connections Setting" of each FX5-EIP is assumed to be set to 64.

Client Server
192.168.0.5 192.168.0.6

Request command

HMRequest command

« Service: 01H (Get_Attributes_All)
* Class: 01H (Identity object)

« Attribute: 00H

* Instance: 01H

Parameter settings

Use the engineering tool to set the parameters.

Point}3

In the program examples, default values are used for settings other than parameters shown in the setting
procedure. For the parameters, refer to the following.
=" Page 89 PARAMETER SETTINGS

FX5-EIP (client) settings

Connect the engineering tool to the client-side CPU module and set the parameters.

1. Setthe IP address.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

=] Own Node Settines
= IP Address Setting
IP Address 192 168 . 0. &
Subnet Mask 285 255 285 . 0
Default Gateway .
Communication Data Gode Binary
Opening Method Do Mot Open by Program

IP address: 192.168.0.5
Subnet mask: 255.255.255.0

2. Click the [Apply] button.
3. Write the set parameters to the client-side CPU module. Then reset the CPU module or power off and on the system.

2O [Online] = [Write to PLC]

Point}3

For UCMM instance communications, parameter settings in "EtherNet/IP Configuration" are not required.
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FX5-EIP (server) settings
Connect the engineering tool to the server-side CPU module and set the parameters.

1. Setthe IP address.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

= Own Node Settines
@ IP Address Setting
IP Address 192 168 . 0. 6
Subnet Mask 255 285 2B .0
Default Gateway

e Communication Data Gode Binary
[ Opening Method Do Mot Open by Program

IP address: 192.168.0.6
Subnet mask: 255.255.255.0

2. Set "EtherNet/IP Auto-start Setting" to "Start".

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

| Item Setting

= EtherMet/IP Settineg
3 Maximum Mumber of Gonnections Setting

Maximum Mumber of Connections Setting fid connections

=l Refresh Settings

" Refresh Settines <Detailed Setting>
1= EtherMet/IP Auto-start Setting

" EtherMet/IF Auto-start Setting Start

Point}3

When this item is not set, follow the same steps as the client-side program to set the EtherNet/IP
communication start request to a value other than 0.

==~ Page 148 Client-side program

3. Click the [Apply] button.

4. \Write the set parameters to the server-side CPU module. Then reset the CPU module or power off and on the system.

2 [Online] = [Write to PLC]

Pointp

For UCMM instance communications, parameter settings in "EtherNet/IP Configuration" are not required.
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Program example

The following example shows a program to execute UCMM instance communications by turning on the UCMM command
send request in the program.

When the program is executed, the following request commands are sent to the server side.

Item Data to be specified | Description

Service code 01H Get_Attributes_All (Acquires all attributes of the instances specified by Class ID and Instance ID.)
Class ID 01H Specifies the Identity object.

Instance ID 01H —

Attribute ID 00H Due to the "Get_Attributes_All" command, no specific Attribute ID is specified.

Request data None Specifies the request data size as 0.

Point/©

A server-side program is not required.

Client-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UNG35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
Label to be Define global labels as shown below.
defined Label Name Data Type Glass Azsign (Device/Label)
1 [BUGMM MessaeeCommandSendFequesBit VAR _GLOBAL - [M100
2 bRun_SendUCMM_Mescaze Bit VAR _GLOBAL - [M110
3 bOK SendUCMM_Meszage Bit WAR GLOBAL > |mMi120
4 bNG_SendUCGMM_Messaee Bit WAR GLOBAL > |M130
5 unSetUCMM_MessaeeRequestData  [Word [Unsigned]/Bit Strine [16-bit](0.706] WAR_GLOBAL ~ (D000
f unGetUCMM MessaeeResponseData [Word [Unsigned]/Bit Strine [16-bit](0.706] WAR_GLOBAL ~ [D2000
7 unSetlPAddress Word [Unsignedl/Bit Strine [16-bit)(0.1) WAR_GLOBAL ~ [D3000
8 unSet RequestNo Word [Unsignedl/Bit Strine [16-bit. VAR _GLOBAL - [D3002
9 unGetErrorCods Word [Unsignedl/Bit Strine [16-bit. VAR _GLOBAL - [D3003
10 unGetStatusErrorCode Word [Unsignedl/Bit Strine [16-bit. VAR _GLOBAL - (D004
11 unGetResponselataSize Word [Unsignedl/Bit Strine [16-bit. VAR _GLOBAL - (3005

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the

following.
L] MELSEC iQ-F FX5 User's Manual (Application)

For the response data storage location, refer to the manuals of the server EtherNet/IP device and secure the sufficient data size.

FBs to be used

* M+FX5-EIP_UCMMOiriginator_MessageSend

FYEEP_1 bSts Com
(o] runicatinnReady D

[roy

unSetRequestio

[moy, @

unSetPAddress(0]

| MOV

HOCOA
8

uriSetPAddress[1]
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| oy 10 FXSEP 1stEPAreabd uSe

t CommunicationStart D




(22)

BUCKM MessazeGo
I K1 FXGEF_1 stEPArea6d uSt | mmandSendRequest

M_FX5_EIP_UGMMOriginator_MessageSend 00A1  (M+FX5-
EIP_UGMMOriginator MessageSend 00A)

B:ibEN

s GommunicationStart D |

| PEera
1

[ unsetpadiess
1

[LnSstUShin Mess
| szeRequestlata

| Ko
1

| H1
1

[ H1
1

| H1
1

| Ho
L

| Hooe
1

[ Ho

[ ——"
1

(1640)

DUT: i_stModule

UW: i_u2TargetAddress

UW: i uRequestData

UW: i uRequestDataSize

UW: i_uServiee

UW: i_uClass

UW: i_ulnstance

UW: L uAttribute

UW: i uRPI

UW: i_uTrigeer

UW: i uRequestNo

pbo_u2CIPResponse Code
pbo_udRequestCompleteCount

bRUR_SerdUCMM Messaz
=

o bENO B
bOK_Send OV Messase
o_bOK B
BMG_Send UCIV Message
obEr B
unGetErrorCade
o_uErrld :UW ]

ur\GetStatusErer]
o_uStatusld :-UW ode

uneetquM,Meg;]
o_uResponseData ‘UW|| ageResponseData |

unGetHeSDunseDat]
0 uResponseSize :UW aSize |

(0) Set the request number and destination IP address for UCMM message communications, and start EtherNet/IP communications.

(22) By turning on M100, "M+FX5-EIP_UCMMOriginator_MessageSend" is executed and the request data is sent to the server side.
When the response is normally received, M120 is turned on and the response result from the server side is stored in D2000 or later. (Half of the response
data size stored in D3005 (bytes) are stored (rounded up).)

If the response data size is an odd number, only the lower 1 byte of the end device is stored.

Point ;>

Ensure that the request number to be set is not the same as the connection number used for Class3

communications or the request number used for other UCMM communications, Class1 communications, and

Class3 communications.
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8.4 UCMM Tag Communications Communication
Example

This section describes examples of executing UCMM tag communications between FX5-EIP modules.

System configuration

The following system configuration is used to explain communication examples of UCMM tag communications.
"Maximum Number of Connections Setting" of each FX5-EIP is assumed to be set to 64.

Write request

Client I Server
192.168.1.5 192.168.1.6
] ]
™ [
nlg nlg
[§m) [§)m)

Read request

EWrite request

» Tag name: Tag001

» Tag type: INT

« Size: 10 + Request data (10 words)
HMRead request

» Tag name: Tag002

» Tag type: DINT

* Size: 10
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Communication description

When the communication example for UCMM tag communications is executed, the following operation is performed.

Client-side operation

HEWrite request to tags
By executing a UCMM tag communication write request, the device area data stored in D1000 or later is written to the Tag001
tag on the server side according to the requested size. "

*1 If the requested data type is INT, request data consisting of the request data size x 1 word (10 words in the program example) is sent.
If the requested data type is DINT, request data consisting of the request data size x 2 words is sent.

HTag read request
By executing a UCMM tag communication read request, the data set to the Tag002 tag on the server side is read according to
the requested size. From the read data, the amount according to the read data size (size stored in D3204) is stored in D2000
or later.
(Regardless of the tag data type of the external device, the received read data size is stored in units of words.)
In addition, the size of the data read from the tag of the external device depends on the read request data size set in the
output argument (i_uDataSize) of the module function block, as well as the external device tag data type (value stored in
D3203). 172
*1  If the external device tag data type is INT, the read request data size x 1 word is read.

If the external device tag data type is DINT, the read request data size x 2 words is read.
*2 The read request tag data type set in the module function block input argument (i_uDataType) is used to perform a parameter check

when sending a request.
If the data type of the external device tag that was read is different, check whether the requested tag name and data size are correct.

Server-side operation

The current values of the tag data set in Tag001 and Tag002 are read and the current values are updated.

During server-side operation, both read and write requests from the client side for the tag can be accepted.

However, if the data is updated due to a write request while the current value is being read, or if the data having its current

value updated is read due to a read request, it may result in a data inconsistency.
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Parameter settings

Use the engineering tool to set the parameters.

Point ;>

In the program examples, default values are used for settings other than parameters shown in the setting
procedure. For the parameters, refer to the following.
[~ Page 89 PARAMETER SETTINGS

FX5-EIP (client) settings

Connect the engineering tool to the client-side CPU module and set the parameters.
1. Setthe IP address.

) Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

=] Own Node Settines
= IP Address Setting
IP Address 192 168 . 0. &
Subnet Mask 285 255 285 . 0
Default Gateway .
Communication Data Gode Binary
Opening Method Do Mot Open by Program

IP address: 192.168.1.5
Subnet mask: 255.255.255.0

2. Click the [Apply] button.
3. Write the set parameters to the client-side CPU module. Then reset the CPU module or power off and on the system.

O [Online] = [Write to PLC]

Point}3

For UCMM tag communications, parameter settings in "EtherNet/IP Configuration" are not required.

FX5-EIP (server) settings

Connect the engineering tool to the server-side CPU module and set the parameters.
1. Setthe IP address.

) Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

=] Own Node Settines
= IP Address Setting
{PAddress 192 168 . 1 .
Subnet Mask 285 255 285 . 0
Default Gateway .
Communication Data Gode Binary
Opening Method Do Mot Open by Program

IP address: 192.168.1.6
Subnet mask: 255.255.255.0

. ick the [Apply] button.
2. Click the [Apply] butt
. Set the EtherNet/IP communication parameters in erNe onfiguration".
3. Setthe EtherNet/IP icati ters in "EtherNet/IP Confi tion"
O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module Extended

Parameter)]

4. Double-click <Detailed Setting> in the "Connection Setting" column and set the tags for connection number 1 and
connection number 2.
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* Tag setting (Connection number 1)

Connection Information  Mumber of Gonnections: 2/64 PP 0

Connection List

Module Order  Connection Detail List  PPS List

Connection Detailed Setting

-] Owun Mode

Add Connection Delete Connection

Restare the Default Settings

Setting Walue Lnit

Caonnection (Class3/UCMM Tag) -
Connection Mo. oot -
Comment -
Data Type INT =
Tag Mame Tae001 =
Tag Mame Size i Characters
Size 1 -

€4 Errord | i Warningd | @) Informatiore0

Ok Cancel

Apply

* When adding a connection, select "Tag" and [Connection (Class3/UCMM Tag)].

» Tag name: Tag001
« Data type: INT (1 word)
« Size: 10
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* Tag setting (Connection number 2)

Connection Information  Mumber of Gonnections: 2/64 PP 0

Connection List Connection Detailed Setting
Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Lnit
-0 Own Node ( Caonnection (Class3/UCMM Tag) -
Connection Mo. no2 -
Comment -
Data Tyvpe INT -
& (002) i
IE: Originatar Tag Mame Tag002 =
Tag Mame Size i Characters
Size 1 -

Add Connection Delete Connection Restare the Default Settings

€4 Errord | i Warningd | @) Informatiore0

(0] 4 Cancel Bpply

* When adding a connection, select "Tag" and [Connection (Class3/UCMM Tag)].
» Tag name: Tag002

« Data type: DINT (2 word)

« Size: 10

Click the [Apply] button.
Click the [OK] button to close the connection settings.
Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.

5.
6.
7.
8. Write the set parameters to the server-side CPU module. Then reset the CPU module or power off and on the system.
O [Online] = [Write to PLC]
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Program example

The UCMM tag communication program is executed by changing the CPU module from STOP to RUN.

Client-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UNG35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_ D | EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
FX5EIP_1.stEIPArea64.stnMessageComme64[1].unSet | Message communication request area Path U1\G4665
_Request_PathSegment_D Segment
FX5EIP_1.stEIPArea64.stnMessageComme64[2].unSet | Message communication request area Path U1\G4857
_Request_PathSegment_D Segment
Label to be Define global labels as shown below.
defined Label Name Data Type Class Assign (De vice /Label)
1 bLChM_Tag _Write Commean dS e ndR{Bit ... |WARGLOBAL ~ MO0
2 bUCMM_Tag_Re sdCommandSendRdBit . |WAR GLOBAL - W11
3 bRun_S endUCHM_TagWrite i WAR GLOBAL » [MI10
4 bOK_SendChibd TazWrite ... |wARGLOBAL - [m120
5 bG_SendUCMM_TagWrite . |WAR GLOBAL w |M130
] bRun_S endUCHM TagRe ad WAR GLOBAL - [Mi111
7 bOK_SendChib TazRead ... |wARGLOBAL - [n121
g bG_SendUCMM TagRead . |WAR GLOBAL - |M131
3 unS e HJChM Tag WriteRe questDa{Ward [Unsignedl 7Eit String [1 6-bit]0.706) WAR GLOBAL ~ [D1000
10 |unGetJChiM Tag ResdResponseD{Word [Unsigned] /Bit String [1 6-bit](0.705) ... |wARGLOBAL ~ [D2000
11 |unSetiPAddress Word [Unsigned] /Bit String [16-bit](0.11 . |waRGLOBAL ~ [D3000
12 uns e tRequestiio Write "Word [Unsigned] /Bit String [16-bit] WAR GLOBAL ~ [D2100
13 uniGe tErrorCode TagWrite "Word [Unzigned] /Bit String [1 6-bit] ... |wARGLOBAL ~ [D3101
14 |unGetStatusErrarCode TapWrite |Waord [Unsigned] /Bit String [16-bit] . |waRGLOBAL + [D3102
15 unsetRequestio Read "Word [Unsigned] /Bit String [16-bit] WAR GLOBAL ~ [D3200
16 uniGe tErrorCode TagRead "Word [Unzigned] /Bit String [1 6-bit] ... |wARGLOBAL ~ [D3201
17 |unGetStatusErrarCode TarRead |Waord [Unsigned] /Bit String [16-bit] . |waRGLOBAL + [D3202
18 uniGe tResponseData ReadTas Typd Word [Unsignedl 7Eit S trine [1 6-bit] WAR GLOBAL ~ [D3202
18 unGe tResponseDatadize TagReadWord [Unsigned] /Bit String [1 6-bit] . |WARGLOBAL - [D3204

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the

following.
L1 MELSEC iQ-F FX5 User's Manual (Application)

FBs to be used

* M+FX5-EIP_UCMMOriginator_WriteTagData
* M+FX5-EIP_UCMMOriginator_ReadTagData

FXSEF_1 bSts
Communicati
0 or’\Rea?y,D

(26)

H1 FXEEF_1 stEPAr | riteCommands
& Sts_Commu| - endRequest
micationtart D |

BUCHAM Tag W

8.4 UCMM Tag Communications Communication Example

HT LnSetRequestho Write
MOV
HZ nSetRequestio Read
MO
H106 urSetPAddress[0]
MOV
HOGOAS urSetPAddress[1]
MOV
HTO FXSEF_1 stEFAreadd uset_Comm
WOV unicationStart D
KO FHEEF_1 stEPAreadd strivisssace
MOV

o
[1]unZet Request PathSeement D
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(40}

(1453}
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bUGCHKNA_Tae W/
HI FREEF_1 stEPAr | riteCommands
2364 LSts Cormu| - endRequest
nicationStart D p——
FXSE]F'1
unSet]PAddr
’7”Tag001
L
’V HoC3
L
( K10
L
LnSetUChM
Tag WriteRe
{ questData
( HocB
L
[
unSEtRequa
tND  Write
BUCHMM Tae R
Hi FREEF_1 stEFAr | eadCommandS
264 uSts Commu| - endRequest

8 PROGRAMMING

]
J
]
]
]
]
]
]

M_FX5_EIP UCMMOriginator WriteTagData 00A 1

B:ibEN

DUT: i_stModule

UW: i u2TargetAddress

S:i_snTaghame

u

H

i_uDataType

UW: i uWriteData

UW: i uRPI

UW: i_uTrigger

UW: i uRequestNo

£bi_unPathSegment
pbo_u2CIPResponseCode
pbo_udRequestCompleteCount

(M+FX5-
EIP_UGMMOriginator |

bRun_Send UMM _TagWrite

0bENO B

0 bOK B

BOK_SendUCMM_Taglirite

BNG_SendUCM_TasWrite

o bErr B

o_uErrld :UW|

K
o_uStatusld uw-li

nGEtErmr
(Code, TagWr

ite

i

r\GetStatu
Er’r’anndE
Taeiirite |
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KO

FXBEIP_1 stEPAreatid striMessage

Cormrm
[2].unSet Request PathSezment D




M_FX5_EIP_UGMMOriginator_ReadTagData 00A1  (M+FX5-
EIP_UGMMOriginator |
ReadTagData 00A)

(1467)

BUCKIM Tae R

G FREEF_1 stEPAr | sadCommands bRun SendUCMM_TagRead
=u a6 uSts Commu|  endRequest
nicationStart D b————BibEn o bENG B

bOK_SendUChM_TaeRead

F><5E1P 1
DUT: i stModule o bOK B

unSetPAddr BNG_SendUCK_TagRead

ess 1uw i u2TargetAddress o bErr B
. r\GEtErmr
Tae002" Code. TagFlE
| §:i_snTagName o_uErrld :UW
nGetStatu
HoC4 sErerDde
| UW: i_uDataType o_uStatusld UW|{ TasResd |
nGEtREspE
nselata F\'E
| UW. i uDataSize o_uDstaType :UW|{ 2dTaeType |
unGetRespo
HocB nseDataSiz
| UW: i uRPI o uDataSize (UW|| = TazRead |
UnGistUCK
I Taz Read
| UW: i uTrigger 0_uReadData (UW{Response - |

unSEtRequas
tND Read |l i uRequesto

pbi unPathSegment
pbo_u2CIPResponseCode
pbo_udRequestCompleteCount

(2000}

fEND T
[END

(0) Set the request number and destination IP address for UCMM tag communications, and start EtherNet/IP communications.

(26) Specify "0" (Disabled) for the Path Segment data used in the module function block.

(40) By turning on M100, "M+FX5-EIP_UCMMOriginator_WriteTagData" is executed and a write request is sent to the server side.
When M120 is on, 10 words of data stored in D1000 or later is written to Tag001 on the server side.

(1453)Specify "0" (Disabled) for the Path Segment data used in the module function block.

(1467)By turning on M101, "M+FX5-EIP_UCMMOriginator_ReadTagData" is executed and a Read request is sent to the server side.
When M121 is on, the server-side response result is stored in D2000 or later according to the response data size stored in D3204.

Pointp

» Ensure that the request number to be set is not the same as the connection number used for Class3
communications or the request number used for other UCMM communications, Class1 communications,
and Class3 communications.

» When sending a request to a device that does not require the Path Segment setting, such as the FX5-EIP,
the settings must be configured as shown in the 1453rd step of the program example. (=~ Page 248
Message communication request/response area)
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Server-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UNG35.F
FXS5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
FX5EIP_1.stEIPArea64.stnArealnputDataArea64[unReadWrite_ | Input data area U1N1\G16944 to
ConnectionNo].unlnputData UN\G63151
FX5EIP_1.stEIPArea64.stnAreaOutputDataArea64[unReadWrite | Output/message communication (server) U1N\G63152 to
_ConnectionNo].unOutputData data area UN\G109359
FXS5EIP_1.stEIPArea64.unVal_InputDataSize_Connection_D[un | Input data size U1N\G304 to UN1\G367
ReadWrite_ConnectionNo]
FX5EIP_1.stEIPArea64.unVal_OutputDataSize_Connection_D[u | Output/message communication (server) U1\G432 to U1\G495
nReadWrite_ConnectionNo] data size
Label to be Define global labels as shown below.
deﬁned Label Mame Data Type Class Aszign (DeviceLabel)
1 bReadSTOP IE_ll ... |WARGLOBAL - P11
2 bibrite STOF Bit ... |WARGLOBAL - 112
3 unfeadWite Connectionhlo Word [Signed] ... |WARGLOBAL « |D300
4 unSetTag WriteDsta Word [Unsigned]/Bit String [16-hit](0.721) ... |WARGLOBAL ~ |D1000
5 un Ge tTag ResdData Word [Unsigne d]/Bit String [16-hit](D.721) ... |WARGLOBAL ~ |D2000
Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the
following.
L] MELSEC iQ-F FX5 User's Manual (Application)
FRSEP 1bSts
_Communicati H10 FHEEP_1 stEPAreafd uSet Go
fo)| orResdrD ‘ ROk mmunicationStart D
T
H1 FXSEP_1.stEPAr | bReadSTOR ‘ H1 unReadirite Connectionhlo
i9)| =y eafid usts_Commul MO

nicationStart D {

Gil FREEF 1 <tEFAr | bWriteSTOR
t52)] =u 284 uSts Commu
nicationStart D 1

| BMOV

FREEP_1 stEPAreafd stnAreaOutputDatad

reat
[unReadiirite_ Connectionio] LrOutputData

UnGetToe ReadData

FXSEF_1 stEFPAreatd Lmval O
utputDataSize Gonnection D
[unReadvirite Connectiontio]

HZ2

unReadirite Connectionhlo

(115}

| BMOW

UnSstTag WriteData

FREEP_1 stEPAreafd stnfreaOutputDatad  FXGER_1 stEPAreatd unal O

readd
[unReadiirite ConnectionMolunOutputData [unReadiirite Connectiorio]

utputDataSize Gonnection D

END ]
{EMD

(0) Start EtherNet/IP communications.
(9) Specify the connection number set for the tag with which to read the current value, and copy the data set for the specified tag to D2000.
(62) Specify the connection number set for the tag with which to update the current value, and update the data set for the specified tag to the data set in

D1000.
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8.5 Class3 Instance Communications Communication
Example

This section describes examples of executing Class3 instance communications between FX5-EIP modules.

System configuration

The following system configuration is used to explain communication examples of Class3 instance communications.
"Maximum Number of Connections Setting" of each FX5-EIP is assumed to be set to 64.

Client Server
192.168.4.10 192.168.4.11

Request command

HMRequest command

« Service: 01H (Get_Attributes_All)
« Class: 01H (ldentity object)

« Attribute: 00H

* Instance: 01H

Parameter settings

Use the engineering tool to set the parameters.

Point}3

In the program examples, default values are used for settings other than parameters shown in the setting
procedure. For the parameters, refer to the following.
(==~ Page 89 PARAMETER SETTINGS
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Connect the engineering tool to the client-side CPU module and set the parameters.

1. Set the CPU module as follows.
O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

| Item Setting

= Own Node Settines
@ IP Address Setting

TP Address 192 168, 4. 10
Subnet Mask 255 955 255 . 0

Default Gateway .
Communication Data Gode Binary
o Opening Method Do Mot Open by Program

IP address: 192.168.4.10
Subnet mask: 255.255.255.0

2. Click the [Apply] button.

3. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration”.
O [Navigation window] = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module

Extended Parameter)]

4. From "Module List", add "FX5-EIP" to the list of EtherNet/IP devices.

EtherMet/IP Configuration  Edit  View Toel Help Closewith Discarding the Setting  Close with Reflecting the Setting

Detect How Module List
A Mo | Model Name Device Name IP Address | Reserved Node | Comnection Setting | Module Configuration Setting zed Slats Eiterteigh ey coll=ronsl)
(= EtherNet/IP Device (MITSUBISHI ELEGTRIG)
Qo Hode 192,168 4.10 <Detailed Settine> = Gommunications Adapter
Y o [™| 1 |peep 192168411 | No Settine <Detailed Setting> ]
B8 RJ7IGN-EIF(T+E) i
B8 RJ7IGN-EIF(T+E) 21
B8 RJ7TIGN1I-EIPCT+E)

192.168.4.10 192.168.4.11

=

Onn Hode

Total Humber [Vendor]

of /Nﬁdes MITSUBISHI ELEGTRIG

1754 FX5-EIP [Product Typel
Communications fidapter

[Model]

If "FX5-EIP" is not shown in the "Module List", it is necessary to add the EDS file.
For adding the EDS file, refer to the following.
[~ Page 122 Adding/deleting the EDS file
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5. Double-click <Detailed Setting> in the "Connection Setting" column and set the connection of the originator.

Connection Information  Mumber of Gonnections: 1/64 PPS: 0

Connection List Connection Detailed Setting
Module Order  Connection Detail List  PPS List Setting Value Unit
Connectio Connection (Classd hetance Communications) =
-] Owun Mode
EE Tareet Connection Mo. oot -
< Tae Communication Method Ihstance Communications -
E Originator TR _
[=-{m] Fr5-EIP(192.168.4.11) =
P Service 1 =
Data Size ] bytes
Large_Forward Open Uze Automatically =
Trigger Type Ciyelic -
RPI 200000 us
Timeout Multiplier wd =
Clazs ID 1 -
Ihstance ID 1 -
Attribute ID 0 -

Add Connection Delete Connection Restare the Default Settings

€4 Errord | i Warningd | @) Informatiore0

(0] 4 Cancel Bpply

» When adding a connection, select [Connection (Class3 Instance Communications)].
« Service: 1

* Class ID: 1

* Instance ID: 1

Click the [Apply] button.
Click the [OK] button to close the connection settings.
Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.

6.
7.
8.
9. Write the set parameters to the originator-side CPU module. Then reset the CPU module or power off and on the system.
O [Online] = [Write to PLC]
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FX5-EIP (server) settings

Connect the engineering tool to the server-side CPU module and set the parameters.
1. Setthe IP address.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

= Own Node Settines
@ IP Address Setting
IP Address 192 168 . 4. 11
Subnet Mask 255 255 256 . 0

Default Gateway .
o Gammunication Data Gode Einary
o Opening Method Do Mot Open by Program

IP address: 192.168.4.11
Subnet mask: 255.255.255.0

2. Set "EtherNet/IP Auto-start Setting" to "Start".

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

r fem [ s |
[ EtherMet/IP Auto-start Setting
. EtherNet AP Auta—start Sciting Etart i
Point}3

When this item is not set, follow the same steps as the client-side program to set the EtherNet/IP
communication start request to H10.
=~ Page 163 Client-side program

3. Click the [Apply] button.

4. Write the set parameters to the server-side CPU module. Then reset the CPU module or power off and on the system.
O [Online] = [Write to PLC]

Point}3

For Class3 instance communications, parameter settings in "EtherNet/IP Configuration" are not required.

162 8 PROGRAMMING
8.5 Class3 Instance Communications Communication Example



Program example

The Class3 instance communications program is executed by changing the CPU module from STOP to RUN.
The following example shows a program to execute Class3 instance communications by turning on the Class3 command sent
request in the program.

When the program is executed, the following request commands are sent to the server side.

Item Data to be specified | Description

Service code 01H Get_Attributes_All (Acquires all attributes of the instances specified by Class ID and Instance ID.)
Class ID 01H Specifies the Identity object.

Instance ID 01H —

Attribute ID 00H Due to the "Get_Attributes_All" command, no specific Attribute ID is specified.

Request data None Specifies the request data size as 0.

Point ;>

A server-side program is not required.

Client-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D | EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
Label to be Define global labels as shown below.
dEﬁnEd Label Mame Data Type Class Assign (Device /Label)
1 bClass: Message Commands endReBit AR GLOBAL - 100
2 bRun SendClass3 Message Eit .. |YWARGLOBAL - M110
3 bOK SendClazs3 Mezsage Bit ... |VARGLOBAL - |M120
4 bMG SendClass? Message Eit AR GLOBAL - M1 20
3 unSetllass? MessageRequestDat{Word [Unsigned] /Bit String [16-bit](0.706) .. |YWARGLOBAL - |D1000
[ un Getllazs3 Messape Response D4 Waord [Un sign e d] /Bit String [16-bit](0_706] .. |VARGLOBAL ~» [D2000
7 unSetRequestio Word [Unsigned] /Bit String [1 6-bit] AR GLOBAL ~ |D2000
2 unGetErrorCode Word [Unsigned] /Bit String [1 6-bit] .. |YWARGLOBAL - |D3001
a unGetS tatusErrarCads Word [Un sign e d] /Bit String [16-bit] .. |VARGLOBAL ~» [Da002
10  unGetResponseDataSize Word [Unsigned] /Bit String [1 6-bit] AR GLOBAL ~ D200}

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the
following.

L] MELSEC iQ-F FX5 User's Manual (Application)

For the response data storage location, refer to the manuals of the server EtherNet/IP device and secure the sufficient data size.

FBs to be used

* M+FX5-EIP_Class30riginator_MessageSend
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FYSEP_1 bSts_
Gommunication A unSetRenuestio
| RearDP Moy
I
HIO FREEF_1 StEFAr
Moy 2364 USet Cormmmu
nicationStart D
M_FX5_EIP_Class30riginator MessageSend 00A1  (M+FX5—
3 EIP_Glass3Originator_
M d
bGlass3 Messa
HT FXEEF_1 stEPAr | e=CommandSe BRuA '\f:smsuac;:sss
=u ea64 uSts Commu|  ndRequest
nicationStart D |7B ibEN obENG B Oi
BOK_SemdClass3_
FXSEIP_] Messazz
DUT: i_stModule 0 bOK B Oi
BING SendCass3
umSEtCIassE i
MessageREq
| usstDsta ] UW: i uRequestData obErr B 07
nSElErer
UW: i_uRPI o_uErrld {UW|
unSEtRequE un@etsmtus—‘
UW: i_uRequestNo o uStatusld :uW| | Errorbede |
UmGietClased_
MestazsResp
o_uResponseData :\UW|| onceData |
mGEtRaspD
o_uResponseSize -UW| SEDE‘GS‘ZE
pbo_u2CIPResponseCode
pbo_udRequestCompleteCournt
(1408)
[END ]

(0) Set the request number for Class3 message communications, and start EtherNet/IP communications.
(13) By turning on M100, "M+FX5-EIP_Class3Originator_MessageSend" is executed and the request data is sent to the server side.

When M120 is on, the response result from the server side is stored in D2000 or later. (Half of the response data size stored in D3003 (bytes) are stored
(rounded up).)

If the response data size is an odd number, only the lower 1 byte of the end device is stored.

Point}3

Ensure that the request number to be set is not the same as the request number used for other UCMM
communications, Class1 communications, and Class3 communications.
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8.6 Class3 Tag Communications Communication
Example

This section describes examples of executing Class3 tag communications between FX5-EIP modules.

System configuration

The following system configuration is used to explain communication examples of Class3 tag communications.
"Maximum Number of Connections Setting" of each FX5-EIP is assumed to be set to 64.

Write request

Client I Server
192.168.5.10 192.168.5.11
] ]
™ [
nlg nlg
[§m) [§)m)

Read request

HWWrite request

* Tag name: Tag001

* Tag type: INT

« Size: 10 + Request data (10 words)
HRead request

» Tag name: Tag002

» Tag type: DINT

« Size: 10

Communication description

When the communication example for Class3 tag communications is executed, the following operation is performed.

Client-side operation

HEWrite request to tags
By executing a Class3 tag communication Write request, the device area data stored in D1000 or later is written to the Tag001
tag on the server side according to the requested size. 1

*1 If the requested data type is INT (O0C3H), request data consisting of the request data size x 1 word (10 words in the program example)
is sent.
If the requested data type is DINT (00C4H), request data consisting of the request data size x 2 words is sent.

HTag read request

By executing a Class3 tag communication Read request, the data set to the Tag002 tag on the server side is read according
to the requested size. From the read data, the amount according to the read data size (size stored in D3204) is stored in
D2000 or later.

(Regardless of the tag data type of the external device, the received read data size is stored in units of words.)

In addition, the size of the data read from the tag of the external device depends on the external device tag data type. 1

*1 If the external device tag data type is INT (O0C3H), the read request data size x 1 word is read.
If the external device tag data type is DINT (00C4H), the read request data size x 2 word is read.

Server-side operation

The current values of the tag data set in Tag001 and Tag002 are read and the current values are updated.

During server-side operation, both read and write requests from the client side for the tag can be accepted.
However, if the data is updated due to a write request while the current value is being read, or if the data having its current
value updated is read due to a read request, it may result in a data inconsistency.
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Parameter settings

Use the engineering tool to set the parameters.

©

In the program examples, default values are used for settings other than parameters shown in the setting
procedure. For the parameters, refer to the following.
[~ Page 89 PARAMETER SETTINGS

Connect the engineering tool to the client-side CPU module and set the parameters.
1. Set the CPU module as follows.
O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

| Item Setting

=] Own Node Settines
IP Address Setting
IP Address 192 168 . 5. 10
Subnet Mask 285 255 285 . 0

Default Gateway .
Communication Data Gode Binary
------- Opening Method Do Mot Open by Program

IP address: 192.168.5.10
Subnet mask: 255.255.255.0

2. Click the [Apply] button.
3. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration".

O [Navigation window] = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module
Extended Parameter)]

4. From "Module List", add "FX5-EIP" to the list of EtherNet/IP devices.

" EtherNet/IP Configuration (Mounting position No.: 1[UT])

EtherNet/IP Configuration  Edit View Tool Help Closewith Discarding the Setting  Close with Reflecting the Setting

Detect Now Module List
a o Model Nams Bositem Meme IP Address Ressrved Node ey St it Gt St Used Slots EtherNst/IP Device (General)
1 EtherNet/IP Device (MITSUBISHI ELEGTRIC)
L G Hode 192 168510 Detailed Setting> £ Gommunications Adapter
Y |[m| 1 [peer 1921885.11  |No Setting (Detailed Setting>

B8 RJFIGNTI-EIP(T+E}

B8 RJFIGNTI-EIP(T+E}
B RJ7IGN1I-EIP(T+E)

192168510 192168511

= =

Own Node
Tatal Number [Vendor]
of Jades MITSUETHI ELECTRIZ
FE-EIP [Product Typel
(Gommunications Adapter
J— [Modell
(N
é/

If "FX5-EIP" is not shown in the "Module List", it is necessary to add the EDS file.
For adding the EDS file, refer to the following.
[~ Page 122 Adding/deleting the EDS file
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5. Double-click <Detailed Setting> in the "Connection Setting" column and set the tags for connection number 1 and
connection number 2.
 Tag setting (Connection number 1)

Connection Information  Mumber of Gonnections: 2/64 PP 0

Connection List Connection Detailed Setting
Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Unit
Connection Mame Caonnection (Classd Tag Communications) -

(=11 Owun Mode
EE Target Connection No. oo =

4 Tag Port Mot Used -
&g Originater Link Address 0 -
[=-/m] FX5-EIP(192.1685.11) — —
= (001) Communication Method Tae Communications =

Comment -
Service Fead -
Data Type INT =
Tag Mame Tae001 =
Tag Mame Size i Characters
Size 1
Trigger Type Application Trigeer
RPI 200000

Timeout Multiplier wd

Add Connection Delete Connection Restare the Default Settings

€4 Errord | i Warningd | @) Informatiore0

(0] 4 Cancel Bpply

» When adding a connection, select "Tag" and [Connections (Class3 Tag Communications)].
« Service: Write

« Data type: INT (1 word)

» Tag name: Tag001

« Size: 10
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+ Tag setting (Connection number 2)

Connection Information  Mumber of Gonnections: 2/64 PP 0

Connection List Connection Detailed Setting

Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Lnit

-] Owun Mode

Add Connection

Connection Mame

Caonnection (Classd Tag Communications)

Connection Mo.

no2

Part

Mot Used

Link. Address

0

Communication Method

Tag Communications

Comment -
Service Fead -
Data Type DIMT =
Tag Mame Tag002 =
Tag Mame Size i Characters
Size 1 -

Trigger Type

Spplication Trigeer

RPI

200000

uz

Timeout Multiplier

wd

Restare the Default Settings

€4 Errord | i Warningd | @) Informatiore0

Ok Cancel

Apply

6.
7.
8.
9.
O

168

» When adding a connection, select "Tag" and [Connections (Class3 Tag Communications)].

* Service: Read

« Data type: DINT (2 word)
» Tag name: Tag002

* Size: 10

Click the [Apply] button.
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Click the [OK] button to close the connection settings.
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Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration" window.

Write the set parameters to the client-side CPU module. Then reset the CPU module or power off and on the system.
[Online] = [Write to PLC]




Connect the engineering tool to the server-side CPU module and set the parameters.
1. Set the CPU module as follows.
O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

| Item Setting

= Own Node Settines
@ IP Address Setting
IP Address 192 168, 5. 11
Subnet Mask 255 955 255 . 0

Default Gateway .
Communication Data Gode Binary
Opening Method Do Mot Open by Program

IP address: 192.168.5.11
Subnet mask: 255.255.255.0

2. Click the [Apply] button.
3. Set the EtherNet/IP communication parameters in "EtherNet/IP Configuration".

O [Navigation window] = [Parameter] = [Module Information] = [FX5-EIP] = [EtherNet/IP Configuration (Module
Extended Parameter)]

4. Double-click <Detailed Setting> in the "Connection Setting" column and set the tags for connection number 1 and
connection number 2.
 Tag setting (Connection number 1)

Connection Information  Mumber of Gonnections: 2/64 PP 0

Connection List Connection Detailed Setting
Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Unit

im0 O Node Connection Mame Caonnection (Class3/UCMM Tag) =
Connection Mo. oot -
Comment -
Data Type INT =
Tag Mame Tae001 =
Tag Mame Size i Characters

Size

Add Connection Delete Connection Restare the Default Settings

€4 Errord | i Warningd | @) Informatiore0

(0] 4 Cancel Bpply

* When adding a connection, select "Tag" and [Connection (Class3/UCMM Tag)].
* Tag data type: INT (1 word)

» Tag name: Tag001

« Size: 10
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* Tag setting (Connection number 2)

Connection Information  Mumber of Gonnections: 2/64 PP 0

Connection List Connection Detailed Setting
Module Crder  Gaonnection Detail List  PPS List Ttem Setting Walue Unit

=-m1 Onm Hode ( Caonnection (Class3/UCMM Tag) =
Connection Mo. no2 -
Comment -
Data Type DIMT =
Tag Mame Tag002 =
Tag Mame Size i Characters
Size 1 -

Add Connection Delete Connection Restare the Default Settings

€4 Errord | i Warningd | @) Informatiore0

(0] 4 Cancel Bpply

» When adding a connection, select "Tag" and [Connection (Class3/UCMM Tag)].
* Tag data type: DINT (2 word)

» Tag name: Tag002

* Size: 10

Click the [Apply] button.
Click the [OK] button to close the connection settings.
Select [Close with Reflecting the Setting] and close the "EtherNet/IP Configuration” window.

5.
6.
7.
8. Write the set parameters to the server-side CPU module. Then reset the CPU module or power off and on the system.
O [Online] = [Write to PLC]
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Program example

The Class3 tag communications program is executed by changing the CPU module from STOP to RUN.

Client-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273

Label to be Define global labels as shown below.
deﬁned Label Mame Data Type Class Assign (De vice /Label)

1 bClass3 _Tag Write CommandSendRyBit . |WAR GLOBAL w |1 00

? bClass3 Tag ReadCommands endRyEit WAR GLOBAL ~ [Wi1 01

E bRun_SendClass? TagWrite Eit ... |wARGLOBAL - [Mi10

4 bOK _SendClas=z3 _Tagrite Bit . |WAR GLOBAL w |M120

5 bG5S endClass? TagWrite Eit WAR GLOBAL o

13 bRun SendClass? TagRead Eit ... |wARGLOBAL - [m111

7 bOK _SendClas=z3 _TagRead Bit . |WAR GLOBAL - W11

8 bMG_S endClass? TagRead Eit WAR GLOBAL - W12

a unSetClass3 Tag WriteRequestDal Word [Unsigned] /Bit String [16-bit](0.706) . |wARGLOBAL ~ [D1000

10 unGetClass3 _Tag ReadResponseD{ Waord [Unsigned] /Bit String [16-bit](0.706) . |wAR GLOBAL « |D2000

11 unsetReque stio Write Word [Unzigned] /Bt S trine [1 6-bit] WAR GLOBAL ~ [D2100

12 unGetErrorCode TagWrite ‘Word [Unsigned] /Bit String [16-bit] ... |wARGLOBAL ~ [D3101

1% |unGetStatusErrorDode TagWrite |Word [Unsigned] 7Bit 5 tring [16-bit] . |waRGLOBAL + [D3102

14  |unSetRequestMo Read Word [Unzigned] /Bt S trine [1 6-bit] WAR GLOBAL ~ [D3200

15 unGetErrorCode TegRead ‘Word [Unsigned] /Bit String [16-bit] ... |wARGLOBAL ~ [D3201

16 |unGetStatusErrorDode TagRead |Word [Unsigned] /Bit 5 tring [16-bit] . |waRGLOBAL + [D3202

17 uniGetResponseDataSize TagRead) Word [Unsien=dl /Eit 5 trine [16-bit] WAR GLOBAL « [D3204

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the

following.
L] MELSEC iQ-F FX5 User's Manual (Application)

FBs to be used

* M+FX5-EIP_Class3Originator_WriteTagData
* M+FX5-EIP_Class3Originator_ReadTagData

FYSEP_1 bSts.
Communication
—

g

(17

M_FX5 EIP_Class3Originator_WriteTagData 00A_1

(MH+FX5—
EIP_Glass3Originator_
WriteT: 00A)

bClass2 Tae titi

Hi FXG5EF_1 stEFPAr | t=CommandSen
ea6d uSts Gommu|  dRequest
nicationStart D }7 B ibEN

FXEE]F' 1
DUT: i_stModule

3 _riteRe

unSetClassd,
7
ugstData

UW: i uWriteData

L

—

unSetReuue
lND _Write

i
]

UW: i uRequestNo

pbo_u2CIPResponseCode
pbo_udRequestCompleteCount

Gil UnSetRequestho_
MOV Wit

HZ UnSetRequesto_
MOV

HIO FREEF_1 StEFAr
QY 564 uSet Commu

nistiordtart.D

bRuN SendClass3_
Tasiirite

rite

0 bENQ B
bOK Serulneed,
0 bOK B
BMG; SendClassd_
Tagllirite
abErr B

Oi

T;

O_

umGEtErrnrOu—|
o uErrld :Uw| J=-Tavirite |

LGt StatusE
rrorCode_Tag
o_uStatusld :UW| write |
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M_FX5_EIF Class30riginator_ReadTagData 00A 1  (M+FX5-
(1158) EIP_Class30riginator_
ReadTagData 00A)

bClass3_Tae Re

H1 FXEEP_1 stEPAr | adCommandSen bRunfSaZadECa);assar
=u =364 uSts Commu|  dRequest
nicatianStart 0 B BibeN _bENO B {—

BOK SendClass3_
TasRead
[ FXSEP_1 l e
| DUT: i stModule 060K -5 O
B SendClasss.
[ ‘o TagRead
i UW: L uRPI obErr 8 I
FnSetReaues nGetEerrCD
| ™ok Liw i uRequestio o_uErid UWH 9 TagRE“‘
nGetStatust
rrerCode Tas
o uStatusld UW i

nGEtC\assE
Tae | RaadREs
o uReadData UN| pons=Dsta |

mGEtREspDn
seDataSize, T
o_uDataSize UWH{ aeRead |

pbo_u2GIPResponseGode
pbo_ucRequestCompleteGount

(2357)

[eD ]

(0) Set the request number for Class3 tag communications, and start EtherNet/IP communications.
(17) By turning on M100, "M+FX5-EIP_Class3Originator_WriteTagData" is executed and a Write request is sent to the server side.

When M120 is on, the set size of data stored in D1000 or later is written to Tag001 on the server side as the parameters for Class3 communications.
(1158)By turning on M101, "M+FX5-EIP_Class3Originator_ReadTagData" is executed and a Read request is sent to the server side.

When M121 is on, the server-side response result is stored in D2000 or later according to the response data size stored in D3204.

Point}”

Ensure that the request number to be set is not the same as the request number used for other UCMM
communications, Class1 communications, and Class3 communications.
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Server-side program

Classification | Label name Description Device
Module label FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
FX5EIP_1.stEIPArea64.unVal_InputDataSize_Connection_D[un | Input data size U1\G304 to UN1\G367
ReadWrite_ConnectionNo]
FX5EIP_1.stEIPArea64.unVal_OutputDataSize_Connection_D[u | Output/message communication (server) U1\G432 to U1\G495
nReadWrite_ConnectionNo] data size
FX5EIP_1.stEIPArea64.stnArealnputDataArea64[unReadWrite_ | Input data area U1\G16944 to
ConnectionNo].unlnputData U1N1\G63151
FX5EIP_1.stEIPArea64.stnAreaOutputDataArea64[unReadWrite | Output/message communication (server) U1\G63152 to
_ConnectionNo].unOutputData data area U1\G109359
Label to be Define global labels as shown below.
deﬁned Label Mame k: Data Type Class Assign (Device /Label)
1 bRead3TOF Bit ... |WARGLOBAL - W11
2 bWrite STOP Bit ... |WARGLOBAL - (M2
3 unReadWrite Sonnectionho 'Word [Signed] ... |WARGLOBAL » (D300
4 unSeiTsg Write Data Word [Unsigned] /Bit String [16-bit](0.721) ... |WARGLOBAL « 01000
5 unGetTsg ReadData "Word [Unsigned] /Bit String [16-bit](0.721) ... |WARGLOBAL » (02000

Conversion is not possible with the default latch range depending on the CPU module. In such a case, change the latch range of the data
register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the
following.

L1 MELSEC iQ-F FX5 User's Manual (Application)

FXSEIF_] bSts_
Corerunication HIO FYEEF_| stEPArea84 uSet Do
() ReasyD Mo mmunicationStart D
T
H FXEEP_1 stEPAr "REESSTO Hi LrReadWr ite_Connectionbo
)] ea6d LSts_ Gormmu MOV
nicationStart D
FX5EP_1 StEIFAreatd stnArsaCutputDatad UnGetTag Readlata FRXEEF_1 stEFPAreatd unval O
BV reabd utputDataSize Cornection D
[urReadirite ConnectionMo] unOutputData [urReadWirite Conmectionhic]
]l FXBEF 1 stEPAr hwm;sm HZ UrReadwr ite Connectionto
(62) =) a4 uSts Commul MOV
nicationStart | f
UrSetTag WriteData FXGEF_1 StEF Areatd stnfreaOutputDatad  FAGEF_1 StEFAreatd unval O
BMOV rea utputDataSize Cornection I
[LnReadiirite_Gomnectionhal unOutputData [unResdWrite Sonnectionhial
1)
ED 1
. 4

(0) Start EtherNet/IP communications.

(9) Specify the connection number set for the tag with which to read the current value, and copy the data set for the specified tag to D2000.

(62) Specify the connection number set for the tag with which to update the current value, and update the data set for the specified tag to the data set in
D1000.
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8.7 Program Example of PING Test

This section provides a program example of PING tests.

System configuration

The following system configuration is used to explain the program example of PING test.
"Maximum Number of Connections Setting" of each FX5-EIP is assumed to be set to 64.

Server EtherNet/IP device
192.168.0.5 192.168.0.2

(1) Echo request
(2) Echo response

Communication description

The PING test is performed by transmitting an echo request from the FX5-EIP to the EtherNet/IP device and checking the

reception of the echo response from the EtherNet/IP device.
For the PING test, the buffer memory of the FX5-EIP is used to operate the program.
The following table lists the buffer memory used by the PING test.

Address Item Reference

Un\G240 PING test request area Communication time check I~ Page 236 PING test request area
Un\G241 Transmission count

Un\G242 to Un\G243 IP Address

Un\G244 PING test response area Total packet transmission count ==~ Page 236 PING test response area
Un\G245 Receive count

Un\G246 Loss count

Un\G247 to Un\G256 Error code
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Parameter settings

Connect the engineering tool to the CPU module and set the parameters.

1. Setthe IP address.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Module Parameter] = [Basic Settings]

Setting Item

| Item Setting

=] Own Node Settines
IP Address Setting
IP Address 192 168 . 0. &
Subnet Mask 285 255 285 . 0
Default Gateway

Communication Data Gode Binary
[ Opening Method Do Mot Open by Program

IP address: 192.168.0.5
Subnet mask: 255.255.255.0

2. Click the [Apply] button.

. rite the set parameters to the module. Then reset the module or power off and on the system.
3. Write th the CPU module. Th he CPU modul ff and h t
7O [Online] = [Write to PLC]

Point}3

In the program examples, default values are used for settings other than parameters shown in the procedure
above. For the parameters, refer to the following.
[~ Page 89 PARAMETER SETTINGS
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Program example

The following example shows a program to execute the PING test by turning on the PING test request command.

Classification | Label name Description Device
Module label FX5EIP_1.bSts_PingTestComplete_D PING test completion UN\G35.2
FX5EIP_1.bSts_CommunicationReady_D Communication Ready UN\G35.F
FX5EIP_1.bSet_PingTestRequest_D PING test execution request UN\G37.2
FX5EIP_1.stEIPArea64.uSet_PingTestRequest_CommunicationTimeCheck_D | PING test request area communication UN\G240
time check
FX5EIP_1.stEIPArea64.uSet_PingTestRequest_TransmissionsCount_D PING test request area transmission count | U1\G241
FX5EIP_1.stEIPArea64.unSet_PingTestRequest_IPAddress_D[0] PING test request area IP Address UN\G242
FX5EIP_1.stEIPArea64.unSet_PingTestRequest_IPAddress_D[1] PING test request area IP Address UN\G243
FX5EIP_1.stEIPArea64.unArea_PingTestReceiveResulteArea_D[0] PING test response result area total U1N1\G244
packet transmission count
FX5EIP_1.stEIPArea64.unArea_PingTestReceiveResulteArea_D[1] PING test response result area receive UN\G245
count
FX5EIP_1.stEIPArea64.unArea_PingTestReceiveResulteArea_D[2] PING test response result area loss count | U1\G246
FX5EIP_1.stEIPArea64.unArea_PingTestReceiveResulteArea_D[unPINGtestE | PING test response result area error code | U1\G247 to
rrorCodeCheck] UN\G256
FX5EIP_1.stEIPArea64.uSet_CommunicationStart_D EtherNet/IP communication start request UNG272
FX5EIP_1.stEIPArea64.uSts_CommunicationStart_D EtherNet/IP communication start status UNG273
Label to be Define global labels as shown below.
defined Label Mame Data Type Class Assign (Device fLabel)
1 bPingCommandRequest Bit ... |wARGLOBAL - M0
2 unPIMNGte stresultResult Word [Un signed] /Bit S tring [16-bit] (0.2) . VAR GLOEAL ~ |C2000
3 unPIMNGte stErrorCodeChe ok ‘Ward [Un siened] /Bit String [16-bit] VAR GLOBAL w 03003
4 unPIMGte stresutErrorCode Word [Un signed] /Bit S tring [1 6-bit] ... |wARGLOBAL « |D3004
5 bPingTesterror |E|t . |VARGLOBAL - |FO

Conversion is not possible with the default latch range depending on the CPU module

. In such a case, change the latch range of the data

register (D) or define the class of the label assigned with the data register (D) as VAR_GLOVAL_RETAIN. For the latch setting, refer to the

following.
L1 MELSEC iQ-F FX5 User's Manual (Application)

FXEEF_1bSts

_Communicati

(o) onReady D
I

H10 FHEEP_1 stEPArestd us

A

FHEEIP_1h5

bPingCormman Hi
(o) dReguest =y
— . 1t

FXEEP_1 stEPAreafd uSts Co | et PingTestR

mmunicationStart 0 equest 0

et_CommunicationStart D

K5
rOWF

FXEEF_1 stEPAreabd LS
et PineTestRequest_Com
runicationT imeCheck D

K5
rOWF

FXEEF_1 stEPAreabd LS
et PineTestRequest_Trans
miszionsCount 0

Hz
rOWF

FXBEF_1 stEPAreaéd un
Zet PineTestRequest_IPA
ddress D(0]

HOGOO1
rOWF

EEEE

FXBEF_1 stEPAreaéd un
Zet PineTestRequest_IPA
ddress D[1]

SET
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FHEEP_1 stEPAres6d undrea_
O PingTBstHeDe[im]aHesuItArea_D
1

unPIMNGtestresultResult
[0]

unPIMNGtestresultResult
[1]

(&
FHEEP_1 stEPAres6d undrea_
MADWE PingTBstHeDe[im]aHesuItArea_D
1
(&

FHEEP_1 stEPAres6d undrea_
O PingTBstHeDe[im]aHesuItArea_D
2

unPIMNGtestresultResult
[2]

FHEEP_1 stEPAres6d undrea_
MADWE PingTBstHeDe[im]aHesuItArea_D
0

unPIMNGtestErrorCodeChe
ck

k2
+U

unPIMNGtestErrorCodeChe
ck

FHEEP_1 stEPAres6d undrea_
MOWE  FPingTestRecelveResultArea D
[urPhGtestErrorCodeCheck]

urPIGtestresultErrorCod
e

urPINGtestresultErrorCode
U

FHEEF_1 stEPAreatd undrea_ HO
<& U PingTestReceiveResultirea D
[urPNGtestErrorCodeCheck]
urPNGtestresultResult[2] HO
U
HO

bPingTesterror

RST

bPingComman ZXPSIEE.I:;;%
47 dRequest Bmp\eteiD
— | N
(129

bFineCommandRequest

(0) Start EtherNet/IP communications.
(9) Specify the communication time check, the transmission count, and the IP address for the PING test, and then start the test.
(47) The PING test response result is stored. (Total number of packet transmissions — D3000, receive count — D3001, loss count — D3002, error code —

D3004)

If a timeout or an error occurs, turn on FO.

{END) |
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9 TROUBLESHOOTING

This chapter describes errors that may occur during communication between the FX5-EIP and other devices, and
troubleshooting for such errors.

9.1 Checking with LEDs

This section describes troubleshooting using the LEDs.

When the RUN LED turns off

When the RUN LED turns off after the FX5-EIP is powered on, check the following.

Check item Action

Is the FX5-EIP mounted correctly? If not, properly mount the FX5-EIP on the CPU module.

If the above actions do not solve the problem, perform the hardware test to check for FX5-EIP failure. (==~ Page 186
Hardware Test)

When the ERROR LED turns on or is flashing

When the ERROR LED turns on or is flashing, check the following.

Check item Action

Does any error occur in the module diagnostics? Take the actions displayed in the module diagnostics. (==~ Page 180 Module
diagnostics)

When the MS LED is flashing in green

When the MS LED is flashing in green, check the following.

Check item Action
Are the parameters set with "EtherNet/IP Configuration"? Set the parameters with "EtherNet/IP Configuration" if they have not been set.
Are the parameters written correctly? « Check if an error has occurred during writing to the programmable
controller.
* Re-write the parameters.

When the MS LED turns on in red or is flashing in red

When the MS LED turns on in red or is flashing in red, check the following.

Check item Action

Does any error occur in the module diagnostics? Take the actions displayed in the module diagnostics. (==~ Page 180 Module
diagnostics)
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When the NS LED is flashing in green

When the NS LED is flashing in green, check the following. "

Check item

Action

Are the values in the following buffer memory areas set normally?
« 'Cyclic communication status' (Un\G1328 to Un\G1351)
« 'Cyclic communication connection error status' (Un\G1392 to Un\G1903)

Take the action corresponding to the value of 'Cyclic communication
connection error status' (Un\G1392 to Un\G1903). (I=5~ Page 245 Cyclic
communication pause status (Un\G1368 to Un\G1375))

Is 'EtherNet/IP communication start status' (Un\G273) set to 1 (Operating)?

« Check that a value other than 0 (start request) is set for "EtherNet/IP
communication start request' (Un\G272).

« Write the module extension parameter if it is not written.

« Check that 'Cyclic communication pause specification' (Un\G1360 to
Un\G1367) is all set to 0 (no cyclic pause request).

*1
communications are performed.

When the NS LED is flashing in red

UCMM communications do not establish any connection. Therefore, the LED does not turn on in green when only UCMM

When the NS LED is flashing in red, check the following.

Check item

Action

Is the EtherNet/IP device connected correctly?

« Check whether the operating status of the EtherNet/IP device is normal.
(==~ Page 180 Module diagnostics)
« Check for errors in the line status.

« The line may be busy, so retry at a later time.

When the SD/RD LED does not turn on during data communication

When the SD/RD LED does not turn on during data communication, check the following.

Check item

Action

Is the ERROR LED on or flashing?

Take the actions displayed in the module diagnostics. (==~ Page 180 Module
diagnostics)

Is the Ethernet cable connected correctly?

« Connect the Ethernet cable again.

 Perform a PING test to check the line status. (=~ Page 185 PING test)

Are the parameter settings correct?

Correct the following details in "EtherNet/IP Configuration".
* Model and name of the connected EtherNet/IP device

« IP address of the connected EtherNet/IP device

* Version of the registered EDS file

Are there any errors in the program?

* Check that 'EtherNet/IP communication start request' (Un\G272) is on.
» Check and correct the data communication program.

If the above actions do not solve the problem, perform the hardware test to check for FX5-EIP failure. (==~ Page 186

Hardware Test)
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9.2 Checking the Module Status

The status of the FX5-EIP module can be checked by the following methods.
* Module diagnostics

+ Ethernet diagnostics

+ Checking the buffer memory

» Event history function

Module diagnostics

The following functions can be used in the "Module Diagnostics" window for the FX5-EIP.

Error Information Displays the details of the errors currently occurring.
Click the [Event History] button to check the history of errors that have occurred on the FX5-EIP and errors detected

for each module.

Module Information List Displays various status information of the FX5-EIP.

Check the details of the error currently occurring and action to eliminate the error.

O Access [Diagnostic] = [System Monitor], and double-click "FX5-EIP".

Module Diagnostics(Intelligent Module No. 01)

I FfW Version Booter F/W Version HW Version Execute Stop Manitoring
- 1000 [a -
Display Format of Error Code
() Decimal © Hexadecmal
Error Jump
Event History
Clear Eror
Detail
Detailed Information = = Failure Information
MPU type :0010
- - 1D for error notification part judgement
:500A
Cause Duplicate IP address was detected,
Corrective Action PFlease correct the IP address.
Create File... Closz
Status Major: An error such as hardware failure or memory failure. The module stops operating.

Moderate: An error such as parameter error, which affects module operation. The module stops operating.

Minor: An error such as communication failure. The module continues operating.

Detailed Information Displays detailed information about each error (maximum of three pieces).
Cause Displays the detailed error causes.
Action Displays the actions to eliminate the error causes.
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Module Information List
Switch to the [Module Information List] tab to check various status information of the FX5-EIP.

Module Diagnostics(Intelligent Module No. 01)

: Model Name Product No Supplementary Function
I:I Ethemet dizgnostics ~

FW Version Booter FfW Version H/W Version Euzcutz Stop Monitoring

-

1000 [a -

Display Format of Error Code
() Decimal © Hexadecmal

Eror Information  Module Information List

Item ‘Content
LED information (Moduls)
RUN On: Normal aperation
ERR. Off: Normal operation
LED information (Network)
MS On{Green): Communication possible
NS link J:Connection not establist
Individual information
Module Operation Mode  Online mode
1P address(1st ootet) 152
1P address(2nd octet) 168
TP address(3nd octet) 4
IP address(4th octet) 250
Mac address(istoc=t) 28
Mac address(2nd octet)  ES
Mac address(3rd octet)  BE
Mac address{4th octet)  TF
Mac address(Sthoctet) 5
Mac address(Sth octet) 5

Create File...

Item Description
Displays the status of the RUN LED and ERROR LED of the FX5-EIP.
Displays the status of the MS LED and NS LED of the FX5-EIP.

LED information (Module)

LED information (Communication)”!
Setting information " IP Address (1st Octet) Displays the IP address of the FX5-EIP.

IP Address (2nd Octet)

IP Address (3rd Octet)
IP Address (4th Octet)
MAC Address (1st Octet) Displays the MAC address of the FX5-EIP.

MAC Address (2nd Octet)
MAC Address (3rd Octet)
MAC Address (4th Octet)
MAC Address (5th Octet)
MAC Address (6th Octet)

*1  An undefined value is stored during hardware test.
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Checking the buffer memory

The buffer memory areas can be used to check for errors that have occurred in the FX5-EIP.

EtherNet/IP communication error

If an error occurs during cyclic communications, check the following.
[=5~ Page 183 Intelligent function module monitor
[=5~ Page 184 Device/buffer memory batch monitor

Module error

If an error occurs in the FX5-EIP, check the following buffer memory addresses.

Buffer memory address | Buffer memory name Description

Un\G29 Latest error code Stores the latest error code.

Un\G158 Initial status This address allows checking whether the initialization is normally
completed.

For the stored error code, refer to [~ Page 217 List of Event Code.

Ethernet communication error

If an error occurs during general-purpose Ethernet communication, the error code will be stored in the following buffer
memory address.

Buffer memory address | Buffer memory name Description

Un\G108 to Un\G139 Error code Stores the error codes for each connection (1) to (32).

For the stored error code, refer to [~ Page 217 List of Event Code.

Event history function

This function collects errors from the FX5-EIP, and keeps them in the SD memory card, and data memory or battery backed
built-in RAM of the CPU module.
The event information collected by the CPU module can be displayed on GX Works3 to check the occurrence history in

chronological order.

Event type Classification Description

System Error An error detected by the self diagnostics in the FX5-EIP.

For the stored error code, refer to [==~ Page 217 List of Event Code.

Setting procedure

The event history function can be set from the event history setting window of GX Works3. For the setting procedure, refer to
the following.
1 MELSEC iQ-F FX5 User's Manual (Application)

Displaying event history

Access the menu of GX Works3. For details on the operating procedure and how to view the contents, refer to the following.
L1 GX Works3 Operating Manual
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9.3 Checking the Network Status

Use the following methods to check the EtherNet/IP network status.

* Intelligent function module monitor
* Device/buffer memory batch monitor
* PING test

Intelligent function module monitor

Use "intelligent function module monitor" of the engineering tool to check the update status of cyclic communication.

Operating procedure

1. Register the FX5-EIP in the intelligent function module monitor to display the following window (module information

selection).

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = Right-click = [Register to Intelligent Function

Module Monitor]

Module Information Selection

monitor.

Module List

1[U1] : FX5-EIP &
(Disable Registration)

Select a module and a monitor item category to register to the inteligent function module

Monitor Item Category List

EtherMet/IP{Communication status) A
EtherMet/IP(Class1: Connection 001-064)
EtherMet/IP(Class1: Connection 065-128)

oK Cancel

2. From "Monitor ltem Category List",

select the target item for monitoring, and click the [OK] button to display the intelligent

function module monitor. The following table lists the content of each item in "Monitor Item Category List".

Monitor Iltem Category List

Description

EtherNet/IP (Communication status)

Displays the EtherNet/IP communication status such as auto refresh status and EtherNet/IP communication
control.

EtherNet/IP (Class1: Connection 001-064)

Displays information such as cyclic communication input/output, communication status, and connection
information, for connection setting numbers 001 to 064.

EtherNet/IP (Class1: Connection 065-128)

Displays information such as cyclic communication input/output, communication status, and connection
information, for connection setting numbers 065 to 128.

Pointp

« For the Class1 connection information, monitor the information corresponding to the connection number

specified as Class1 in

"EtherNet/IP Configuration”.

» When information on a connection number that is not specified as Class1 is monitored, an undefined value

is displayed.
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Device/buffer memory batch monitor

Cyclic communications are monitored by checking the following buffer memory areas.

Buffer memory address | Name Description

Un\G1328 to Un\G1335 Data link status Allows checking whether data link is performed on each connection.
=5~ Page 244 Cyclic communication status

Un\G1336 to Un\G1343 Error status Allows checking for errors in each connection.
=5~ Page 244 Cyclic communication status

Un\G1392 to Un\G1903 Connection behavior error status Allows checking the status of errors that occurred while data link is in operation.
=5~ Page 245 Connection behavior error status

Status of each connection

The connection status of each connection can be checked with 'Data link status' (Un\G1328 to Un\G1335) and 'Error status'
(Un\G1336 to Un\G1343). The following table lists the connection status.

‘Data link status' (Un\G1328 to Un\G1335) ‘Error status' (Un\G1336 to Un\G1343) | Description

Off Off Not connected or data link not in operation

On Off Data link in operation. No error has occurred.
Off On Data link not in operation. An error has occurred.

Error details of each connection

Error details on each connection can be checked with 'Connection error status' (Un\G1392 to Un\G1903).
[Z=~ Page 200 Error codes when a connection error occurs
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PING test

A PING test is used to check that an EtherNet/IP device exists on the same EtherNet/IP network.
The FX5-EIP sends a packet to the EtherNet/IP device to check its existence (an echo request). Then, the FX5-EIP checks
whether communication is possible by seeing whether a response (an echo response) is returned.

FX5-EIP External device

= |

I

(1) Echo request
(2) Echo response

The result of a PING test can be checked with 'PING test response area’ (Un\G244 to Un\G256).
For PING tests, refer to the following.

[~ Page 174 Program Example of PING Test

For errors that occur in PING tests, refer to the following.

[=5~ Page 198 Error codes upon execution of a PING test
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9.4 Hardware Test

This section describes how to perform a test related to hardware such as a ROM/RAM of the FX5-EIP.

« During the hardware test, values in the buffer memory cannot be referred from GX Works3 or the program.
» Do not change the operating status of the CPU module during the hardware test. If the operating status of
the CPU module is changed, the module major error occurs in the CPU module.

Operating procedure

1. Set the FX5-EIP to the hardware test mode using GX Works3.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Application Settings] = [Mode Settings] =
[Communication Mode] = Select "Hardware Test".

2. When a cable is connected to the Ethernet port of the FX5-EIP, disconnect it.
3. Set the CPU module (FX5-EIP) to the STOP state and write parameters.
4. Power off and on the system or reset the CPU module (FX5-EIP).

5. The hardware test is automatically executed.
The following table lists the LED indications of the FX5-EIP for the hardware test.

Status RUN LED ERROR LED
During hardware test execution Flashing Off
Hardware test completed successfully On Off
Hardware test completed with an error On On

6. When the test completed successfully, set the FX5-EIP to online mode using GX Works3.

O Navigation window = [Parameter] = [Module Information] = [FX5-EIP] = [Application Settings] = [Mode] =
[Communication Mode] = Select "Online".
Write parameters and power off and on the system or reset the CPU module (FX5-EIP).

7. When the test completed with an error, check that adequate measures to reduce noise are taken for the programmable
controller system and retry the hardware test. If the test still completes with an error, a hardware failure may have
occurred on the FX5-EIP. Please contact your local Mitsubishi representative.
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9.5

Troubleshooting by Symptom

The troubleshooting measures for each symptom during EtherNet/IP communication are shown below. If an error occurs in
the FX5-EIP, identify the error cause using GX Works3. (=5~ Page 180 Checking the Module Status)

Communications with EtherNet/IP devices cannot be performed

The following table lists the actions to be taken if communications with EtherNet/IP devices cannot be performed. If the
problem cannot be solved, perform the hardware test to check for hardware failure. (==~ Page 186 Hardware Test)

Check item

Action

Is the RUN LED of the FX5-EIP off?

If the RUN LED is off, reset the CPU module. If resetting does not cause the
RUN LED to turn on, a hardware failure may have occurred. Replace the
FX5-EIP and restart the connected EtherNet/IP device.

Is the Ethernet cable connected correctly?

Connect the Ethernet cable again.

Is the EtherNet/IP device compatible with the FX5-EIP communication
functions (cyclic communications and message communications)?

Check the specifications of the EtherNet/IP device.

Is the power supply of the EtherNet/IP device on?

Turn on the power supply of the EtherNet/IP device.

Has an error occurred in the EtherNet/IP device, industrial switch, or a similar
device?

If an error occurs on the EtherNet/IP device, industrial switch, or a similar
device, check the manual of each device.

Is the IP address setting of the EtherNet/IP device correct?

Perform a PING test to check the connection with the EtherNet/IP device.
(I==" Page 185 PING test)

Is the mode setting of the FX5-EIP a value other than "Online"?

Set the mode setting of the FX5-EIP to "Online".

Has the initial processing been completed successfully?
(Check 'Module Ready' (Un\G34.F) and 'Communication Ready' (Un\G35.F).)

Start communications after 'Module Ready' (Un\G34.F) and 'Communication
Ready' (Un\G35.F) turn on.

Is 'EtherNet/IP communication start status' (Un\G273) set to 1 (Starting)?

» Check that a value other than 0 (start request) is set for "EtherNet/IP
communication start request' (Un\G272).

« Write the module extension parameter if it is not written.

« Check that 'Cyclic communication pause specification' (Un\G1360 to
Un\G1367) is all set to 0 (no cyclic pause request).

Has a timeout error occurred on the connection that performs communications
normally?

Depending on the EtherNet/IP device used, the connection that performs
communications normally may be disconnected and a timeout error may
occur after the time specified by Encapsulation Inactivity Timeout has
elapsed. Therefore, set Encapsulation Inactivity Timeout to "0 (invalid)". (==~
Page 261 TCP/IP Interface)

Has the number of currently active connections with the target EtherNet/IP
device reached the maximum number of consumed connections?

« If the FX5-EIP is the target, set the system configuration so that the number
of communication connections is equal to or less than the maximum
number of consumed connections.”

If the FX5-EIP is an originator, set the system configuration so that the
number of communication connections including the own node is equal to
or less than the maximum number of consumed connections.

Are there duplicate IP addresses on the network?

If a node with a duplicate IP address exists on the network, communication
cannot start normally. Therefore, remove the node with the duplicate IP
address from the network.

When IP address duplication occurs during communication, the industrial
switch may relay the line data to the node with the duplicate IP address,
which may cause the line data to temporarily stop arriving or the
communication to stop. If communication does not restart even after
removing the node with the duplicate IP address from the network,
reconnect the own node.

Are communications from an IP address of an external device blocked due to
incorrect IP filter settings?

Change the parameters of the IP filter settings to allow communications with
the IP address of the external device.

*1  The number of connections used by the FX5-EIP can be checked in 'Number of consumed connections' (Un\G110116).
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Tag communications failed

The following table lists the actions to be taken if tag communications cannot be performed.

Check item

Action

Has communication start processing been performed correctly with 'EtherNet/
IP communication start request' (Un\G272)?

Set 'EtherNet/IP communication start request' (Un\G272) to "Other than 0:
Start request".

Has the connection destination EtherNet/IP device been registered in
"EtherNet/IP Configuration"?

When performing Class1 communications and Class3 communications, if the
connection destination EtherNet/IP device has not been registered in
"EtherNet/IP Configuration", register it and write the parameters again.

Is the tag name specified correctly?

Check that the tag name set to the FX5-EIP and the tag name set to the
external device match. If they do not match, correct the tag names and write
the parameters again.

EClass1 tag communications failed

The following table lists the actions to be taken if Class1 tag communications cannot be performed.

Check item

Action

When the FX5-EIP is an originator, has the external device already performed
multicast communication with other originators?

« Match the settings of the FX5-EIP with those of other originators that are
being communicated with."!

» Match the settings of other originators that are being communicated with
the external device with those of the FX5-EIP.

« Correct the system configuration so that the external device communicates
only with the own node.

*1 Match all of the following connection settings: RPI, connection type, data size, trigger type, instance ID (or tag name), and priority.

HClass3 tag communications failed

The following table lists the actions to be taken if Class3 tag communications cannot be performed.

Check item

Action

Are the settings in "EtherNet/IP Configuration" correct?

Check the values set in "EtherNet/IP Configuration".

When the following module function blocks are used, check the values set for
the arguments.

« Class30riginator_ReadTagData

* Class3Originator_WriteTagData

Is the tag data type specified correctly?

Check that the data type of the tag set to the FX5-EIP and the data type of the
tag set to the external device match. If they do not match, correct the tag data
types and write the parameters again.

When the FX5-EIP is a client, is an area not available for Class3 used?

» Check that "0002H: Class3" is set as the initial value for the communication
method specification area of the message communication area’.
» Check that an area with a connection number for which Class3

communications parameters are set in "EtherNet/IP Configuration" is used.

Is the Path Segment specification set correctly?

Check that the Path Segment specification in the request area of the
message communication area’' is set correctly.
(== Page 248 Message communication request/response area)

When the FX5-EIP is a client, is the data in the response area of the message
communication area correct?

Check the value for the result storage area of the message communication
area’’.
If the value is other than 0, check the error code and take an action.

(==~ Page 214 Error codes for the message communication function (client))

*1  The buffer memory addresses in the message communication area differ depending on whether the module parameter "Maximum
Number of Connections Setting" is set to "64 connections" or "128 connections". ([~ Page 251 Details of buffer memory addresses

(data area G16944 to G109359 or G32560 to G109359))
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BUCMM tag communications failed

The following table lists the actions to be taken if UCMM tag communications cannot be performed.

Check item

Action

Is the tag data type specified correctly?

Check that the data type of the tag set to the FX5-EIP and the data type of the
tag set to the external device match. If they do not match, check the following.
* When the FX5-EIP is a client, correct the data type of the tag set in the
buffer memory.
» When the FX5-EIP is a server, correct the data type of the tag set in
"EtherNet/IP Configuration".

When the FX5-EIP is a client, are areas for Class1 communication
parameters, Class3 communication parameters, and message communication
(server function) tag communications used?

+ Check that "0001H: UCMM communications" is set as the initial value for
the communication method specification area of the message
communication area”.

« Check whether an area with a connection number for which Class3

communications parameters are set in "EtherNet/IP Configuration” is used.

Is the Path Segment specification set correctly?

Check that the Path Segment specification in the request area of the
message communication area’! is set correctly.
(I==" Page 248 Message communication request/response area)

When the FX5-EIP is a client, is the data in the response area of the message
communication area correct?

When the FX5-EIP is a client, check the value for the result storage area of
the message communication area”.
If the value is other than 0, check the error code and take an action.

(==~ Page 214 Error codes for the message communication function (client))

*1  The buffer memory addresses in the message communication area differ depending on whether the module parameter "Maximum
Number of Connections Setting" is set to "64 connections" or "128 connections". (==~ Page 251 Details of buffer memory addresses

(data area G16944 to G109359 or G32560 to G109359))

Instance communications failed

The following table lists the actions to be taken if instance communications cannot be performed.

Check item

Action

Is 'EtherNet/IP communication start status' (Un\G273) set to 1 (Starting)?

« Check that a value other than 0 (start request) is set for "EtherNet/IP
communication start request' (Un\G272).

« Write the module extension parameter if it is not written.

« Check that 'Cyclic communication pause specification' (Un\G1360 to
Un\G1367) is all set to 0 (no cyclic pause request).

Has the connection destination EtherNet/IP device been registered in
"EtherNet/IP Configuration"?

When performing Class1 communications and Class3 communications, if the
connection destination EtherNet/IP device has not been registered in
"EtherNet/IP Configuration", register it and write the parameters again.

HClass1 instance communications failed

The following table lists the actions to be taken if Class1 instance communications cannot be performed.

Check item

Action

Is the instance ID specified correctly’?*1

Check with the manual for the external device that an instance ID receivable
by the external device is set to the FX5-EIP (originator).

Otherwise, change the instance ID to a receivable one and write the
parameters again.

When the FX5-EIP is an originator, has the external device already performed
multicast communication with other originators?

« Match the settings of the FX5-EIP with those of other originators that are
being communicated with.”2

» Match the settings of other originators that are being communicated with
the external device with those of the FX5-EIP."23

« Correct the system configuration so that the external device communicates
only with the own node.

*1 This item applies to only EtherNet/IP devices for which an instance ID can be specified.
*2 Match all of the following connection settings: RPI, connection type, data size, trigger type, instance ID (or tag name), and priority.
*3  When the application type of other external devices is Exclusive Owner, set the application type of the FX5-EIP to Input Only.
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BClass3 instance communications failed

The following table lists the actions to be taken if Class3 instance communications cannot be performed.

Check item

Action

When the FX5-EIP is a server, is the command requested by the EtherNet/IP
device supported?

Check whether the EtherNet/IP device sent a command listed among the
message communication support commands.
(==~ Page 254 Details of Message Communication Support Command)

Are the settings in "EtherNet/IP Configuration" correct?

Check the values set in "EtherNet/IP Configuration".

When the following module function blocks are used, check the values set for
the arguments.

* Class30riginator_MessageSend

When the FX5-EIP is a client, is an area not available for Class3 used?

» Check that "0002H: Class3" is set as the initial value for the communication
method specification area of the message communication area’.
« Check that an area with a connection number for which Class3

communications parameters are set in "EtherNet/IP Configuration" is used.

Is the data in the response area of the message communication area correct?

When the FX5-EIP is a client, check the value for the result storage area of
the message communication area’.
If the value is other than 0, check the error code and take an action.

(==~ Page 214 Error codes for the message communication function (client))

*1  The buffer memory addresses in the message communication area differ depending on whether the module parameter "Maximum
Number of Connections Setting" is set to "64 connections" or "128 connections". (==~ Page 251 Details of buffer memory addresses

(data area G16944 to G109359 or G32560 to G109359))

BUCMM instance communications failed

The following table lists the actions to be taken if UCMM instance communications cannot be performed.

Check item

Action

Are the settings of the commands to request correct?

» Check the value set for the message communication area.”!

* When the module function block "UCMMOriginator_MessageSend" is
used, check the value set for the argument.

When the FX5-EIP is a server, is the command requested by the EtherNet/IP
device supported?

Check whether the EtherNet/IP device sent a command listed among the
message communication support commands.

(== Page 251 Details of buffer memory addresses (data area G16944 to
G109359 or G32560 to G109359))

When the FX5-EIP is a client, is a Class3-dedicated area used?

» Check that "0001H: UCMM communications" is set as the initial value for
the communication method specification area of the message
communication area™.

» Check whether an area with a connection number for which Class3

communications parameters are set in "EtherNet/IP Configuration" is used.

Is the data in the response area of the message communication area correct?

When the FX5-EIP is a client, check the value for the result storage area of
the message communication area’.
If the value is other than 0, check the error code and take an action.

(==~ Page 214 Error codes for the message communication function (client))

*1  The buffer memory addresses in the message communication area differ depending on whether the module parameter "Maximum
Number of Connections Setting" is set to "64 connections" or "128 connections". (==~ Page 251 Details of buffer memory addresses

(data area G16944 to G109359 or G32560 to G109359))
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EtherNet/IP devices cannot be detected

The following table lists the actions to be taken if the EtherNet/IP device detection function is used, but devices that should be

present on the network cannot be detected.

Check item

Action

Have the EtherNet/IP devices to be detected started up?

» Check that the EtherNet/IP devices to be detected have started up.
» When the EtherNet/IP device to be detected is the FX5-EIP, check that the
RUN LED of the FX5-EIP is on.

Is communication enabled on the EtherNet/IP devices to be detected?

« Check that the EtherNet/IP devices to be detected are linked up.

« If the EtherNet/IP device to be detected is the FX5-EIP, check that
'EtherNet/IP communication start status' (Un\G273) is set to "1: Starting".

« If the EtherNet/IP device to be detected is other than the FX5-EIP, check
that EtherNet/IP communication is enabled using documentation such as
the manuals of the external device.

Is the EtherNet/IP device to be detected within the range of broadcast
frames?

* Check if the EtherNet/IP device to be detected belongs to a network that is
different from the FX5-EIP.

+ Check that the setting is configured so that the broadcast frame reaches
between the FX5-EIP and the EtherNet/IP device to be detected. Check
that the broadcast frame is not blocked by the settings on the industrial
switch or other devices.

Has the line load become high?

Check if the line load has increased. When the line load is high, the frame for
detection may disappear, or the external device may not respond in some
cases.

Has an error occurred in the CPU module or EtherNet/IP device?

* Check if a moderate or major error has occurred in the FX5-EIP or the CPU
module that controls the FX5-EIP. If an error occurs, eliminate the cause of
the error.

+ Check if an error has occurred on the EtherNet/IP device to be detected. If
an error occurs, eliminate the cause of the error.

Does the EtherNet/IP device to be detected support the Listldentity
command?

When the EtherNet/IP device to be detected is other than the FX5-EIP, check
that the EtherNet/IP device supports the Listldentity command by referring to
documentation such as manuals of the external device.

Has 'EtherNet/IP communication start status' (Un\G273) or the status of the
CPU module changed during the execution of this function?

* Check if 'EtherNet/IP communication start request' (Un\G272) was operated
during the execution of the automatic detection of EtherNet/IP devices. If it
was operated, perform the process again.

* Check if the status of the CPU module has changed from RUN to STOP
during the execution of the automatic detection of EtherNet/IP devices. If it
has changed, perform the process again.

Buffer memory data areas are not updated

EData areas are not updated in Class1 tag communications
The following table lists the actions to be taken if Class1 tag communications are performed with an EtherNet/IP device, but

the data areas are not updated.

Check item

Action

Is 'Block assurance state per connection' (Un\G233) set to "2: Data assurance
is being performed" when a value other than "0: Auto refresh is not set." is
stored in 'Auto refresh processing' (Un\G228)?

Take either or both of the following actions.

* From the module parameter, access "Basic Settings" = "EtherNet/IP
Setting" = "Refresh Settings", and set the auto refresh to "Disabled".

+ Set 'EtherNet/IP communication start request' (Un\G272) to "0: Stop
request" and 'Block assurance specification per connection' (Un\G232) to
"0: Not assured". Then, change the setting again to "Other than 0: Start
request”.

EData areas are not updated in Class1 instance communications
The following table lists the actions to be taken if Class1 instance communications are performed with an EtherNet/IP device,

but the data areas are not updated.

Check item

Action

Is 'Block assurance state per connection' (Un\G233) set to "2: Data assurance
is being performed" when a value other than "0: Auto refresh is not set." is
stored in 'Auto refresh processing' (Un\G228)?

Take either or both of the following actions.

» From the module parameter, access "Basic Settings" = "EtherNet/IP
Setting" = "Refresh Settings", and set the auto refresh to "Disabled".

+ Set 'EtherNet/IP communication start request' (Un\G272) to "0: Stop
request" and 'Block assurance specification per connection' (Un\G232) to
"0: Not assured". Then, change the setting again to "Other than 0: Start
request”.
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9.6

List of Error Codes

This section lists the error codes, error details and causes, and actions for the errors that occur in the processing for data

communications between the FX5-EIP and external devices or that are caused by processing requests from the CPU module

on the own station.

The FX5-EIP has the following error codes.

Type

Overview

Reference

Module error

The information is displayed in the "Module Diagnostics"
window of the FX5-EIP.

==~ Page 192 Module error

Status of each connection error

* The information is displayed in the "Ethernet Diagnostics"
window of the FX5-EIP.

« The information is stored in 'Common area error code'
(Un\G108 to Un\G139).

==~ Page 196 Error codes in status of each
connection

Error codes upon execution of a PING test

The information is stored in 'PING test response area'
(Un\G244 to Un\G256).

=5~ Page 198 Error codes upon execution
of a PING test

Error codes upon SLMPSND instruction
completion with an error

The information is stored in the completion status, which is
located in the control data of the SLMPSND instruction setting
data.

=5~ Page 199 Error codes upon
SLMPSND instruction completion with an
error

EtherNet/IP communication error

The information is stored in 'Cyclic communication connection
error status' (Un\G1392 to Un\G1903)

==~ Page 200 Error codes when a
connection error occurs

Error codes for the message communication
function (client)

* The information is stored in the result storage area of the
message communication area (response area).

* The information is stored in the error code of communication
error for each module function block.

[~ Page 214 Error codes for the message
communication function (client)

Error codes for the tag communication
function (server)

The information is stored in the CIP response code of the
message communication area (response area).

==~ Page 216 Error codes for the tag
communication function (server)

Module error

Error codes for module errors are displayed in the [Error Information] tab in the "Module Diagnostics" window of the FX5-EIP.

Error Error name Error details and causes Action

code

0800H Link-down The system was linked down due to « Check the operation of the external device.
disconnection of the network cable connected * Check if the connection cable is disconnected.
to an external device.

0904H Socket communication Sending a message over socket communication | « Check the operation of the external device.

sending failure failed. « Check if the connection cable is disconnected.

1080H ROM write count error The number of writes to ROM exceeded Replace the module.
100000. (Number of writes > 100000)

1810H IP address change fails The IP address change has failed. Execute the IP address change function again.

1900H Hardware error A memory check error has occurred. » Execute the IP address change function again.

« If the error occurs again even after the above action is taken,
the possible cause is a hardware failure of the module on
which the error occurred. Please contact your local Mitsubishi
representative.

1901H Hardware error A memory check error has occurred. « Execute the hardware test.

to « If the error occurs again even after the above action is taken,

1903H the possible cause is a hardware failure of the module on
which the error occurred. Please contact your local Mitsubishi
representative.

1904H Hardware error A memory check error has occurred. » Use "EtherNet/IP Configuration" to write the parameters to the
module again.

» Execute the hardware test.

« If the error occurs again even after the above action is taken,
the possible cause is a hardware failure of the module on
which the error occurred. Please contact your local Mitsubishi
representative.

1905H Hardware error A memory check error has occurred. » Execute the hardware test.

to « If the error occurs again even after the above action is taken,

1906H the possible cause is a hardware failure of the module on
which the error occurred. Please contact your local Mitsubishi
representative.
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Error Error name Error details and causes Action

code

19EQOH EtherNet/IP communication An error was detected in the data received « Check whether the operating status of the external device is
receive data error during EtherNet/IP communications. normal.

 Check for errors in the line status.

« The line may be busy, so retry at a later time.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.

1D80H Error during execution of A dedicated instruction that cannot be executed | Check that the dedicated instruction is executable. If it is not
dedicated instruction has been specified. executable, correct it.
1D83H Error during execution of The dedicated instruction request data from the | « Execute the write to program again.
dedicated instruction CPU module was discarded because the data « If the same error code is displayed again, the possible cause
size was abnormal. is a hardware failure of the error module. Please contact your
local Mitsubishi representative.
1D84H Error during execution of The dedicated instruction request data from the | « Execute the write to program again.
dedicated instruction CPU module cannot be normally input. « If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.
1D85H Error during execution of A timeout error occurred in the dedicated * Reset the CPU module, and execute it again.
dedicated instruction instruction response data, and the data was « If the same error code is displayed again, the possible cause
discarded. is a hardware failure of the error module. Please contact your
local Mitsubishi representative.
1DC4H IP address change fails The IP address change has failed. » Execute the IP address change function again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.

1FO0H MELSOFT communication A communication error occurred in the + Check the number of connections in the whole MELSOFT
error MELSOFT connection. connection.

* Check the number of UDP connections in the MELSOFT
connection.

2160H IP address duplication Overlapping IP addresses were detected. Correct the IP address.
detection
2C80H Parameter error A parameter error was detected in the external + Check the external device configuration settings in the FX5-
device configuration. EIP module parameters.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.

2C81H Parameter error A parameter error was detected in the external * Check the external device configuration settings in the FX5-
device configuration. EIP module parameters.

+ Set it so that the sum of the number of connections in External
Device Configuration and the number of settings in the simple
CPU communication settings is 32 or less.

* If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.

2C82H Parameter error A parameter error was detected in the external + Check the external device configuration settings in the FX5-
device configuration. EIP module parameters.

* If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.

2CFOH CPU module error An error in the CPU module was detected. Check the details of the error of the CPU module with the
module diagnostics of GX Works3, and take measures.
2DAOH Parameter error A parameter error was detected in the external | Reexamine and correct the setting of the number of connected
to device configuration. modules in the external device configuration in the FX5-EIP
2DA1H module parameters.
2DA2H Parameter error A parameter error was detected in the external Reexamine and correct the setting of the communication
device configuration. method in the external device configuration in the FX5-EIP
module parameters.
2DA3H Parameter error A parameter error was detected in the external Reexamine and correct the setting of the protocol in the external
device configuration. device configuration in the FX5-EIP module parameters.
2DA4H Parameter error A parameter error was detected in the external | Reexamine and correct the setting of the model name in the
device configuration. external device configuration in the FX5-EIP module
parameters.
2DA6H Parameter error A parameter error was detected in the external | Check and correct the setting of the IP address in the external

device configuration.

device configuration in the FX5-EIP module parameters.
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Error Error name Error details and causes Action
code
2DA7H Parameter error A parameter error was detected in the external | Check and correct the setting of the IP address (IPv6) in the
device configuration. external device configuration in the FX5-EIP module
parameters.
2DA8H Parameter error A parameter error was detected in the external | Check and correct the setting of the existence confirmation in
device configuration. the external device configuration in the FX5-EIP module
parameters.
2DA9H Parameter error A parameter error was detected in the external | Check the external device configuration settings in the FX5-EIP
to device configuration. module parameters.
2DAAH
2DABH Parameter error A parameter error was detected in the external | Check the own node port number setting in the external device
device configuration. configuration in the FX5-EIP module parameters.
3040H Update error F/W update file version error For this update, a programmable controller applicable to the
new version is required. Please contact your local Mitsubishi
representative.
3041H Update error F/W update file integrity verification failure error | Replace the update file on the SD memory card with the correct
file, and perform the update again.
3042H Update error F/W update file acquisition failure Replace the update file on the SD memory card with the correct
file, and perform the update again.
3056H Socket communication buffer | The socket communication buffer for receiving Read out the received data using the dedicated instruction.
full has no space.
306DH Parameter error The IP address format is outside the range. Please contact your local Mitsubishi representative.
306EH Parameter error The IP address (Ipv4) is outside the range. Please contact your local Mitsubishi representative.
306FH Parameter error The subnet mask is outside the range. Please contact your local Mitsubishi representative.
3073H Parameter error The gateway address (Ipv4) is outside the Please contact your local Mitsubishi representative.
range.
3074H Parameter error The subnet mask is outside the range. Please contact your local Mitsubishi representative.
3095H Parameter error The number of target IP address setting is Please contact your local Mitsubishi representative.
outside the range.
3096H Parameter error The start target IP address setting is outside the | Please contact your local Mitsubishi representative.
range.
3097H Parameter error The complete target IP address setting is Please contact your local Mitsubishi representative.
outside the range.
3098H Parameter error The start target IP address setting is outside the | Please contact your local Mitsubishi representative.
range > the complete target IP address setting
is outside the range.
3099H Parameter error The number of excluded IP address setting is Please contact your local Mitsubishi representative.
outside the range.
309AH Parameter error The target IP address setting number is outside | Please contact your local Mitsubishi representative.
the range.
309BH Parameter error The excluded IP address number is outside the | Please contact your local Mitsubishi representative.
range.
309CH Parameter error The excluded IP address is outside the range. Please contact your local Mitsubishi representative.
309DH Parameter error Target module support error Please contact your local Mitsubishi representative.
to
309EH
309FH Parameter error The gateway address (Ipv6) is outside the Please contact your local Mitsubishi representative.
range.
30B3H Parameter error The refresh settings are outside the range. Check and correct the refresh settings of the FX5-EIP module
parameters.
30B4H Parameter error The EtherNet/IP auto-start setting is outside the | Check and correct the EtherNet/IP auto-start setting in the FX5-
range. EIP module parameters.
30B5H Parameter error The maximum number of connections setting is | Check and correct the setting of the maximum number of
outside the range. connections in the FX5-EIP module parameters.
31EO0H Parameter not set The parameters of this module are not setinthe | < Set the parameters for the CPU module.

CPU module.

» Check the mounting position of the module.
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Error
code

Error name

Error details and causes

Action

31E1H

Parameter error

An error was detected in the parameters set in
"EtherNet/IP Configuration".

« Check that there is no inconsistency between the setting of
the maximum number of connections in the FX5-EIP module
parameters and the setting in "EtherNet/IP Configuration".

« Check the firmware version of the module and the "EtherNet/

IP Configuration" version, and check that the "EtherNet/IP

Configuration" version is supported by the module. If an

unsupported version of "EtherNet/IP Configuration" is used,

update the module firmware to the latest version.

Use "EtherNet/IP Configuration” to write the parameters to the

module again.

If the same error code is displayed again, the possible cause

is a hardware failure of the error module. Please contact your

local Mitsubishi representative.

31E2H

EtherNet/IP communication
parameter error

An error was detected in the parameters set in
"EtherNet/IP Configuration".

Use "EtherNet/IP Configuration” to write the parameters to the
module again.

If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact your
local Mitsubishi representative.

3C13H

Hardware error

A hardware failure has been detected.

Reset the CPU module and run it again. If the error occurs again
even after the above action is taken, the possible cause is a
hardware failure of the module on which the error occurred.
Please contact your local Mitsubishi representative.

3EO05H

Memory error

An error was detected in the memory.

» Take measures to reduce noise.

* Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible cause
is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi representative.

3EOGH

EtherNet/IP communication
memory error

A memory error was detected during EtherNet/
IP communications.

« Take measures to reduce noise.

* Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible cause
is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi representative.

3E30H
to
3E42H

Hardware error

A hardware failure has been detected.

Please contact your local Mitsubishi representative.

3E60H
to
3E63H

Hardware error

A hardware failure has been detected.

Please contact your local Mitsubishi representative.

3FA1TH

Memory error

An error was detected in the memory.

» Take measures to reduce noise.

* Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible cause
is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi representative.
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Error codes in status of each connection

The error codes are displayed in "Status of Each Connection" on the "Ethernet Diagnostics" window of the FX5-EIP. They are

also stored in 'Common area error code' (Un\G108 to Un\G139).

Error Error name Error details and causes Action
code
0910H Ethernet port error Data cannot be sent to the external device. » Check the operation of the external device.

» Check the condition of the cables, industrial switches, and
routers on the lines to the external devices.

« The line may be flooded with packets. Retry after a while.

* The receiving area of the external device may be full (the
window size of TCP is small). Check whether the receiving
processing is performed on the external device side or
unnecessary data is not sent from the FX5-EIP.

 Check that the subnet mask pattern and default router IP
address are set correctly on the FX5-EIP and external device,
or that the IP address class is correct.

0911H Ethernet port error Communication with the external device was « Check the operation of the external device.
interrupted. » Check the condition of the cables, industrial switches, and

routers on the lines to the external devices.

0912H Ethernet port error System error or connection connecting error » Check the operation of the external device.
in OS (Malfunction due to noise or hardware « Check the condition of the cables, industrial switches, and

trouble may have occurred.) routers on the lines to the external devices.

0913H Ethernet port error The external device cannot be connected Or, « Check the operation of the external device.
the external device is disconnected. « Check the condition of the cables, industrial switches, and

routers on the lines to the external devices.

« If this error occurs during communication, retry after a while.

CO012H Error during execution of « The port number already used in the open | Check and correct the port number of the EtherNet/IP module
dedicated instruction completion connection of TCP/IP is set. and the external device.
« The external device port number set in the
external device information is duplicated.
CO013H Error during execution of The port number used in the open completion | Check and correct the port number of the EtherNet/IP module.
dedicated instruction connection is set during the open processing
of UDP/IP.
CO017H Error during execution of The connection was not established by the » Check the operation of the external device.
dedicated instruction open processing of the TCP connection. « Check the open processing of the external device.

« Correct the open setting of the communication parameter.

« Check the port number of the EtherNet/IP module, the IP
address/port number of the external device, and the open
method.

« Check if the connection cable is disconnected.

CO020H Error during execution of The data length exceeds an allowable range. | < Correct the data length.
dedicated instruction « If the amount of data to be sent exceeds the prescribed

amount, divide and send the data.

C023H Error during execution of « The open processing of the corresponding | Perform the open processing for the corresponding connection.

dedicated instruction connection has not been completed.
« The corresponding connection is closed.

C027H™" | Error during execution of Sending a message over socket » Check whether the external device and industrial switch are
dedicated instruction communication failed. operating normally.

« Since there may be congestion of packets on the line, send
the data after a certain period of time.

* Check if the connection cable is disconnected.

+ Check that there is no connection failure with the industrial
switch.

« Execute the communication status test, and if the test is
completed with an error, take corrective action.

» Execute the module communication test, and check that there
is no failure in the module.

+ Check the IP address specified as the target.

CO029H Error during execution of Description of control data is not correct. Correct the descriptions of the control data.
dedicated instruction
CO35H Ethernet communication error The existence of the external device could not | < Check the operation of the external device.

be checked within the response monitor timer
value.

» Reexamine and change the set values for existence
confirmation.
+ Check if the connection cable is disconnected.
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Error Error name Error details and causes Action

code

CO50H Ethernet communication error ASCII code data that cannot be converted to | Check if the ASCII code data that cannot be converted into
binary was received. binary code data has been sent from the external device.

CO051H Ethernet communication error The maximum number of bit devices for Correct the number of bit devices that can be read or written all
which data can be read/written all at once is at once, and send the data to the EtherNet/IP module again.
outside the allowable range.

CO052H Ethernet communication error The maximum number of word devices for Correct the number of word devices that can read or write all at
which data can be read/written all at once is once, and send the data to the EtherNet/IP module again.
outside the allowable range.

CO053H Ethernet communication error The maximum number of bit devices for Correct the number of bit devices that can be read or written all
which data can be random read/written all at | at random, and send the data to the EtherNet/IP module again.
once is outside the allowable range.

CO054H Ethernet communication error The maximum number of word devices for Correct the number of word devices that can read or write all at
which data can be random read/written all at | random, and send the data to the EtherNet/IP module again.
once is outside the allowable range.

CO058H Ethernet communication error The request data length after ASCII to binary | After reexamining and correcting the content of the text or the
conversion does not match the number of request data length in the header, resend the message to the
data in the character section (part of text). EtherNet/IP module.

CO59H Ethernet communication error * The specified command and subcommand « Review and correct the request contents.

are incorrect. « Send a command or subcommand that can be used by the
* There is a command or subcommand that EtherNet/IP module.
cannot be used by the EtherNet/IP module.

C05BH Ethernet communication error The EtherNet/IP module cannot read or write | Review and correct the device to be read or written.
from/to the specified device.

CO5CH Ethernet communication error There is an error in the request content. Correct the request content and resend it to the EtherNet/IP
(Example: Reading or writing by bit unit for module. (Example: Subcommand correction)
the word device)

CO5EH Ethernet communication error The communication time between the « Increase the monitoring timer value.

EtherNet/IP module and programmable » Check the connection between the CPU and EtherNet/IP
controller CPU exceeds the Ethernet monitor module.
timer setting.

CO5FH Ethernet communication error This request cannot be executed to the Correct the access destination.
access destination specified by the SLMP
message.

CO060H Ethernet communication error There is an error in the request content. Correct the request content and resend it to the EtherNet/IP
(Example: Incorrect data specified for the bit | module. (Example: Data correction)
device)

C061H Ethernet communication error The length of the request data does not After reexamining and correcting the content of the text or the
match the number of data in the character request data length in the header, resend the message to the
section (part of text). EtherNet/IP module.

CO6FH Ethernet communication error When the communication data code is set to « Send a request message that is adapted to the setting of the
"Binary", a request message of ASCl| is communication data code.
received. (The error history of this error code « Change to the communication data code which is adapted to
is registered, but no error response is the request message.
returned.)

COD8H Ethernet communication error The number of specified blocks exceeds the Correct the specified number of blocks.
range.

CODEH Ethernet communication error Receiving a message through socket « Check the operation of the external device or industrial
communication failed. switch.

« Since there may be congestion of packets on the line, send
the data after a certain period of time.

« Check if the connection cable is disconnected.

« Check that there is no connection failure with the industrial
switch.

+ Execute the communication status test, and if the test is
completed with an error, take corrective action.

+ Execute the module communication test, and check that there
is no failure in the module.

C1A4H Ethernet communication error « The operator tried to use the Ethernet * Reexamine and correct the general data command,

diagnostics by connecting directly to the application type, group, and global specification.
Ethernet port of the FX5-EIP. « Execute the Ethernet diagnosis using the direct connection to
« Afunction not supported by the target the CPU module (built-in Ethernet port).
device was executed.
C1A6H Ethernet communication error The specification of the connection number is | Specify a number from 1 to 32 for the connection number.

incorrect.
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Error Error name Error details and causes Action

code

C1A7H Ethernet communication error The specified network number is incorrect. Correct the specified network number.

C1A8H Ethernet communication error The specified station number is incorrect. Correct the specified station number.

C1BOH Ethernet communication error The open processing of the specified Perform the open processing after completing the close
connection has already been completed. processing.

C1B1H Ethernet communication error The open processing of the specified Perform the open processing.
connection has not been completed.

C1B2H Ethernet communication error The specified connection is executing the Execute after the OPEN/CLOSE instruction has been
OPEN/CLOSE instruction. completed.

C1B3H Ethernet communication error The specified channel is being used by « Change the channel number.
another send/receive instruction. » Execute after the send/receive instruction is completed.

C1CCH | Error during execution of A response of the data length that exceeds « Execute the instruction again after correcting the request data

dedicated instruction the allowable range was received by so that the response data length falls within the range.
SLMPSND. « If the error occurs again even after taking the above action,
please contact your local Mitsubishi representative.
C1D3H Error during execution of An instruction not conforming to the Check that the dedicated instruction can be executed by the
dedicated instruction specifications of the communication method specified communication method. Correct the program if the
for the connection has been executed. instruction cannot be executed. Check that there are no errors in
the connection specification of the dedicated instruction.

C709H — A communication error occurred in the * Do not specify the direct connection when MELSOFT is not

MELSOFT direct connection. directly connected.
« For direct connection, do not turn off or reset the CPU module
or disconnect the cable during communication.

*1  For errors that occur in SLMPSND, refer to [==~ Page 199 Error codes upon SLMPSND instruction completion with an error.

Error codes upon execution of a PING test

An error code of a PING error is stored in the error code area of 'PING test response area' (Un\G244 to Un\G256).

Error | Error name Error details and causes Action

code

1920H | Error during execution of IP IP address setting or other (Un\G50 to Correct the IP address setting or other (Un\G50 to Un\G55)
address change Un\G55) value exceeds the setting range. value.

1921H | Error during execution of IP Write request and clear request (Un\G56 and | Check if write request and clear request (Un\G56 and Un\G58)
address change Un\G58) turned from off to on simultaneously. | turned from off to on simultaneously.

CODBH | Error during execution of * The IP Address setting in the PING test « Set the IP address within the range between 1.0.0.1 and
dedicated instruction request area is incorrect. 126.255.255.255 or between 128.0.0.0 and 223.255.255.254.

* APING test is in progress. * The IP Address of the own node cannot be set. Set the IP
Address of the external device.
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Error codes upon SLMPSND instruction completion with an error

Error codes upon SLMPSND instruction completion with an error are stored in the completion status, which is located in the

control data of the SLMPSND instruction setting data.

Error Error name Error details and causes Action
code
C027H™" | Error during execution of Sending a message over SLMP « Check whether the external device and industrial switch are
dedicated instruction communication failed. operating normally.
« Since there may be congestion of packets on the line, send
the data after a certain period of time.
* Check if the connection cable is disconnected.
+ Check that there is no connection failure with the switching
hub.
» Check the IP address specified as the target.
C1CCH | Error during execution of A response of the data length that exceeds « Execute the instruction again after correcting the request data
dedicated instruction the allowable range was received by so that the response data length falls within the range.
SLMPSND. « If the error occurs again even after taking the above action,
please contact your local Mitsubishi representative.
D24AH Error during execution of The specified arrival time is incorrect. Set the arrival monitoring time within range.
dedicated instruction
D24BH Error during execution of The specified number of resends is incorrect. | Correct the specified number of resends.
dedicated instruction
D253H Error during execution of The reception of a response to the request Correct the specified response waiting time.
dedicated instruction failed.
D256H Error during execution of The execution or error completion type + Execute the instruction again after correcting the execution or
dedicated instruction setting of the dedicated instruction is error completion type in the control data.
incorrect. « If the error occurs again even after taking the above action,
the possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.
D273H Error during execution of The specified data length is incorrect. Correct the specified data length.
dedicated instruction
D275H Error during execution of Other dedicated instructions are in execution, | < Execute the instruction again after a while.
dedicated instruction and the executed instruction cannot be « If the error occurs again even after taking the above action,
processed. please contact your local Mitsubishi representative.
D2D2H Error during execution of The IP address/port number of the target » Execute again after correcting the port number of the target
dedicated instruction station is incorrect. station in the setting data.
« If the error occurs again even after taking the above action,
please contact your local Mitsubishi representative.
D2D3H Error during execution of Data was not sent correctly via UDP/IP. « Check that the external device (including an industrial switch)

dedicated instruction

has no error in the connection setting, operation (an error and
being in a reset state, or others), and connection (error such
as a connection cable being disconnected).

« Since there may be congestion of packets on the line, send
the data after a certain period of time.

« Execute the PING test and communication status test, and if
the test is completed with an error, take corrective action.

« Correct the IP address of the target station of the dedicated
instruction.

*1  For errors displayed per connection status, refer to ==~ Page 196 Error codes in status of each connection.
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Error codes when a connection error occurs

The EtherNet/IP communication error codes are stored in 'Cyclic communication connection error status' (Un\G1392 to

Un\G1903).

The following table lists the error codes for EtherNet/IP communication connection errors.

Address”! Connection destination Storage method

Un\G1392 to 1393 Input Connection No.1 8 bits 8 bits 16 bits .

Un\G1394 to 1395 Connection No.2 — - _
Target | (1) Statusin | (3) CIP Status|  (4) CIP Extended™

UnMG1518 to 1519 Connection No.64 Originator | (1) Statusin | (5) CIP Status|  (6) CIP Extended™

Un\G1646 to 1647 Connection No.128

Un\G1648 to 1649 Output Connection No.1 8 bits 8 bits 16 bits R

Un\G1650 to 1651 Connection No.2 l el
Target | (2) StatusOut | (3)CIP Status | (4) CIP Extended |

Un\G1774 to 1775 Connection No.64 Originator | (2) StatusOut | (5)CIP Status | (6) CIP Extended |

Un\G1902 to 1903

Connection No.128

*1  An error code is stored in 32 bits.
*2  When (1) StatusIn is 41H or 51H, General Status Code received from the external device is stored.
*3  When (1) Statusin is 41H or 51H, Extended Status Code received from the external device is stored.

Error code Error name Error details and causes | Action

(1) or (2) | (3) or (5) | (4) or (6)

40H 10H 0000H Connection The connection has been setto | « Check the parameter set in "EtherNet/IP Configuration" and
(scanner) disabled be disabled. write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

20H 0284H Stop of Class1 Class1 communications are Check whether the operating status of the external device is
communications stopped. normal.
Check for errors in the line status.
The line may be busy, so retry at a later time.
0000H Stop of Class1 Class1 communications are Check whether the buffer memory area 'EtherNet/IP
communications stopped. communication start request' is set to "ON".
Check that the buffer memory area 'Cyclic communication
pause specification' is set to "Cyclic communication pause not
requested".
41H 01H 0100H CIP Extended error | The scanner requested « Check the conditions for notifying this error and the action to
(scanner) ForwardOpen with the same take by referring to documentation such as the manuals of
51H settings as the currently the external device and the EtherNet/IP specifications "THE
(adapter) ongoing communication CIP NETWORKS LIBRARY Volume 1 Common Industrial
connection. Protocol (CIP™)".

* Close the connection of the external device and retry.

« Retry after the connection of the external device has timed
out.

0103H CIP Extended error | Among the requested HIf the FX5-EIP module is operating as a scanner
parameters, the combination of | Check the conditions for notifying this error and the action to
the transport class (Class1/ take by referring to documentation such as the manuals of the
Class3 communication method) | external device and the EtherNet/IP specifications "THE CIP
and transmission trigger NETWORKS LIBRARY Volume 1 Common Industrial Protocol
(Cyclic/Application Trigger/ (CIP™".
Change of State) is not HIf the FX5-EIP module is operating as an adapter
supported. During Class3 communications, only "2: Application Trigger"
can be accepted as the "Production Trigger (transmission
trigger)" value of "Transport Type/Trigger" of ForwardOpen
requested by the scanner. Correct the request according to the
documentation, such as the manual of the external device.
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

41H
(scanner)
51H
(adapter)

01H

0106H

CIP Extended error

A mismatch in property rights
has occurred.

When an Exclusive Owner is used, the adapter can receive
only one communication for "Instance ID" set in "Output (O-
>T)" at a time.

HIf the FX5-EIP module is operating as a scanner

* When "Exclusive Owner" is set in "Application Type" as a
parameter for the connection settings (scanner) in
"EtherNet/IP Configuration", check whether the adapter
device of the request destination already uses the value set
for "Instance ID" in "Output (O->T)" for communication with a
different scanner by referring to documentation such as the
manuals of the external device.

When communicating with multiple connections using an
adapter device and exclusive owner, check whether the
same instance ID is set for "Instance ID" in "Output (O->T)"
for connections for which "Exclusive Owner" is set in
"Application Type" as a parameter for the connection
settings (scanner) in "EtherNet/IP Configuration".

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

WIf the FX5-EIP module is operating as an adapter

« Check that the IP address specified by the scanner as the
communication destination is correct.

» Check whether "Instance ID" of the parameter requested by
the scanner is correct.

« Check whether "Application Type" of the parameter
requested by the scanner is correct.

« Use documentation such as the manuals of the external
device to check if communications using "Exclusive Owner"
are newly requested for "Instance ID" of "Output O->T" of
the connection already being communicated with "Exclusive
Owner".

» The FX5-EIP module does not use the configuration (default
parameters). Refer to documentation such as the manuals
of the external device and correct the parameters so that the
configuration is not set to the parameters requested by the
scanner.

0107H

CIP Extended error

The external device cannot find
the connection to close.

Check the following items, and then restart the EtherNet/IP
communications.

« Is the operating status of the external device normal?

« Is the line status normal?

0112H

CIP Extended error

Among the requested
parameters, the requested
packet interval (RPI) has an
unsupported value.

HIf the FX5-EIP module is operating as a scanner

» Use documentation such as the manuals of the external
device to check that "RPI" of "Output O->T" that was
registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration" is a value that can
be accepted by the adapter.

» Use documentation such as the manuals of the external
device to check that "RPI" of "Input T->0" that was
registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration" is a value that can
be accepted by the adapter.

HIf the FX5-EIP module is operating as an adapter

« Of the parameters requested by the scanner, set the RPI to
the minimum value (2 milliseconds) or higher.

« Among the parameters requested by the scanner, set the
RPI to the maximum value (60 seconds) or lower.

* For multicast communication, match the RPI of T->O newly
requested by the scanner with the RPI of T->O used in the
currently active connection.
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Error code Error name Error details and causes | Action

(1) or (2) | (3) or (5) | (4) or (6)

41H 01H 0113H CIP Extended error | The number of connections has | BIf the FX5-EIP module is operating as a scanner

(scanner) reached the upper limit. » Use documentation such as the manuals of the external

51H device to check whether the number of connections that can

(adapter) be connected to the external device has reached the upper
limit.

« Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

WIf the FX5-EIP module is operating as an adapter
A new connection cannot be made because 'Number of
consumed connections' (Un\G110116) has reached the upper
limit. Reduce the number of connections.
0114H CIP Extended error | The consistency check has Perform troubleshooting based on the consistency check.
failed due to a mismatch in the | ([~ Page 36 Consistency check)
vendor code (vendor ID
number) or product code
(product ID number).
0115H CIP Extended error | The consistency check has Perform troubleshooting based on the consistency check.
failed due to product type (==~ Page 36 Consistency check)
(device type) mismatch.
0116H CIP Extended error | The consistency check has Perform troubleshooting based on the consistency check.
failed due to major revision or (== Page 36 Consistency check)
minor revision mismatch.
0119H CIP Extended error | No connection other than Listen * When Listen Only is used, a connection other than Listen
Only is open. Only must already be established on the adapter device.
Correct the parameters.

« Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

011BH CIP Extended error | Among the requested HIf the FX5-EIP module is operating as a scanner
parameters, Inhibit Time is Check the conditions for notifying this error and the action to
greater than the RPI. take by referring to documentation such as the manuals of the
external device and the EtherNet/IP specifications "THE CIP
NETWORKS LIBRARY Volume 1 Common Industrial Protocol
(cIP™y".
HIf the FX5-EIP module is operating as an adapter

« Set "Inhibit Time" of the parameter requested by the scanner
to be smaller than "RPI of T -> O".

« Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

011CH CIP Extended error | Among the requested WIf the FX5-EIP module is operating as a scanner

parameters, the transport class
(communication method such
as Class1/Class3) is not
supported.

Use documentation such as the manuals of the external device
to check whether the adapter device of the request destination
supports the transport class (Class1/Class3 communication
method) registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration".

WIf the FX5-EIP module is operating as an adapter

» Use documentation such as the manuals of the external
device to check whether the transport class of the
parameters requested by the scanner is "Class1
Communications" or " Class3 Communications".

« Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

41H
(scanner)
51H
(adapter)

01H

011DH

CIP Extended error

Among the requested
parameters, the transmission
trigger (Cyclic/Application
Trigger/Change of State) is not
supported.

HIf the FX5-EIP module is operating as a scanner

Use documentation such as the manuals of the external device
to check whether the adapter device of the request destination
supports "Trigger Type" registered as a parameter for the
connection settings (scanner) in "EtherNet/IP Configuration”.
HIf the FX5-EIP module is operating as an adapter

An unsupported value has been set for "Transport Type/
Trigger" of ForwardOpen requested by the scanner. Correct
the parameter to be requested by referring to documentation
such as the manuals of the external device and the EtherNet/
IP specifications "THE CIP NETWORKS LIBRARY Volume 1
Common Industrial Protocol (CIP™)".

O011EH

CIP Extended error

Among the requested
parameters, the Direction
(client/server) is not supported.

HWIf the FX5-EIP module is operating as a scanner

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of the
external device and the EtherNet/IP specifications "THE CIP
NETWORKS LIBRARY Volume 1 Common Industrial Protocol
(CIP™y".

WIf the FX5-EIP module is operating as an adapter

An unsupported value has been set for "Transport Type/
Trigger" of ForwardOpen requested by the scanner. Correct
the parameter to be requested by referring to documentation
such as the manuals of the external device and the EtherNet/
IP specifications "THE CIP NETWORKS LIBRARY Volume 1
Common Industrial Protocol (CIP™)".

011FH

CIP Extended error

Among the requested
parameters, O->T Fixed/
Variable flag is not supported.

HWIf the FX5-EIP module is operating as a scanner

* When "Real Time Format" of "Output O->T" that was
registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration" is "Zero length
data", use documentation such as the manuals of the
external device to check whether the adapter device of the
request destination supports "Variable".

When "Real Time Format" of "Output O->T" that was
registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration" is "Modeless" or
"32-bit Header", use documentation such as the manuals of
the external device to check whether the adapter device of
the request destination supports "Fixed".

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

WIf the FX5-EIP module is operating as an adapter

If the FX5-EIP module operates as an adapter (server) during
Class3 communications, only "Variable" can be accepted as
"O -> T network connection parameter" of the parameters that
are requested by the scanner. Check documentation such as
the manuals of the external device to set the request to
"Variable".
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

41H
(scanner)
51H
(adapter)

01H

0120H

CIP Extended error

The requested T->O Fixed/
Variable flag is not supported.

HIf the FX5-EIP module is operating as a scanner

* When "Real Time Format" of "Input T->0" that was
registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration” is "Zero Length
Data", use documentation such as the manuals of the
external device to check whether the adapter device of the
request destination supports "Variable".

When "Real Time Format" of "Input T->O" that was
registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration” is "Modeless" or
"32-bit Header", use documentation such as the manuals of
the external device to check whether the adapter device of
the request destination supports "Fixed".

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

HIf the FX5-EIP module is operating as an adapter

If the FX5-EIP module operates as an adapter (server) during
Class3 communications, only "Variable" can be accepted as "T
-> O network connection parameter" of the parameters that are
requested by the scanner. Check documentation such as the
manuals of the external device to set the request to "Variable".

0123H

CIP Extended error

Among the requested
parameters, the O->T
Connection Type (output mode
such as Point to Point/
Multicast) is not supported.

WIf the FX5-EIP module is operating as a scanner

» Use documentation such as the manuals of the external
device to check that the "Output Mode" of "Output O->T" that
was registered as a parameter of the connection settings
(scanner) in "EtherNet/IP Configuration” is a value that can
be accepted by the adapter.

» Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

HIf the FX5-EIP module is operating as an adapter

Use documentation such as the manuals of the external device
to check whether "Connection Type of O -> T" of the
parameters requested by the scanner is set to "Point to Point".

0124H

CIP Extended error

Among the requested
parameters, the T->0O
Connection Type (input mode
such as Point to Point/
Multicast) is not supported.

HIf the FX5-EIP module is operating as a scanner

» Use documentation such as the manuals of the external
device to check that the "Input Mode" of "Input T->O" that
was registered as a parameter for the connection settings
(scanner) in "EtherNet/IP Configuration" is a value that can
be accepted by the adapter.

« Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".

WIf the FX5-EIP module is operating as an adapter

Use documentation such as the manuals of the external device
to check whether "Connection Type of T -> O" of the
parameters requested by the scanner is set to "Point to Point"
or "Multicast".

0125H

CIP Extended error

Of the requested parameters,
Redundant Owner is not
supported.

HWIf the FX5-EIP module is operating as a scanner

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of the
external device and the EtherNet/IP specifications "THE CIP
NETWORKS LIBRARY Volume 1 Common Industrial Protocol
(CIP™y".

WIf the FX5-EIP module is operating as an adapter

If the FX5-EIP module operates as an adapter (server) during
Class3 communications, only "clear (=0)" is accepted for
"Redundant Owner" as "T -> O network connection parameter”
of the parameters that are requested by the scanner. Check
documentation such as the manuals of the external device to
set the request to "clear (=0)".
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Error code

(1) or (2) | (3) or (5)

(4) or (6)

Error name

Error details and causes

Action

41H 01H
(scanner)
51H

(adapter)

0126H

CIP Extended error

The data size that was set in
the configuration instance was
an unacceptable value.

HIf the FX5-EIP module is operating as a scanner

» Check the manual of the external device, and if the
configuration (initial parameter) does not need to be set
upon request, avoid setting the data.

» Check the manual of the external device, and if the
configuration (initial parameter) does not need to be set
upon request, set the specified data. (This data is usually
specified in the EDS. Therefore, check that the version of
the EDS in use matches that of the adapter device.)

HIf the FX5-EIP module is operating as an adapter

The FX5-EIP module does not use the configuration (default
parameters). Refer to documentation such as the manuals of
the external device and correct the parameters so that the
configuration is not set to the parameters requested by the
scanner.

0127H

CIP Extended error

Among the requested
parameters, the data size that
was set in O->T was an
unacceptable value.

HIf the FX5-EIP module is operating as a scanner

» Check that the IP address of the module specified as the
communication destination in "EtherNet/IP Configuration”
matches the IP address of the desired module.

» Use documentation such as the manuals of the external
device to check that the size that was set in "Data Size
(byte)" of "Output O->T" as a parameter of the connection
settings (scanner) in "EtherNet/IP Configuration" is a value
that can be accepted by the adapter.

WIf the FX5-EIP module is operating as an adapter

« Check that the IP address specified by the scanner as the
communication destination is correct.

» Check whether "Instance ID (O->T)/Tag Name" of the
connection registered in the connection settings (adapter) in
"EtherNet/IP Configuration" is set correctly for "instance ID
and tag name of O->T" of the parameter that is requested by
the scanner.

When "Application Type" of the parameter to be requested
by the scanner is "Exclusive Owner", check that "data size of
O->T" of the parameters to be requested matches "Data
Size (O->T)" of the connection that was registered in the
connection settings (adapter) in "EtherNet/IP Configuration".
When "Application Type" of the parameter to be requested
by the scanner is "Input Only", only 0 can be accepted for

"data size of O->T" of the parameter to be requested.

Correct the parameter to be requested by referring to

documentation such as the manuals of the external device
and the EtherNet/IP specifications "THE CIP NETWORKS

LIBRARY Volume 1 Common Industrial Protocol (CIP™)".

0128H

CIP Extended error

Among the requested
parameters, the data size that
was set in T->O was an
unacceptable value.

HWIf the FX5-EIP module is operating as a scanner

« Check that the IP address of the module specified as the
communication destination in "EtherNet/IP Configuration”
matches the IP address of the desired module.

» Use documentation such as the manuals of the external
device to check that the size that was set in "Data Size
(byte)" of "Input T->O" as a parameter of the connection
settings (scanner) in "EtherNet/IP Configuration" is a value
that can be accepted by the adapter.

WIf the FX5-EIP module is operating as an adapter

« Check that the IP address specified by the scanner as the
communication destination is correct.

» Check whether "Instance ID/Tag Name" of the connection
registered in the connection settings (adapter) in the
"EtherNet/IP Configuration" is set correctly for "Instance 1D/
Tag Name" of the parameter that is requested by the
scanner.

» Check that "data size of T->O" of the parameters requested
by the scanner matches "Data Size" of the connection that
was registered in the connection settings (adapter) in
"EtherNet/IP Configuration”.
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Error code Error name Error details and causes | Action

(1) or (2) | (3) or (5) | (4) or (6)

41H 01H 0129H CIP Extended error | The configuration instance HIf the FX5-EIP module is operating as a scanner

(scanner) does not exist (incorrect Use documentation such as the manuals of the external device

51H configuration instance ID was to check that the instance ID value that was set in

(adapter) specified). "Configuration Instance" as a parameter of the connection
settings (scanner) in "EtherNet/IP Configuration" is correct.
HIf the FX5-EIP module is operating as an adapter
The FX5-EIP module does not use the configuration (default
parameters). Refer to documentation such as the manuals of
the external device and correct the parameters so that the
configuration is not set to the parameters requested by the
scanner.

012AH CIP Extended error | An invalid Consumer WIf the FX5-EIP module is operating as a scanner

application path (instance ID of
O->T) or tag name was
requested.

» Check that the IP address of the module specified as the
communication destination in "EtherNet/IP Configuration”
matches the IP address of the desired module.

» Use documentation such as the manuals of the external
device to check that the value set for "Instance ID" of
"Output O->T" as a parameter of the connection settings
(scanner) in "EtherNet/IP Configuration" is correct.

» Use documentation such as the manuals of the external
device to check that the value set for "Tag Name" as a
parameter of the connection settings (scanner) in "EtherNet/
IP Configuration" is correct.

» Use documentation such as the manuals of the external
device to check whether the connection of the external
device is in a state where communication is not possible due
to a reserved node status or a Class1 communication stop
status.

HIf the FX5-EIP module is operating as an adapter

« Check that the IP address specified by the scanner as the
communication destination is correct.

« Check whether "instance ID and tag name of O->T" of the
parameter requested by the scanner is registered in the
connection settings (adapter) in "EtherNet/IP Configuration".

« Check whether "Tag Name" of the connection registered in

the connection settings (adapter) in "EtherNet/IP

Configuration" is set correctly for "Tag Name" of the

parameter that was requested by the scanner.

When "Application Type" of the parameter requested by the

scanner is "Exclusive Owner", check that " instance ID of O-

>T" of the parameters to be requested matches "Instance ID

(O->T)" of the connection that was registered in the

connection settings (adapter) in "EtherNet/IP Configuration".

When "Application Type" of the parameter requested by the

scanner is "Input Only", check documentation such as the

manuals of the external device, and correct the parameters
so that "Real Time Format" of "Output O->T" is set to

"Heartbeat" and "Instance ID" is set to "198 (0xC6)".
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

41H
(scanner)
51H
(adapter)

01H

012BH

CIP Extended error

An invalid Producer application
path (instance ID of T->O) has
been requested.

HIf the FX5-EIP module is operating as a scanner
» Check that the IP address of the module specified as the
communication destination in "EtherNet/IP Configuration”

matches the IP address of the desired module.

» Use documentation such as the manuals of the external
device to check that the value set for "Instance ID" of "Input
T->0" as a parameter in the connection settings (scanner) in
"EtherNet/IP Configuration" is correct.

» Use documentation such as the manuals of the external
device to check that the value set for "Tag Name" as a
parameter of the connection settings (scanner) in "EtherNet/
IP Configuration" is correct.

» Use documentation such as the manuals of the external
device to check whether the connection of the external
device is in a state where communication is not possible due
to a reserved node status or a Class1 communication stop
status.

HIf the FX5-EIP module is operating as an adapter

« Check that the IP address specified by the scanner as the
communication destination is correct.

« Check whether "Instance ID" of the parameter requested by
the scanner is registered in the connection settings (adapter)
in "EtherNet/IP Configuration”.

» Check whether "Instance ID" of the connection registered in
the connection settings (adapter) in "EtherNet/IP
Configuration" is set correctly for "Instance ID" of the
parameter that is requested by the scanner.

0132H

CIP Extended error

The NULL FORWARD OPEN
function is not supported.

The FX5-EIP module does not support the NULL FORWARD
OPEN function. Correct the parameter by referring to
documentation such as the manuals of the external device and
the EtherNet/IP specifications "THE CIP NETWORKS
LIBRARY Volume 1 Common Industrial Protocol (CIP™)" so
that the scanner does not use the NULL FORWARD OPEN
function.

0135H

CIP Extended error

Among the requested
parameters, the Fixed/Variable
flag did not match the value that
was set in the connection of the
already ongoing multicast
communication.

For new participation in the ongoing multicast communication,
the Fixed/Variable flag must match the existing
communication.

HWIf the FX5-EIP module is operating as a scanner

* When "Real Time Format" of "Input T->0" that was
registered as a parameter of the connection settings
(scanner) in "EtherNet/IP Configuration" is "Zero Length
Data", use documentation such as the manuals of the
external device to check that multicast during
communications is "Variable".

* When "Real Time Format" of "Input T->0" that was
registered as a parameter of the connection settings
(scanner) in "EtherNet/IP Configuration" is "Modeless" or
"32-bit Header", use documentation such as the manuals of
the external device to check that multicast during
communications is "Fixed".

WIf the FX5-EIP module is operating as an adapter

Use documentation such as the manuals of the external device
to check that "O -> T network connection parameter" of the
parameters requested by the scanner is "Fixed".

0136H

CIP Extended error

Among the requested
parameters, the Priority did not
match the value that was set in
the connection of the already
ongoing multicast
communication.

For new participation in the ongoing multicast communication,
the Priority must match the existing communication.

HIf the FX5-EIP module is operating as a scanner

Use documentation such as the manuals of the external device
to check that "Priority" of "Input T->O" that was registered as a
parameter in the connection settings (scanner) in "EtherNet/IP
Configuration" matches the Priority that was set in the
connection of already ongoing multicast communications.

HIf the FX5-EIP module is operating as an adapter

Use documentation such as the manuals of the external device
to check that the Priority that was requested by the external
device matches the Priority that was set in the connection of
the already ongoing multicast communication.

9 TROUBLESHOOTING
9.6 List of Error Codes

207



Error code Error name Error details and causes | Action
(1) or (2) | (3) or (5) | (4) or (6)
41H 01H 0137H CIP Extended error | Among the requested For new participation in the ongoing multicast communication,
(scanner) parameters, the transport class | the transport class (Class0/1) must match the existing
51H (Class0/1) did not match the communication.
(adapter) value that was set in the HIf the FX5-EIP module is operating as a scanner
connection of the already The FX5-EIP module can be used only for Class1
ongoing multicast communications. Change the transport class that was set in
communication. the connection of the already ongoing multicast
communication to Class1.

HIf the FX5-EIP module is operating as an adapter

The FX5-EIP module can be used only for Class1

communications. Refer to the manuals of the external device,

and change the transport class to Class1.
0138H CIP Extended error | Among the requested For new participation in the ongoing multicast communication,
parameters, the transmission the transmission trigger (Cyclic/Application Trigger/Change of
trigger (Cyclic/Application State) must match the existing communication.
Trigger/Change of State) did MIf the FX5-EIP module is operating as a scanner
not match the value that was Use documentation such as the manuals of the external device
set in the connection of the to check that the transmission trigger set in "Trigger Type" that
already ongoing multicast was registered as a parameter for the connection settings
communication. (scanner) in "EtherNet/IP Configuration" matches the
transmission trigger that was set in the connection of the
already ongoing multicast communication.

HIf the FX5-EIP module is operating as an adapter

Use documentation such as the manuals of the external device

to check that the transmission trigger that was requested by

the external device matches the transmission trigger that was
set in the connection of the already ongoing multicast
communication.
0139H CIP Extended error | Among the requested For new participation in the ongoing multicast communication,

parameters, the Inhibit Time did | the Inhibit Time must match that of the existing

not match the value that was communication.

set in the connection of the HWIf the FX5-EIP module is operating as a scanner

already ongoing multicast Use documentation such as the manuals of the external device

communication. to check that the inhibit time set in "Inhibit Time" that was
registered as a parameter for the connection settings

(scanner) in "EtherNet/IP Configuration" matches the inhibit

time that was set in the connection of the already ongoing

multicast communication.

HIf the FX5-EIP module is operating as an adapter

Check that the Inhibit time requested by the external device

matches the Inhibit time set for the connection for the multicast

communication already being performed by referring to

documentation such as the manuals of the external device.
0203H CIP Extended error | Connection timeout « Check whether the operating status of the external device is

normal.

* Check for errors in the line status.

* The line may be busy, so retry at a later time.

« Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of
the external device and the EtherNet/IP specifications "THE
CIP NETWORKS LIBRARY Volume 1 Common Industrial
Protocol (CIP™)".
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

41H
(scanner)
51H
(adapter)

01H

0315H

CIP Extended error

The requested connection path
("Connection Path" that was set
to ForwardOpen) was not
acceptable.

HIf the FX5-EIP module is operating as a scanner

Check the conditions for notifying this error and the action to

take by referring to documentation such as the manuals of the

external device and the EtherNet/IP specifications "THE CIP

NETWORKS LIBRARY Volume 1 Common Industrial Protocol

(CIP™y".

HIf the FX5-EIP module is operating as an adapter

The connection path requested by the scanner could not be

received for the following reasons. Check the conditions for

notifying this error and the action to take by referring to
documentation such as the manuals of the external device and
the EtherNet/IP specifications "THE CIP NETWORKS

LIBRARY Volume 1 Common Industrial Protocol (CIP™)".

» The format of the requested connection path is incorrect.

« During Class1 communications, the class ID or instance ID
of the connection path was not set.

* During Class1 communications, a value other than the
Assembly object (class ID: 4) was set as the class ID of the
connection path.

* During Class3 communications, a value other than the
Message Router object (class ID: 2) was set as the class ID
of the connection path.

* During Class3 communications, a value other than 1 was set
as the instance ID of the connection path.

« During Class3 communications, a value other than 1 was set
as the configuration instance ID of the connection path.

031DH

CIP Extended error

An error notification has been
received from the external
device.

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of the
external device and the EtherNet/IP specifications "THE CIP
NETWORKS LIBRARY Volume 1 Common Industrial Protocol
(CIP™y".

02H

04H

09H

O0CH

10H

13H

15H

CIP Extended error

An error notification has been
received from the external
device.

Check the conditions for notifying this error and the action to
take by referring to documentation such as the manuals of the
external device and the EtherNet/IP specifications "THE CIP
NETWORKS LIBRARY Volume 1 Common Industrial Protocol
(CIP™)".

Except for
shown
above

CIP Extended error

An error notification has been
received from the external
device.

Check the conditions for notifying this error and the action to

take by referring to documentation such as the manuals of the

external device and the EtherNet/IP specifications "THE CIP

NETWORKS LIBRARY Volume 1 Common Industrial Protocol

(cIP™y".

« Stored value in (3) or (5) above: Value of General Status
notified by the external device

« Stored value in (4) or (6) above: Value of Extended Status
notified by the external device
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Error code Error name Error details and causes | Action

(1) or (2) | (3) or (5) | (4) or (6)

43H 00H 0002H Connection start Network path error « Check the parameter set in "EtherNet/IP Configuration" and
(scanner) error write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

02BCH Connection start Memory error » Take measures to reduce noise.
error * Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.
012EH Connection start Specified connection instance « Take measures to reduce noise.
error ID duplication * Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.
012FH Connection start Invalid target IP address » Check the parameter set in "EtherNet/IP Configuration" and
error write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

0130H Connection start No TCP/IP interface object for * Check the parameter set in "EtherNet/IP Configuration" and
error the specified IP address write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

01C3H Connection start "EtherNet/IP Configuration" » Check the parameter set in "EtherNet/IP Configuration" and
error parameter error write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

44H 00H 0002H Connection error The target device does not » Check whether the operating status of the external device is
(scanner) exist. normal.

 Check for errors in the line status.

» The line may be busy, so retry at a later time.

« The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

01H 0002H Connection error The target device does not » Check whether the operating status of the external device is
exist. normal.

« Check for errors in the line status.

« The line may be busy, so retry at a later time.

« The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

00H 0003H Connection error A timeout occurred in the « Check whether the operating status of the external device is
connection with the external normal.
device. « Check for errors in the line status.

« The line may be busy, so retry at a later time.

« The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

0005H Connection error A timeout occurred in the « Check that the Ethernet cable is not disconnected.

connection with the external
device.

Check whether the operating status of the external device is
normal.

« Check for errors in the line status.

« The line may be busy, so retry at a later time.

* The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

44H
(scanner)

02H

0005H

Connection error

A timeout occurred in the
connection with the external
device.

» Check whether the operating status of the external device is
normal.

* Check for errors in the line status.

* The line may be busy, so retry at a later time.

» The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

00H

0280H

Connection error

Forward Close has been
received from the external
device.

Check whether the operating status of the external device is
normal.

Check for errors in the line status.

The line may be busy, so retry at a later time.

The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

0281H

Connection error

Connection stop failed.

Take measures to reduce noise.

Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.

01H

0281H

Connection error

Connection stop failed.

Take measures to reduce noise.

Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.

10H

02BCH

Connection error

Memory error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

20H

02BCH

Connection error

Memory error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

45H
(scanner)
55H
(adapter)

11H

0256H

Socket error

Socket generation has failed.

Retry the operation after a while.

Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.

00CCH

Socket error

The socket option setting (non-
blocking) failed.

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

0264H

Socket error

Socket option setting error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

0266H

Socket error

Socket option setting error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

0267H

Socket error

Socket option setting error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.
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Error code

(1) or (2)

(3) or (5)

(4) or (6)

Error name

Error details and causes

Action

45H
(scanner)
55H
(adapter)

11H

0257H

Socket error

Socket registration error

* Retry the operation after a while.

* Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.

0262H

Socket error

Socket option setting error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

0263H

Socket error

Socket option setting error

Take measures to reduce noise.

Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

Socket
error
code

Socket error

10 data send error. The error
code obtained from the
communication stack was set.

Retry the operation after a while.

Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.

46H
(scanner)

00H

00CFH

Maximum number
of connections

A connection cannot be created
because the maximum number
of connections has been
reached.

« Check for errors in the line status.

» The line may be busy, so retry at a later time.

« Check the parameter set in "EtherNet/IP Configuration" and
write the parameter to the module again.

10H

00DOH

Maximum number
of requests

A request cannot be created
because the maximum number
of requests has been reached.

* Check for errors in the line status.

« The line may be busy, so retry at a later time.

» Check the parameter set in "EtherNet/IP Configuration" and
write the parameter to the module again.

20H

00DOH

Maximum number
of requests

A request cannot be created
because the maximum number
of requests has been reached.

» Check for errors in the line status.

« The line may be busy, so retry at a later time.

» Check the parameter set in "EtherNet/IP Configuration" and
write the parameter to the module again.

50H
(adapter)

10H

0000H

Connection
disabled

The connection has been set to
be disabled.

» Check the parameter set in "EtherNet/IP Configuration" and
write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

20H

0000H

Stop of Class1
communications

Class1 communications are
stopped.

Check whether the buffer memory area 'EtherNet/IP
communication start request' is set to "ON".

Check that the buffer memory area 'Cyclic communication
pause specification' is set to "Cyclic communication pause not
requested".

0284H

Connection stop

The connection has stopped.

» Check whether the operating status of the external device is
normal.

« Check for errors in the line status.

« The line may be busy, so retry at a later time.
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Error code Error name Error details and causes | Action

(1) or (2) | (3) or (5) | (4) or (6)

53H 00H 0136H Instance Assembly instance size error » Check the parameter set in "EtherNet/IP Configuration" and
(adapter) registration error write the parameter to the module again.

« If the same error code is displayed again, the possible cause
is a hardware failure of the error module. Please contact
your local Mitsubishi representative.

0133H Instance Registration failed because the » Take measures to reduce noise.
registration error maximum number of assembly » Reset the CPU module and run it again. If the error occurs
objects has been reached. again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.
0131H Instance Invalid assembly instance » Take measures to reduce noise.
registration error » Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.
0132H Instance Assembly instance duplication » Take measures to reduce noise.
registration error » Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.
0135H Instance The assembly buffer is full. » Take measures to reduce noise.
registration error * Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.
0134H Instance Assembly instance offset error » Check the parameter set in "EtherNet/IP Configuration" and
registration error write the parameter to the module again.

» Reset the CPU module and run it again. If the error occurs
again even after the above action is taken, the possible
cause is a hardware failure of the module on which the error
occurred. Please contact your local Mitsubishi
representative.

54H 00H 0005H Connection error A timeout occurred in the » Check that the Ethernet cable is not disconnected.
(adapter) connection with the external « Check whether the operating status of the external device is
device. normal.

 Check for errors in the line status.

« The line may be busy, so retry at a later time.

» The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

0280H Connection error Forward Close has been » Check whether the operating status of the external device is
received from the external normal.
device.  Check for errors in the line status.

« The line may be busy, so retry at a later time.

« The external device may not be able to send data at the
specified RPI due to a high communication load, so specify
a larger RPI and connect again.

20H 02BCH Connection error Memory error « Take measures to reduce noise.

* Reset the CPU module and run it again. If the same error
occurs again even after taking the above measure, the
possible cause is a hardware failure of the module. Please
contact your local Mitsubishi representative.

56H 00H 00CFH Connection start A connection cannot be created | « Check for errors in the line status.

(adapter) error because the maximum number | < The line may be busy, so retry at a later time.
of connections has been « Check the parameter set in "EtherNet/IP Configuration" and
reached. write the parameter to the module again.
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Error codes for the message communication function (client)

Error codes for the message communication function (client) are stored in the following.

* Result storage area of the message communication area (response area)

» 0_uStatusld of each module function block (communication error code)

Error Error details and causes Action
code
0001H A value outside the range was set for the » Check the value set for the request area.”
request area or the input argument of the « Check the value set for the argument of the module function block."
module function block.
0002H The size of the received data exceeded the « Check the settings of the external device.
maximum number of bytes per connection. » Check that there is no noise on the line.
* Check the maximum number of connections setting.
0003H The connection set for the message Check the Class3 communication parameters and change the connection destination from the
communication reserved node was used. reserved node.
0004H Class3 communications were performed « Check that the area used is correct.
using a request area where Class3 « Set Class3 communications parameters in the area used.
communications parameters were not set.
0005H Class3 communications or UCMM « Check whether the setting value of the buffer memory area for specifying the communication
communications were performed using a method of the target connection number in the request area matches the parameter of the
request area that differs from the parameter target connection set in "EtherNet/IP Configuration".
set in "EtherNet/IP Configuration". * When Class3 communications are used, set the Class3 communication parameters for the
target connection in "EtherNet/IP Configuration".
* When UCMM communications are used, no parameters are set for the target connection in
"EtherNet/IP Configuration".
0006H Class3 communications failed. « Check that the Ethernet cable is not disconnected.
« Check that the cable is not disconnected or reconnected during Class3 communications.
« Use PING or a similar method to check that a node with the request destination IP address
exists on the network.
» Check whether the external device is operating normally.
0010H Access to the buffer memory area is « Check whether the "Assurance of input/output data" function is enabled or disabled.
prohibited by the "Assurance of input/output « Check "Input data update status" and "Output data update status".
data" function.
0101H A request for message communications » Check that the Ethernet cable is not disconnected.
failed to be sent. * Use PING or a similar method to check that a node with the request destination IP address
exists on the network.
* When Class3 communications are requested, check that the external device supports Class3
communications.
* When UCMM communications are requested, check that the external device supports UCMM
communications.
« Check that there is no noise on the line.
» Check whether the external device is operating normally.
0102H There was no response to the request for « Check that the Ethernet cable is not disconnected.
message communications.  Use PING or a similar method to check that a node with the request destination IP address
exists on the network.
« Check whether the buffer memory area 'EtherNet/IP communication start request' (Un\G273) is
set to "ON".
* When Class3 communications are requested, check that the external device supports the
Class3 communication server function.
* When UCMM communications are requested, check that the external device supports the
UCMM communication server function.
« Refer to the manual for the external device and check that the external device is ready to
receive a request.
« Check that the cable is not disconnected or reconnected during Class3 communications.
« Check that there is no noise on the line.
0103H Connection establishment for Class3 « Check that the Ethernet cable is not disconnected.
communications failed. « Check that the request destination IP address set in the Class3 communications parameters is
correct.
« Check that the external device supports the Class3 communication server function.
« Check that the cable is not disconnected or reconnected during Class3 communications.
« Check that there is no noise on the line.
« Check whether the external device is operating normally.
0104H There was no response to ForwardOpen for | « Check that the external device supports the Class3 communication server function.

performing Class3 communications.

« Refer to the manual for the external device and check that the external device is ready to
receive a request.
« Check that there is no noise on the line.
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Error Error details and causes Action
code
0165H The number of simultaneous executions for * Reduce the number of UCMM communication connections being executed simultaneously.
UCMM communications has reached its « Execute again at a later time.
upper limit.
01FFH An error was set in the CIP response code. Check the conditions for notifying this error and the action to take by referring to documentation
such as the manuals of the external device and the EtherNet/IP specifications "THE CIP
NETWORKS LIBRARY Volume 1 Common Industrial Protocol (CIP™)".
FOOOH to The data size specified in UCMM Take the following action according to the value set in FxxxH (xxx = 000 to 1FO0).
F1FOH communications exceeds the allowable

setting range.

* xxx=000
The data size cannot be set to "0" for UCMM tag communications.
Check the value set for the data size.

« Other than xxx = 000

A value that has been set exceeds the allowable data size value for UCMM instance
communications/lUCMM tag communications.

The maximum value that can be set for the data size is xxx. Please check the data size set value
to ensure it is valid.

For allowable data size settings for UCMM communications, refer to the following.
=5~ Page 240 /O data size

*1 For values that can be set in request areas, refer to [~ Page 248 Message communication request/response area.
*2 For values that can be set for arguments in module function blocks, refer to the following.
LTIMELSEC iQ-F FX5 Ethernet, EtherNet/IP, CC-Link IE Function Block Reference
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Error codes for the tag communication function (server)

The error codes for the tag communication function (server) are CIP response codes returned to the FX5-EIP for read/write

requests from the external device.

For the error code check method, refer to the manual for the external device.

General | Extended | CIP Status Name Error details and causes Action
Status Status
00H 0000H Success Normal completion —
05H 0000H Path destination The target tag name does not exist.”! | Check the tag name specified by the external device
unknown (originator).
08H 0000H Service not supported There was a request for an If the external device (originator) is an FX5-EIP, set the Path
unsupported service. Segment specification to "Q"."2
Check that the unconnected send service is not in use.
Check that the service code of the request sent from the
external device (originator) is correct.
13H 0000H Not enough data Not all the parameters are set for Check that the request sent from the external device
Read/Write Tag Service. (originator) is correct.”
Check that there is no noise on the line.
15H 0000H Too much data The request data size specified by Increase the data size set in the tag for Class3/UCMM tag
Read/Write Tag Service exceeded the | communications of the FX5-EIP.
data size set to the tag. Reduce the request data size specified by the external device
(originator).
Check that the request sent from the external device
(originator) is correct.”®
1FH 0002H Vendor specific error There is a type mismatch between the | Match Tag Type set in the tag for Class3/UCMM tag
Tag Type specified by Read/Write Tag | communications of the FX5-EIP to Tag Type specified by the
Service and Tag Type set in the external device (originator).
specified tag.

*1 Requests for a tag set as a tag for Class1 tag communications cannot be accepted. If such a tag is specified, this error code is returned.

*2 For the setting method to specify Path Segment of the FX5-EIP, refer to [~ Page 248 Message communication request/response area.

*3 Check that the minimum service parameters required for using Read/Write Tag Service exist. When using Write Tag Service, check the
size of the actual data to be actually written against the specified request size.
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9.7

List of Event Code

The following table lists events that occur in the FX5-EIP.

Event Event Event Event Detected event Detailed information
code type R | Ea Detailed Detailed Detailed
information 1 information 2 | information 3
0800 System Error Minor Link-down Operation source | Communication —
information speed and
communication
mode
0904 System Error Minor Socket communication sending failure Operation source | — —
information
1080 System Error Major ROM write count error Number of times — —
information ™!
1810 System Error Minor IP address change fails — — —
1900 System Error Minor Flash memory check error (IP address — — —
change function sector)
1901 System Error Minor Flash memory check error (Total number | — — —
sector of writes to memory Flash ROM)
1902 System Error Minor Flash memory check error (Flash — — —
memory test sector)
1903 System Error Minor Flash memory check error (TCP — — —
Inactivity Timeout sector)
1904 System Error Minor Flash memory check error (EIP — — —
parameter sector)
1905 System Error Minor Memory check error — — —
1906 System Error Minor Hardware error — — —
19E0 System Error Minor EtherNet/IP communication receive data | — — Failure
error information
1F00 System Error Minor MELSOFT connection error — — —
2160 System Error Moderate IP address duplication detection — — Failure
information
2C80 System Error Moderate Receive parameter sum value error — — Failure
information
2C81 System Error Moderate Receive parameter data error — — Failure
information
2C82 System Error Moderate Divided parameter receive error — — Failure
information
2CFO0 System Error Moderate FX5-EIP WDT error occurrence — — Failure
information
2DA0 System Error Moderate Connection setting parameter (Error in Parameter — —
the number of connection setting) information 2
2DA1 System Error Moderate Connection setting parameter Parameter — —
(Connection number error) information 2
2DA2 System Error Moderate Connection setting parameter Parameter — —
(Communication destination information 2
communication method error)
2DA3 System Error Moderate Connection setting parameter (Protocol | Parameter — —
system error) information
2DA4 System Error Moderate Connection setting parameter (Open Parameter — —
system error) information 2
2DA6 System Error Moderate Connection setting parameter (IP Parameter — —
address (IPv4) error) information 2
2DA7 System Error Moderate Connection setting parameter (IP Parameter — —
address (IPv6) error) information 2
2DA8 System Error Moderate Connection setting parameter Parameter — —
(Existence confirmation specification information 2
error)
2DA9 System Error Moderate Connection setting parameter Parameter — —
(Communication data code error) information 2
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Event Event Event Event Detected event Detailed information
code type category | status Detailed Detailed Detailed
information 1 information 2 | information 3
2DAA System Error Moderate Connection setting parameter (Error in Parameter — —
specification of writing during running) information
2DAB System Error Moderate Connection setting parameter own node | Parameter — —
port number error information 2
3040 System Error Moderate Firmware update file version error — — —
3041 System Error Moderate Failure in verification of firmware update | — — —
file integrity
3042 System Error Moderate Failure in acquisition of firmware update | — — —
file
3056 System Error Moderate | Socket communication buffer full — — Failure
information
306D System Error Moderate IP address format out of range Parameter — —
information 2
306E System Error Moderate IP address (Ipv4) out of range Parameter — —
information 2
306F System Error Moderate Subnet mask out of range Parameter — —
information 2
3073 System Error Moderate Gateway address (IPv4) out of range Parameter — —
information 2
3074 System Error Moderate Subnet mask out of range Parameter — —
information 2
3095 System Error Moderate Number of target IP address setting out | Parameter — —
of range (IP filter settings) information 2
3096 System Error Moderate IP address 1 out of range (IP filter Parameter — —
settings) information 2
3097 System Error Moderate IP address 2 out of range (IP filter Parameter — —
settings) information 2
3098 System Error Moderate IP address 1 > IP address 2 error (IP Parameter — —
filter settings) information 2
3099 System Error Moderate Number of excluded IP address setting Parameter — —
out of range (IP filter settings) information 2
309A System Error Moderate Target IP address setting number out of | Parameter — —
range (IP filter settings) information 2
309B System Error Moderate Excluded IP address number out of Parameter — —
range (IP filter settings) information
309C System Error Moderate Excluded IP address out of range (IP Parameter — —
filter settings) information 2
309D System Error Moderate Target module support error (IP address | Parameter — —
settings parameter) information 2
309E System Error Moderate Target module support error (Gateway Parameter — —
address setting parameter) information 2
30B3 System Error Moderate Refresh settings out of range Parameter — —
information 2
30B4 System Error Moderate EtherNet/IP auto-start setting out of Parameter — —
range information 2
30B5 System Error Moderate Maximum number of connections setting | Parameter — —
out of range information 2
31E0 System Error Moderate Parameter not set System — —
configuration
information
31E1 System Error Moderate Parameter error — — Failure
information
31E2 System Error Moderate EtherNet/IP communication parameter — — Failure
error information
3C13 System Error Major Hardware error — — Failure
information
3E05 System Error Major Memory error — — Failure
information
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Event Event Event Event Detected event Detailed information
BEE type BRG] | SENE Detailed Detailed Detailed
information 1 information 2 | information 3
3E06 System Error Major EtherNet/IP communication memory — — Failure
error information
3E30 System Error Major Fixed memory block acquisition/release | — — Failure
ID number invalid information
3E31 System Error Major Fixed memory block acquisition/release | — — Failure
context error information
3E32 System Error Major Error in forced cancellation of waiting for | — — Failure
fixed memory block acquisition/release information
3E33 System Error Major Error in forced cancellation of waiting — — Failure
due to the reset of a fixed memory block information
acquisition/release object
3E34 System Error Major Fixed memory block acquisition/release | — — Failure
parameter error information
3E35 System Error Major Variable memory block acquisition/ — — Failure
release ID number invalid information
3E36 System Error Major Variable memory block acquisition/ — — Failure
release context error information
3E37 System Error Major Error in forced cancellation of waiting for | — — Failure
variable memory block acquisition/ information
release
3E38 System Error Major Error in forced cancellation of waiting — — Failure
due to reset of variable memory block information
acquisition/release object
3E39 System Error Major Variable memory block acquisition/ — — Failure
release parameter error information
3E3A System Error Major E-mail box transmitting/receiving — — Failure
parameter error information
3E3B System Error Major E-mail box transmitting/receiving ID — — Failure
number invalid information
3E3C System Error Major E-mail box transmitting/receiving context | — — Failure
error information
3E3D System Error Major Error in forced cancellation of waiting for | — — Failure
e-mail box transmitting/receiving information
3E3E System Error Major Semaphore acquisition/release — — Failure
parameter error information
3E3F System Error Major Invalid semaphore acquisition/release — — Failure
ID number information
3E40 System Error Major Semaphore acquisition/release context | — — Failure
error information
3E41 System Error Major Semaphore acquisition/release queuing | — — Failure
overflow information
3E42 System Error Major Error in forced cancellation of waiting for | — — Failure
semaphore acquisition/release information
3E60 to System Error Major MPU error — — Failure
3E63 information
3FA1 System Error Major Memory error — — Failure
information
C050 System Error Minor Ethernet communication error Parameter — —
information
C051 System Error Minor Ethernet communication error Parameter — —
information
C052 System Error Minor Ethernet communication error Parameter — —
information
C053 System Error Minor Ethernet communication error Parameter — —
information
C054 System Error Minor Ethernet communication error Parameter — —
information
C058 System Error Minor Ethernet communication error Parameter — —
information
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Event Event Event Event Detected event Detailed information

BEE type BRG] | SENE Detailed Detailed Detailed
information 1 information 2 | information 3

C059 System Error Minor Ethernet communication error Parameter — —
information

C05B System Error Minor Ethernet communication error Parameter — —
information

C05C System Error Minor Ethernet communication error Parameter — —
information

CO5E System Error Minor Ethernet communication error Parameter — —
information

CO5F System Error Minor Ethernet communication error Parameter — —
information

C060 System Error Minor Ethernet communication error Parameter — —
information

C061 System Error Minor Ethernet communication error Parameter — —
information

CO6F System Error Minor Ethernet communication error Parameter — —
information

C0oD8 System Error Minor Ethernet communication error Parameter — —
information

*1  <Number of times information>

- Number of times (set value)
*2 <Parameter information>
- Parameter storage location

- Parameter type

- (/0 No.)
- (Parameter number)
- Parameter item number
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APPENDIX

Appendix 1 External Dimensions

2-¢4.5 mounting hole

0 (mounting hole pitch)
90

83

(Unit: mm)
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Appendix 2 Standards

Certification of UL, cUL standards

The FX5-EIP supports UL (UL, cUL) standards.
UL, cUL file number: E95239
For models that support UL standards, please contact your local Mitsubishi representative.

Compliance with EU Directive (CE marking)

This note does not guarantee that an entire machine produced in accordance with the contents of this note will comply with
the following standards.

Compliance to EMC Directive and LVD Directive of the entire mechanical module should be checked by the user/
manufacturer. For more details, please contact your local Mitsubishi representative.

Requirement for compliance with EMC Directive

The following products have shown compliance through direct testing (of the identified standards below) and design analysis
(through the creation of a technical construction file) to the European Directive for Electromagnetic Compatibility (2014/30/
EU) when used as directed by the appropriate documentation.

Attention

This product is designed for use in industrial applications.

Product compatibility

Type: Programmable controller (open type equipment)
Models: FX5 manufactured

from October 1st, 2025 | FX5-EIP

Electromagnetic compatibility (EMC) directive Remarks

EN 61131-2:2007 Programmable controllers Compliance with all relevant aspects of the standard.
- Equipment requirements and tests EMI

* Radiated emission

» Conducted emission

EMS

+ Radiated electromagnetic field
* Fast transient burst

* Electrostatic discharge

* High-energy surge

* Voltage drops and interruptions
» Conducted RF

 Power frequency magnetic field
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Caution for compliance with EU Directive

Caution for when this product is used

When using this product, attach a ferrite core to the power supply of the CPU module. Wrap the power cable around the ferrite
core by one. The distance between the ferrite core and the terminal block or the connector connected to the power cable must
be approx. 200mm or shorter. (Ferrite core used for the tests conducted by Mitsubishi: E04SR401938 manufactured by
SEIWA ELECTRIC MFG. CO., LTD.)

Caution for when the Ethernet port is used

Use a shielded twisted pair cable for the 10BASE-T or 100BASE-TX cable.
Strip a part of the jacket of the shielded twisted pair cable as shown below and ground the exposed shield to the largest area,
at the both ends of the cable.

/ \
n (

X
Compliance with UKCA marking

The requirements for compliance with UKCA marking are the same as that with EU directive (CE marking).

Clamp metal fitting
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Appendix 3 Module Label

The buffer memory of the FX5-EIP can be set using a module label.

The availability of some module labels depends on the maximum number of connections.

If the maximum number of connections is 64, use the module label "EtherNet/IP common area (64 connections)". If the

maximum number of connections is 128, use the module label "EtherNet/IP common area (6128 connections)".

Structure of the module label

The module label name is defined with the following structure.

* "instance name"_"data format""label name"_D

* "instance name"_"data format""data type" "label name"_D

Hinstance name
The following is the instance name of the FX5-EIP.

Model

Instance name

FX5-EIP

FX5EIP

FXS5EIP_unStatus_LatestError_D

HEData format

The data format indicates the size of a buffer memory area. The following shows the classification.

Data format Description
b Bit
bn Bit of multiple buffer memory areas
u Word [Unsigned]/Bit String [16-bit]
ud Double word [Unsigned]/Bit String [32-bit]
un Word of multiple buffer memory areas [Unsigned]/Bit String [16-bit]
EData type
The data type indicates the type of a buffer memory area. The following shows the classification.
Data type Description
Val Display the value of module.
Set Set the module control instruction.
Sts Display the module status.

HLabel name
A label name unique to the module.

m D

This symbol indicates that the module label is for direct access. Value update timing is shown below.

Type

Description

Access timing

Direct access

The values read/written from/to the module labels are reflected to
the module immediately.

At writing to or reading from the module label
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Appendix 4 Buffer Memory

The buffer memory is used to exchange data between the FX5-EIP module and the CPU module. Buffer memory values are

set to their defaults (initial values) when the system is powered off or the CPU module is reset.

List of buffer memory addresses

64 connections: When the maximum number of connections is 64. 128 connections: When the maximum number of

connections is 128. R: Read, W: Write

Address (decimal) Address (hexadecimal) Name Initial value R/W
64 128 64 128
connections | connections | connections | connections
29 1DH Common area Latest error code 0
30 1EH (module Module information 69C3H
information) <
31 1FH Firmware version 1 R
34 to 35 22H to 23H Input signals 0 R/W
36 to 37 24H to 25H Output signals 0 R/W
50 to 51 32H to 33H IP address setting 0.0.0.0 R/W
52 to 53 34H to 35H Subnet mask pattern setting 0.0.0.0 R/W
54 to 55 36H to 37H Default router IP address setting 0.0.0.0 R/W
56 38H IP address storage area write 0 R/W
request
57 39H IP address storage area write status | 0 R
58 3AH IP address storage area clear 0 R/W
request
59 3BH IP address storage area clear status | 0
60 3CH IP address change function enable 0
flag
61 3DH IP address storage area write error 0 R
code
62 3EH IP address storage area clear error 0 R
code
64 to 65 40H to 41H IP address 192.168.3.251 R
74 t0 75 4AH to 4BH Subnet mask pattern 255.255.255.0 R
76 to 77 4CH to 4DH Default gateway IP address 0.0.0.0 R
102 to 104 66H to 68H Ethernet address (MAC address) 2 R
105 69H MELSOFT connection TCP port 5554 R
number
106 6AH MELSOFT connection UDP port 5555 R
number
107 6BH MELSOFT direct connection port 5552 R
number
108 to 139 6CH to 8BH Error code 0 R
152 to 153 98H to 99H Open completion signal 0 R
154 to 155 9AH to 9BH Open request signal 0 R
156 to 157 9CH to 9DH Socket communications receive 0 R
status signal
158 9EH Initial status 0 R
201 C9H IP address duplication status 0 R
202 to 204 CAH to CCH MAC address of the already 0
connected station
205 to 207 CDH to CFH MAC address of the station 0 R
connected later
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Address (decimal) Address (hexadecimal) Name Initial value R/W
64 128 64 128
connections | connections | connections | connections
224 EOH EtherNet/IP Maximum number of connections "3
228 E4H communication Auto refresh status "3
setting
232 E8H Assurance of Block assurance 0 R/W
input/output specification per
data connection
233 E9H Block assurance 0 R
state per
connection
240 FOH PING test Communication 0 R/W
request area time check
241 F1H Transmission 0 R/W
count
242 to 243 F2H IP Address 0 R/W
244 F4H PING test Total packet 0 R
response area | transmission
count
245 F5H Receive count 0
246 F6H Loss count 0
247 to 256 F7H Error code 0
272 110H EtherNet/IP EtherNet/IP 0 R/W
communication | communication
control start request
273 111H EtherNet/IP 0 R
communication
start status
274 112H EtherNet/IP 0 R/W
communication
continuation
specification
request
275 113H EtherNet/IP data | O R
link continuation
specification state
304 to 367 304 to 431 130H to 16FH 130H to 1AFH 1/0 data 1/0 data size Input data size 0
432 t0 495 432 to 559 1BOH to 1EFH | 1BOH to 22FH | ommon Output/message | 0
information communication
(server) data size
560 to 687 560 to 815 230H to 2AFH 230H to 32FH 1/0 data buffer | Input data buffer 0 R
memory memory address
816 to 943 816 to 1071 330H to 3AFH | 330H to 42FH address Output/message | 0 R
communication
(server) data
buffer memory
address
1072 to 1135 1072 to 1199 430H to 46FH | 430H to 4AFH Block Input data update | 0 R/W
assurance status
120010 1263 | 1200t 1327 | 4BOH to 4EFH | 4BOH to 52FH specification ' 545t data 0 RIW

per connection update status
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Address (decimal) Address (hexadecimal) Name Initial value R/W
64 128 64 128
connections | connections | connections | connections
1328 to 1331 1328 to 1335 530H to 533H 530H to 537H Cyclic Communication | Data link status 0
133610 1339 | 133610 1343 | 538H to 53BH | 538H to 53FH | Communication | status Error status 0
1344 to 1347 1344 to 1351 540H to 543H 540H to 547H Reserved node 0
1360 to 1363 1360 to 1367 550H to 553H 550H to 557H Cyclic communication pause 0 R/W
specification
1368 to 1371 1368 to 1375 558H to 55BH 558H to 55FH Cyclic communication pause status | 0
1392 to 1393 570H to 571H Connection Connection 1 0
1394 t0 1519 | 1394 t0 1647 | 572H to 5EFH | 572H to 66FH behavior error | ¢ onnections 2to | 0
status
64/128
Input
1648 to 1649 670H to 671H Connection Connection 1 0
165010 1775 | 1650t0 1903 | 672H to 6EFH | 672H to 76FH behavior error | connections 2t | 0
status
64/128
Output
1920 to 1921 780H to 781H Connection Production 0 R
information Connection ID
1922 to 1923 782H to 783H area Consumption 0 R
Connegtion Connection ID
number 1
1924 to 1925 784H to 785H Diagnostic O->TAPI (us) 0 R
1926 to 1927 786H to 787H T->O API (us) 0 R
1928 to 1929 788H to 789H O->T RPI (us) 0 R
1930 to 1931 78AH to 78BH T->0 RPI (us) 0 R
1932 to 1933 78CH to 78DH O->T Net 0 R
Parameters
1934 to 1935 78EH to 78FH T->0O Net 0 R
Parameters
1936 790H Originator 0 R
Connection Serial
Number
1937 791H Originator Vendor | 0 R
Id
1938 to 1939 792H to 793H Originator Serial 0 R
Number
1940 to 3199 1940 to 4479 794H to C7FH 794H to 117FH Connection Same as 0 R
information connection
area number 1
Connection
numbers 2 to
64/128
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Address (decimal) Address (hexadecimal) Name Initial value R/W
64 128 64 128
connections | connections | connections | connections
4496 4496 1190H 1190H Message Execution request flag (1st) 0 R/W
4497 t0 4559 | 4497104623 | 1191H to 1191H to communications | gyecution request flag (2nd to 64th/ | 0 RIW
11CFH 120FH 128th)
4640 to 4643 4640 to 4647 1220H to 1220H to Message Message 0 R
1223H 1227H communication | communication
status reserved node
4656 1230H Message Communication Class1 R/W
communication | method communications: 0
area (1st) specification UCMM
Request area communications: 1
Class3
communications: 2
4657 1231H Communication Class3 R/W
method communication:
specification Parameter setting
4658 1232H Service followed RIW
Other than Class3
4659 to 4660 1233H to 1234H Target IP Address | .o mmunications: 0 | R'W
4661 1235H RPI R/W
4662 1236H Timeout Multiplier R
4663 1237H Trigger Type R/W
4664 1238H Path Segment R/W
specification
(Segment Size)
4665 to 4668 1239H to 123CH Path Segment R/W
specification
(Path Segment)
4669 123DH Data Type R/W
4670 123EH Class R/W
4671 123FH Instance R/W
4672 1240H Attribute R/W
4673 to 4800 1241H to 12COH Tag Name R/W
4816 12DOH Message Result storage 0 R
communication | area
4817 to 4818 12D1H to 12D2H area (1st) CIP response 0 R
Response area code
4819 12D3H Data Type 0 R
4820 12D4H Class 0 R
4821 12D5H Instance 0 R
4822 12D6H Attribute 0 R
4823 to 4824 12D7H to 12D8H Execution 0 R
completion count
4848 to 16943 | 4848 t0 29231 | 12FOH to 12F0H to Message communication areas (2nd | (Refer to the first —
422FH 722FH to 64th/128th) one.)
16944 to 32560 to 4230H to 7F30H to Data area Input data area (1st) 0 R
17665 32859 4501H 805BH
17666 to 32860 to 4502H to 805CH to Input data areas (2nd to 64th/128th) | O R
63151 70959 F6AFH 1152FH
63152 to 70960 to F6BOH to 11530H to Output/message communication 0 R/W
63873 71259 F981H 1165BH (server) data area (1st)
63874 to 71260 to F982H to 1165CH to Output/message communication 0 R/W
109359 109359 1AB2FH 1AB2FH (server) data areas (2nd to 64th/
128th)
110116 1AE24H Number of For Class1/Class3 communication 0 R
consumed
connections

*1  The firmware version of the FX5-EIP is stored. For Ver.1.000, 1000 is stored.
*2 MAC address written before shipment
*3 Module parameter setting value
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Details of buffer memory addresses (module status G29 to G207)

Common area (module information)
HLatest error code (Un\G29)

The latest error code that has occurred in the FX5-EIP is stored. (0 is stored when conditions are normal.)

For details on error codes, refer to ==~ Page 192 Module error.

EModule information (Un\G30)

Stores module specific information.
For the FX5-EIP, a unique code (69C3H) is stored.

BFirmware version (Un\G31)
Stores the firmware version of the FX5-EIP.

[Ex]

When the firmware version of the FX5-EIP is Ver.1.000: K1000
Hinput signals (Un\G34 to Un\G35)

These signals are used to check the communication status of the FX5-EIP.

Address bit Signal name Description

Un\G34 b14 Module error status A signal for checking the occurrence of error (minor/moderate/major) of the FX5-EIP
» On: An error has occurred (minor/moderate/major)

« Off: No error

When the signal is turned on (an error occurs), eliminate the error cause, and turn on
'Module error clear request' (Un\G36.b15). Then, the signal will be turned off.

b15 Module ready A signal for checking the status of completion of preparation for operation of the FX5-EIP
* On: The module is operable
« Off: The module is not operable (in preparation)

Un\G35 b2 PING test completion This signal turns on or off depending on the execution status of the PING test.
* On: The PING test has completed.
« Off: The PING test has not completed.

b15 Communication Ready This signal turns on when the FX5-EIP communication preparation has completed.
« On: Communication preparation has completed.
« Off: Communication preparation is in progress.
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EOutput signals (Un\G36 to Un\G37)

These signals are used for controlling the FX5-EIP.

Address bit Signal name Description

Un\G36 b15 Module error clear request Requests to clear the error that has occurred in the FX5-EIP. To request to clear the
module error, turn on and off the signal.
Issuing the request after the cause of the error is removed will clear the following items.
* 'Module error status' (Un\G34.b14) turns on and off.
* The ERROR LED is turned off.
* The following buffer memory
- 'Latest error code' (Un\G29)
- 'IP address storage area write error code' (Un\G61)
- 'IP address storage area clear error code' (Un\G62)
- 'Error code' (Un\G108 to Un\G139)
- 'IP address duplication status area' (Un\G201)
- 'MAC address of the already connected station' (Un\G202 to Un\G204)
- 'MAC address of the station connected later' (Un\G205 to Un\G207)

Pointp
» Turn on and off 'Module error clear request' (Un\G36.b15) at the following timing using 'Module error status'
(Un\G34.b14) as an interlock condition.
Error code (various) Error code PR 0 ---p Performed by the FX5-EIP
| E —» Performed by the program
'‘Module error status' : l‘A
(Un\G34.b14) i A
'Module error clear request’ S \‘
(Un\G36.b15)
Address bit Signal name Description
Un\G37 b2 PING test execution request Turn this signal on to execute a PING test.
* On: PING test execution request
« Off: Request to complete PING test
Pointp

» Turning on 'PING test execution request' (Un\G37.b2) clears 'PING test response area' (Un\G244 to

Un\G256). Turning off 'PING test execution request' (Un\G37.b2) turns 'PING test completion' (Un\G35.b2)
off.

'PING test execution request' ---p Performed by the FX5-EIP
(Un\G37.b2) - i
/ —» Performed by the program

'PING test letion’ E

est completion | > »
(Un\G35.b2) ' .
PING test request area ! Request data setting ‘\‘
(Un\G240 to Un\G243) . \
PING test response result area >< 0 >< PING test result
(Un\G244 to Un\G256)
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HIP address setting (Un\G50 to Un\G51)

Stores IP address to be set when using IP address change function.
Stores 0 when writing to IP address storage area is completed normally.

Address Description
Un\G50 3rd octet, 4th octet
Un\G51 1st octet, 2nd octet

When IP address is 192.168.3.251: Un\G50 = HO3FB, Un\G51 = HCOAS8
ESubnet mask pattern setting (Un\G52 to Un\G53)

Stores subnet mask pattern to be set when using IP address change function.
Stores 0 when writing to IP address storage area is completed normally.

Address Description
Un\G52 3rd octet, 4th octet
Un\G53 1st octet, 2nd octet

[Ex]

When subnet mask pattern is 255.255.255.0: Un\G52 = HFF00, Un\G53 = HFFFF
EDefault router IP address setting (Un\G54 to Un\G55)

Stores default router IP address to be set when using IP address change function.
Stores 0 when writing to IP address storage area is completed normally.

Address Description
Un\G54 3rd octet, 4th octet
Un\G55 1st octet, 2nd octet

[Ex]

When default router IP address is 192.168.3.254: Un\G54 = HO3FE, Un\G55 = HCOAS8

HIP address storage area write request (Un\G56)
Set whether to write to the IP address storage area when using the IP address change function.

* 0: Not write
* 1: Write

HIP address storage area write status (Un\G57)
The execution status of writing to the IP address storage area during the execution of the IP address change function can be

checked.
Address bit Name Description
Un\G57 b0 IP address storage area write Turns on when writing to IP address storage area completes. It also turns on when

completed writing is completed with an error.
Turns off when 'IP address storage area write request' (Un\G56) is changed from 1 to 0.

b1 IP address storage area write error Turns on when writing to IP address storage area fails. It also turns on if there is a
problem in the contents of the IP address storage area, when the FX5-EIP is powered
off and on.

Turns off when 'IP address storage area write request' (Un\G56) is changed from 1 to 0.

HIP address storage area clear request (Un\G58)
Specify whether to clear the data in the IP address storage area.

* 0: Not clear
* 1: Clear

APPX
Appendix 4 Buffer Memory 231



HIP address storage area clear status (Un\G59)
The clear execution status in the IP address storage area can be checked.

Address bit Name Description
Un\G59 b0 IP address storage area clear Turns on when clearing of IP address storage area completes. It also turns on when
completed clearing is completed with an error.

Turns off when 'IP address storage area clear request' (Un\G58) is changed from 1 to 0.

b1 IP address storage area clear error Turns on when clearing of IP address storage area fails.
Turns off when 'IP address storage area clear request' (Un\G58) is changed from 1 to 0.

HIP address change function enable flag (Un\G60)

Stores whether the IP address change function is enabled or not.
» 0: Disable
* 1: Enable

HIP address storage area write error code (Un\G61)
The error code is stored if writing to the IP address storage area fails.

* 0: Normal (no error)
* 1920H: Values such as IP address setting (Un\G50 to Un\G55) are out of the setting ranges

HIP address storage area clear error code (Un\G62)

The error code is stored if clearing the IP address storage area fails.

» 0: Normal (no error)

* 1921H: 'IP address storage area write request' (Un\G56) and 'IP address storage area clear request' (Un\G58) were
simultaneously turned on.

HIP address (Un\G64 to Un\G65)

Stores IP address on the own station set with GX Works3. (=5~ Page 90 Basic Settings) The stored values can be changed
by the IP address change function.

Address Description
Un\G64 3rd octet, 4th octet
Un\G65 1st octet, 2nd octet

[Ex]

When IP address is 192.168.3.250: Un\G64 = HO3FA, Un\G65 = HCOA8

Point ;>

If the IP address is changed by the IP address change function, priority will be given to the IP address stored
by the IP address change function. To enable the set value in GX Works3, clear the IP address storage area.

ESubnet mask pattern (Un\G74 to Un\G75)

Stores subnet mask pattern on the own station set with GX Works3. (=5~ Page 90 Basic Settings) The stored values can be
changed by the IP address change function.

Address Description
Un\G74 3rd octet, 4th octet
Un\G75 1st octet, 2nd octet
e
Pomt/‘

If the subnet mask pattern is changed by the IP address change function, priority will be given to the subnet
mask pattern stored by the IP address change function. To enable the set value in GX Works3, clear the IP
address storage area.

[Ex]

When subnet mask pattern is 255.255.255.0: Un\G74 = HFF00, Un\G75 = HFFFF
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EDefault gateway IP address (Un\G76 to Un\G77)
Stores default gateway IP address on the own station set with GX Works3. (1=~ Page 90 Basic Settings) The stored values
can be changed by the IP address change function.

Address Description
Un\G76 3rd octet, 4th octet
uUn\G77 1st octet, 2nd octet

[Ex]

When default gateway IP address is 192.168.3.254: Un\G76 = HO3FE, Un\G77 = HCOA8

Point ;>

If the default gateway IP address is changed by the IP address change function, priority will be given to the
default gateway IP address stored by the IP address change function. To enable the set value in GX Works3,
clear the IP address storage area.

HEthernet address (MAC address) (Un\G102 to Un\G104)

Stores Ethernet address (MAC address) on the own station.

Address Description

Un\G102 5th octet, 6th octet
Un\G103 3rd octet, 4th octet
Un\G104 1st octet, 2nd octet

When MAC address is 00-26-92-60-10-25: Un\G102 = H1025, Un\G103 = H9260, Un\G104 = H0026

BEMELSOFT connection TCP port number (Un\G105)
Stores the MELSOFT connection TCP port number.

EMELSOFT connection UDP port number (Un\G106)
Stores the MELSOFT connection UDP port number.

EMELSOFT direct connection port number (Un\G107)
Stores the MELSOFT direct connection port number.

HError code (Un\G108 to Un\G139)

Stores the error code (connection numbers 1 to 32) of general-purpose Ethernet. (0 is stored when conditions are normal.)

For details on error codes, refer to (==~ Page 192 Module error.

Address Description

Un\G108 Stores error code of connection number 1.
Un\G109 Stores error code of connection number 2.
Un\G139 | Stores error code of connection number 32.

HOpen completion signal (Un\G152 to Un\G153)

Open completion signal for each connection number

Address bit Connection number Description
Un\G152 b0 Connection number 1 « On: Open completed
b1 Connection number 2 + Off: Closed or not open

b15 Connection number 16

Un\G153 b0 to b15 Connection number 17 to 32
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HOpen request signal (Un\G154 to Un\G155)

Open request signal for each connection number of socket communication

Address bit Connection number Description

Un\G154 b0 Connection number 1 « On: Requesting open
b1 Connection number 2 + Off: No open request
b15 Connection number 16

Un\G155 b0 to b15 Connection number 17 to 32

ESocket communications receive status signal (Un\G156 to Un\G157)
Socket communication receive state signal for each connection number.

Address bit Connection number Description

Un\G156 b0 Connection number 1 » On: Data reception completed
b1 Connection number 2 * Off: Data not received
b15 Connection number 16

uUn\G157 b0 to b15 Connection number 17 to 32

HInitial status (Un\G158)

Use this status to check whether or not the FX5-EIP has been initialized.

Address bit Name Description
Un\G158 b0 Initial normal completion status Turns on when the initialization is normally completed.
b1 Initial abnormal completion status Turns on when the initialization is abnormally completed.

HIP address duplication status (Un\G201)

Same |IP address state is stored.

Address

bit Name Description

Un\G201

b0 Same IP address detection flag Turns on if there is a same IP address.

BEMAC address of the already connected station (Un\G202 to Un\G204)

When a duplicate IP address is detected, the MAC address of the previously connected node is stored in the following order.

Address Description

Un\G202 5th octet, 6th octet
Un\G203 3rd octet, 4th octet
Un\G204 1st octet, 2nd octet

When MAC address is 00-26-92-60-10-25: Un\G202 = H1025, Un\G203 = H9260, Un\G204 = H0026
"FFFFFFFFFFFFH" is stored in the node that has been already connected to the network.

BMAC address of the station connected later (Un\G205 to Un\G207)

When a duplicate IP address is detected, the MAC address of the node connected later is stored in the following order.

Address Description

Un\G205 5th octet, 6th octet
Un\G206 3rd octet, 4th octet
Un\G207 1st octet, 2nd octet

When MAC address is 00-26-92-60-10-25: Un\G205 = H1025, Un\G206 = H9260, Un\G207 = H0026
"FFFFFFFFFFFFH" is stored in the node with duplicated IP address.
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Details of buffer memory addresses (EtherNet/IP communication
settings G224 to G275)

Maximum number of connections

EMaximum number of connections (Un\G224)
The value according to the parameter selected in the "Maximum Number of Connections Setting" parameter setting is stored.

* 64: 64 connections are set.
* 128: 128 connections are set.

Auto refresh processing
BAuto refresh status (Un\G228)

The state of whether or not auto refresh is applied to the cyclic communication input or output data is stored.

If auto refresh for input data and auto refresh for output data are set for even a single connection, the value will be set (other
than 0).

« Auto refresh for input data: Data transferred from network module to CPU module

« Auto refresh for output data: Data transferred from CPU module to network module

Address Value Description
Un\G228 0 Auto refresh is not set.
1 Auto refresh is set only for output data.
2 Auto refresh is set only for input data.
3 Auto refresh is set for both input and output data.

Assurance of input/output data

EBlock assurance specification per connection (Un\G232)
Sets whether to guarantee the input or output data used in cyclic communication or message communication. The setting is

reflected when 'EtherNet/IP communication start request' (Un\G272) is changed from "0: Stop request" to "Other than 0: Start
request”.

[=5~ Page 81 Assurance of input/output data

* 0 (OH): Not assured

* 16 (10H): Assured

EBlock assurance state per connection (Un\G233)

The data assurance status for the input data or output data of the cyclic communication or message communication being
executed is stored.

The setting is reflected when 'EtherNet/IP communication start request' (Un\G272) is changed from "0: Stop request" to
"Other than 0: Start request".

+ 0: EtherNet/IP communication is stopped.

+ 1: Data assurance is not being performed.

+ 2: Data assurance is being performed.
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PING test request area

BECommunication time check (Un\G240)

Sets the PING test waiting time.

 0: Operations are performed after one second.

» 1 to 5: Operations are performed after the set number of seconds.
* 6 or higher: Operations are performed after 5 seconds.

HETransmission count (Un\G241)

Sets the transmission count.

* 0: One transmission is performed.

» 1to 10: Transmissions are performed for the set number of times.
* 11 or higher: 10 transmissions are performed.

HIP Address (Un\G242 to Un\G243)
Sets the IP address of the PING test target device.

Address Description
un\G242 3rd octet, 4th octet
Un\G243 1st octet, 2nd octet

When IP address is 192.1.0.254: Un\G242 = HOOFE, Un\G243 = HC001

Precautions

The following IP addresses cannot be set.

* Own node IP address

» Network address of the network to which the own node belongs (IP address where all bits indicating the host " are 0)

» Broadcast address of the network to which the own node belongs (IP address where all bits indicating the host™ ! are 1)

*1 This refers to the bits where the subnet mask is 0. If the subnet mask is not set, the following subnet masks are applied depending on
the FX5-EIP IP address class.
* Class A (IP address start bit string is 0) — Subnet mask: 255.0.0.0
* Class B (IP address start bit string is 10) — Subnet mask: 255.255.0.0
* Class C (IP address start bit string is 110) — Subnet mask: 255.255.255.0

[Ex]

If the IP address of the own node is 192.168.3.4 and the subnet mask is 255.255.0.0, the following addresses cannot be set.
* Own node IP address: 192.168.3.4
* Network address: 192.168.0.0
» Broadcast address: 192.168.255.255

PING test response area

HTotal packet transmission count (Un\G244)

Stores the total packet transmission count during PING test execution.

HReceive count (Un\G245)

Stores the packet receive count during PING test execution.

HLoss count (Un\G246)

Stores the timeout loss count during PING test execution.
The error code is not registered when a timeout loss occurs.

HError code (Un\G247 to Un\G256)

Stores the error codes that occur during PING test execution in order of transmission.
The PING test execution is ended if an error occurs.

For details, refer to [==~ Page 198 Error codes upon execution of a PING test.
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EtherNet/IP communication control
HEtherNet/IP communication start request (Un\G272)

Requests to start the EtherNet/IP communication.

 0: Stop request
+ Other than 0: Start request

Point

To start EtherNet/IP communications by setting a value other than 0 for 'EtherNet/IP communication start
request' (Un\G272), set all 'Cyclic communication pause specification' (Un\G1360 to Un\G1367) to 0.

When 'Cyclic communication pause specification' (Un\G1360 to Un\G1367) is not all set to 0, EtherNet/IP
communications will not start even if a value other than 0 is set for 'EtherNet/IP communication start request'’
(Un\G272).

In this case, 2 (cannot start) is stored for 'EtherNet/IP communication start status' (Un\G273).

BEtherNet/IP communication start status (Un\G273)

This monitor area indicates whether the EtherNet/IP communication has started.

* 0: Stopped

» 1: Operating

+ 2: Cannot start (if one of the bits in 'Cyclic communication pause specification' (Un\G1360 to Un\G1367) is turned on and
EtherNet/IP communication start is requested)

HEtherNet/IP communication continuation specification request (Un\G274)

Determines whether to continue or stop EtherNet/IP communication when the operating status of the CPU module changes
from the RUN state to the STOP state or when a stop error occurs on the CPU module. The setting is reflected when
'EtherNet/IP communication start request' is performed.

« 0: Stop

* 16 (10H): Continue

BEtherNet/IP data link continuation specification state (Un\G275)

The setting status of 'EtherNet/IP communication continuation specification request' (Un\G274) is stored.

The setting is stored when an EtherNet/IP communication start request is performed.
+ 1: Operating with "Continue"
+ 2: Operating with "Stop"
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HOperation timing of EtherNet/IP communication start request (Un\G272)

The operation timing of the EtherNet/IP communication by turning on 'EtherNet/IP communication start request' (Un\G272) is
shown below.

» EtherNet/IP communication has started (normal)

---p Performed by the FX5-EIP EtherNet/IP communication being performed

RN

-~
P Performed by the program A value other than O set for EtherNet/IP 0 set for EtherNet/IP communication start request

communication start request

'EtherNet/IP communication E : \bl E
start request' (Un\G272) N E N :

\ N
\

‘EtherNet/IP communication ; 0: Stopped >< Do Operating >< 0: Stopped
start status' (Un\G273) T 3

’ \

|
7 i
’ ~ . ,I !
/ ~4. Normal operation ~q
\ '\ :

|

|

\
N

! RN EtherNet/IP !
communication stopped

'
EtherNet/IP communication ! EtherNatIP
R icati tarted
started and stopped ' ) communication starte
v

1
1

1

1

~

1

1

1

1

.

q

1

H 1

\ 1 |
h 1

1
1
Il

'l/O data buffer memory address'
(Un\G560 to Un\G1071)

'Cyclic communication reserved node'
(Un\G1344 to Un\G1351)

'Message communication reserved node'
(Un\G4640 to Un\G4647)

1/0 data buffer memory address 1

Reserved status >< 0

>< Communication status >< 0

'Cyclic communication
data link status'
(Un\G1328 to Un\G1335)

'Input data area'

When 64 connections are set:
(Un\G16944 to Un\G63151)
When 128 connections are set:
(Un\G32560 to Un\G70959)

>< Input data

'Output/message communication
(server) data area'

When 64 connections are set:
(Un\G63152 to Un\G109359)
When 128 connections are set:
(Un\G70960 to Un\G109359)

>< Output data

'Connection error status'
Cyclic communication connection
(Un\G1392 to Un\G1903)

» EtherNet/IP communication does not start (error)

---P Performed by the FX5-EIP

—» Performed by the program A value other than 0 set for EtherNet/IP
communication start request

'EtherNet/IP communication /
start request' (Un\G272) s \’l B

'EtherNet/IP communication K N
,/ 0: Stopped >< 1: Operating ‘>< 0: Stopped
start status' (Un\G273) ’ .

0 set for EtherNet/IP communication start request

'Module error status' “\ ’vll
(Un\G34.b14) - e
ARY -
'Connection error status' >:< Error code

(Un\G1392 to Un\G1903)
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ECommunication control by EtherNet/IP data link continuation specification state
Control of the EtherNet/IP communication available state differs depending on the state of 'EtherNet/IP data link continuation

specification state' (Un\G275).

When 'EtherNet/IP data link continuation specification state' (Un\G275) is active with "2: Stop" and the CPU module changes
to RUN to STOP or a stop error occurs in the CPU module, EtherNet/IP communication will stop. ('EtherNet/IP communication

start request' (Un\G272) is off.)

Even when 'EtherNet/IP data link continuation specification state' (Un\G275) is active with "1: Continue" and CPU module
changes from RUN to STOP or a stop error occurs in the CPU module, EtherNet/IP communication will continue.

When 'Block assurance state per connection' (Un\G233) is operated by "2: Data assurance is being performed", EtherNet/IP

communications are continued but I/0O data is not updated.

« When operation is in progress with EtherNet/IP data link continuation specification state set to "2: Stop"

---P Performed by the FX5-EIP

—» Performed by the program

0 set for EtherNet/IP communication start request

G

'EtherNet/IP communication continuation

specification request' (Un\G274)

0 (Stop specification request)

'EtherNet/IP data link continuation

specification state' (Un\G275)

2: (Stop specification state)

-~ 1
A value other than 0 set for EtherNet/IP
communication start request

'EtherNet/IP communication

S
Operating status of the CPU module is changed from RUN to STOP,
or a stop error occurs in the CPU module

start request' (Un\G272)

'EtherNet/IP communication

1: Operating / ,—>< 0: Stopped

0: Stopped /' :><
start status' (Un\G273) PP ; ',"-
‘ )

T .
\ \

EtherNet/IP communications

EtherNet/IP communication available

N v

\‘\A ‘,'

» When operation is in progress with EtherNet/IP data link continuation specification state set to "1: Continue"

---» Performed by the FX5-EIP

—» Performed by the program

0 set for EtherNet/IP communication start request

‘EtherNet/IP communication continuation

specification request' (Un\G274)

16: (Continuation specification request)

'EtherNet/IP data link continuation

specification state' (Un\G275)

1: (Continuation specification state)

™ !
A value other than 0 set for EtherNet/IP
communication start request
'EtherNet/IP communication

Operating status of the CPU module is changed from RUN to STOP,
or a stop error occurs in the CPU module

start request' (Un\G272)

'EtherNet/IP communication '

start status' (Un\G273)

1: Operating

EtherNet/IP communications

EtherNet/IP communication available
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Details of buffer memory addresses (I/O data common
information G304 to G1327)

/0 data size

The 1/O data size is stored in the order of connection numbers 1 to 128.

Hinput data size (Un\G304

to Un\G431)

Item

Description

During cyclic communication

The size of data received by the FX5-EIP from the EtherNet/IP device is stored in bytes.

During message communication (client
function)

When the communication method is * The receive data size of the response command is stored in units of
instance communications bytes.

For the response data size, refer to the manuals for the EtherNet/IP
device of the response command send source and the EtherNet/IP
specifications.

When the communication method is * For a read request (Service is 'Class3/UCMM Read Originator'), the

tag communication size of the response data from the sending EtherNet/IP device is
stored as the number of data type elements.

* For a write request ('Class3/UCMM Write Originator' for Service), 0 is
stored.

HEOutput/message commu

nication (server) data size (Un\G432 to Un\G559)

Item

Description

During cyclic communication

The size of the data sent from the FX5-EIP to the EtherNet/IP device is stored in bytes.

During message communication (client
function)

Set the request data size.

For details on request data size, refer to [~ Page 124 Buffer memory settings.

For the allowable data size settings, refer to [=~ Page 241 Data Size setting range.

For Class3 communication only, the value set in the parameter is stored when the module starts and cannot be
changed.

Message communication (server
function) tag communications

The tag size that is the target of Read/Write in Class3 tag communication is stored in bytes.
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EData Size setting range
The size available for message communication differs depending on the parameters used. (When performing Class3

communications, settings need to be made in "EtherNet/IP Configuration", including Data Size.)

The available size differs depending on the setting of 'Message communication request area' (Un\G4656 onwards).

* For UCMM instance communications

The range of data sizes that can be requested when performing UCMM instance communications is as follows. *1(Unit: bytes)

* Minimum size: 0

* Maximum size: 496 - "additional header size"

When the following parameters are set, 2 bytes are added to each of them as additional header size.

* The Class setting value is "0100H to FFFFH" (no need to add if the setting value is "0000H to 00OFFH").
* The Instance setting value is "0100H to FFFFH" (no need to add if the setting value is "0000H to 00FFH")
« The attribute setting value is "0100H to FFFFH" (no need to add if the setting value is "0000H to 00FFH").

For "Path Segment assigned", 14 bytes will be added as additional header size.

The additional header size is not included in the "Data Size" setting range.

*1  For connections configured to perform UCMM instance communications, the following values are set.
« Communication method specification: "0001H: UCMM communications" (set as the initial value)
« Communication method specification: "0001H: Instance communications” (set by a program)

Class setting value

Instance setting value

Attribute setting value

Path Segment’’

Maximum Data Size

(unit: byte)

Class setting value "00FFH Instance setting value "00FFH or | Attribute setting value "00FFH or | Not available 496
or less" less" less" Available 482
Attribute setting value "0100H or Not available 494

more” Available 480

Instance setting value "0100H or | Attribute setting value "00FFH or | Not available 494

more” less™ Available 480

Attribute setting value "0100H or Not available 492

more” Available 478

Class setting value "0100H or | Instance setting value "00FFH or | Attribute setting value "00FFH or | Not available 494
more" less" less" Available 480
Attribute setting value "0100H or Not available 492

more” Available 478

Instance setting value "0100H or | Attribute setting value "00FFH or | Not available 492

more” less Available 478

Attribute setting value "0100H or Not available 490

more” Available 476

*1  For details, refer to [==~ Page 248 Message communication request/response area.
+ UCMM tag communications

The range of data sizes that can be requested when performing UCMM tag communication is as follows. ’

*1  For connections configured to perform UCMM tag communications, the following values are set.
» Communication method specification: "0001H: UCMM communications" (set as the initial value)
» Communication method specification: "0002H: Tag communications" (set by a program)

1

Service setting value

Data Type setting value

Path Segment

Data Size setting range (decimal part is rounded
down to the nearest integer)

124CH (Class3/UCMM Read Originator)

00C3H (INT)

00C4H (DINT)

— Minimum size: 1
Maximum size: 249

Minimum size: 1 Maximum size: 124

124DH (Class3/UCMM Write Originator)

00C3H (INT) Not available Minimum size: 1
Maximum size: (494 - number of tag name characters) / 2

Available Minimum size: 1
Maximum size: (480 - number of tag name characters) / 2

0x00C4 (DINT) Not available Minimum size: 1
Maximum size: (494 - number of tag name characters) / 4

Available Minimum size: 1

Maximum size: (480 - number of tag name characters) / 4
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» For Class3 instance communications
The range of data sizes that can be requested when performing Class3 instance communications is as follows. *1

*1  For connections configured to perform Class3 instance communications, the following values are set as the initial values.
« Communication method specification: "0002H: Class3 communications”

» Communication method specification: "0001H: Instance communications"

« 'EtherNet/IP Configuration': parameters set

Item Description

Minimum size: 0

Maximum size: If "Maximum Number of Connections Setting" is 64 connections: 1404 bytes. If "Maximum Number of Connections
Setting" is 128 connections: 600 bytes

* Class3 tag communications
The range of data sizes that can be requested when performing Class3 tag communication is as follows. *1

*1  For connections configured to perform Class3 tag communications, the following values are set as the initial values.
« Communication method specification: "0002H: Class3 communications”

» Communication method specification: "0002H: Tag communications"

« 'EtherNet/IP Configuration': parameters set

Service setting value Data Type setting value Data Size setting range (decimal part is rounded
down to the nearest integer)
124CH (Class3/UCMM Read Originator) 00C3H (INT) Minimum size: 1
Maximum size: 248
00C4H (DINT) Minimum size: 1
Maximum size: 124
124DH (Class3/UCMM Write Originator) 00C3H (INT) Minimum size: 1
Maximum size: (492 - number of tag name characters) / 2
00C4H (DINT) Minimum size: 1
Maximum size: (492 - number of tag name characters) / 4

I/0 data buffer memory address

Hinput data buffer memory address (Un\G560 to Un\G815)

The buffer memory address of the input data area for each connection number is stored in the area of the input data buffer
memory address for that connection number.

* When 64 connections are set

Address Value Description

Un\G560 to Un\G687 (Areas of connection numbers 1to | 16944 to 62430 Buffer memory address of the input data area for each connection number
64)

* When 128 connections are set

Address Value Description

Un\G560 to Un\G815 (Areas of connection numbers 1to | 32560 to 70660 Buffer memory address of the input data area for each connection number
128)

HOutput/message communication (server) data buffer memory address (Un\G816 to Un\G1071)
The buffer memory address of the output/message communication (server) data area for each connection number is stored in
the area of the output/message communication (server) data buffer memory address for that connection number.

* When 64 connections are set

Address Value Description

Un\G816 to Un\G943 (Areas of connection numbers 1to | 63152 to 108638 | Buffer memory address of output/message communication (server) data area
64)

* When 128 connections are set

Address Value Description

Un\G816 to Un\G1071 (Areas of connection numbers 1 70960 to 109060 | Buffer memory address of output/message communication (server) data area
to 128)
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Block assurance specification per connection
Hinput data update status (Un\G1072 to Un\G1199)

If 'Block assurance state per connection' (Un\G233) is "2: Data assurance is being performed", the update status of the input

data is stored in the order of connection numbers 1 to 128.

Address Value Description
Un\G1072 to Un\G1199 0 No update available or data reading finished"'
1 Update available

*1 If a program is used to read the input data after the input data is updated, change the value of this buffer memory address from 1 to 0 by
the program. If function blocks are used, this operation does not need to be implemented in the user program because it is performed by
the function blocks.

HEOutput data update status (Un\G1200 to Un\G1327)
If '‘Block assurance state per connection' (Un\G233) is "2: Data assurance is being performed", the update status of the output
data is stored in the order of connection numbers 1 to 128.

Address Value Description
Un\G1200 to Un\G1327 0 No update available or data reading finished
1 Update available™

*1 If a program is used to write the output data, change the value of this buffer memory address from 0 to 1 by the program. If function
blocks are used, this operation does not need to be implemented in the user program because it is performed by the function blocks.
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Details of buffer memory addresses (cyclic communication
G1328 to G4479)

Cyclic communication status

The cyclic communication status is stored for each connection number.

ECyclic communication data link status (Un\G1328 to Un\G1335)

Stores the data link status of connection numbers 1 to 128.

It automatically turns on when communication recovers from an error.

This area is enabled when 'EtherNet/IP communication start status' (Un\G273) is 1 (operating).

* On: Connection established

« Off: Error caused by no connection settings, establishing connection, connection timeout, and setting mismatch

ECyclic communication error status (Un\G1336 to Un\G1343)

Stores the error status of connection numbers 1 to 128. It automatically turns off when communication recovers from an error.
This area is enabled when 'EtherNet/IP communication start status' (Un\G273) is 1 (operating).

» On: Connection timeout, error caused by setting mismatch, connection error, and external device error !
« Off: No connection settings, connection established

*1  When the FX5-EIP is operating on the target, it turns on only when communication with all connected originators has stopped.

ECyclic communication reserved node (Un\G1344 to Un\G1351)
Stores the setting status of the reserved node of connection numbers 1 to 128.

» On: Reserved node

« Off: Not set as reserved node

Point

When one target device is connected to multiple originators in multicast communications, if at least one of
them is communicating normally, "Cyclic communication data link status " turns on. When all connections with
the originator devices are not communicating or have a communication error, "Cyclic communication data link
status" turns off.

The following shows the assignment of each area in the cyclic communication status. The value of each bit indicates the
connection number.

Cyclic Cyclic Cyclic bit
communica | communica | communica | p15 [ p14 [ b13 [ b12 | b11 [b10 | b9 | b8 [ b7 [ b6 | b5 b4 [b3 [b2 [ b1 |bO
tion data tion error tion
link status | status reserved

node
Un\G1328 Un\G1336 Un\G1344 16 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1
Un\G1329 Un\G1337 Un\G1345 32 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17
Un\G1330 Un\G1338 Un\G1346 48 47 46 45 44 43 42 41 40 39 38 37 36 35 34 33
Un\G1331 Un\G1339 Un\G1347 64 63 62 61 60 59 58 57 56 55 54 53 52 51 50 49
Un\G1332 Un\G1340 Un\G1348 80 79 78 77 76 75 74 73 72 71 70 69 68 67 66 65
Un\G1333 Un\G1341 Un\G1349 96 95 94 93 92 91 90 89 88 87 86 85 84 83 82 81
Un\G1334 Un\G1342 Un\G1350 112 1M1 110 109 | 108 | 107 | 106 | 105 | 104 | 103 | 102 | 101 | 100 | 99 98 97
Un\G1335 Un\G1343 Un\G1351 128 | 127 | 126 | 125 | 124 | 123 | 122 | 121|120 | 119 | 118 | 117 | 116 | 115 | 114 | 113
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Cyclic communication pause

ECyclic communication pause specification (Un\G1360 to Un\G1367)

This area specifies the connection to request cyclic communication pause among connections numbers 1 to 128.
» On: Cyclic communication pause requested
«+ Off: Cyclic communication pause not requested

ECyclic communication pause status (Un\G1368 to Un\G1375)

Stores the result of the pause request for cyclic communication connection numbers 1 to 128.
» On: Cyclic communication paused

« Off: Cyclic communication in progress

Point

When 'Cyclic communication pause specification' (Un\G1360 to Un\G1367) is not all set to 0, EtherNet/IP
communications will not start even if a value other than 0 is set for 'EtherNet/IP communication start request'
(Un\G272).

In this case, 2 (cannot start) is stored for 'EtherNet/IP communication start status' (Un\G273).

The following shows the assignment of each area in cyclic communication pause. The value of each bit indicates the
connection number.

Cyclic Cyclic bit

communication communication [ p45 [ p14 [ p13 [ b12 [b11 | b10 [b9 [b8 b7 [b6 b5 |ba [b3 [ b2 [ b1 |bO
pause specification | pause status

Un\G1360 Un\G1368 16 |15 |14 [13 [12 [11 |10 |9 |8 |7 |6 |5 |4 |3 |2 |1
Un\G1361 Un\G1369 32 (31 |30 |29 |28 |27 |26 |25 |24 [23 [22 |21 |20 |19 |18 |17
Un\G1362 Un\G1370 48 |47 |46 |45 |44 |43 |42 |41 |40 |39 |38 |37 |36 |35 |34 [33
Un\G1363 Un\G1371 64 |63 |62 |61 |60 |59 |58 |57 |56 |55 |54 |53 |52 |51 |50 |49
Un\G1364 Un\G1372 80 |79 |78 |77 |76 |75 |74 |73 |72 |71 |70 |69 |68 |67 |66 |65
Un\G1365 Un\G1373 9% |95 |94 |93 |92 |91 |90 |89 |88 [87 [86 |85 |84 |83 |82 |81
Un\G1366 Un\G1374 112 [ 111 [ 110 [ 109 | 108 | 107 | 106 | 105 | 104 | 103 | 102 | 101 | 100 [ 99 |98 |97
Un\G1367 Un\G1375 128 (127 [126 | 125 | 124 | 123 |122 (121|120 | 119 | 118 | 117 | 116 | 115 | 114 | 113

Connection behavior error status
Hinput (Un\G1392 to Un\G1393, Un\G1394 to Un\G1647)

Stores the error code on the input side (when receiving) that occur during cyclic communication in connection numbers 1 to

128. (0 is stored when conditions are normal.)

Address Name Description
Un\G1392 to Un\G1393 Connection number 1 0: Normal
Un\G1394 to Un\G1647 Connection numbers 2 to 128 Other than 0: Error code (==~ Page 196 Error codes in status of each connection)

EOutput (Un\G1648 to Un\G1649, Un\G1650 to Un\G1903)

Stores the error code on the output side (when sending) that occur during cyclic communication in connection numbers 1 to
128. (0 is stored when conditions are normal.)

Address Name Description
Un\G1648 to Un\G1649 Connection number 1 0: Normal
Un\G1650 to Un\G1903 Connection numbers 2 to 128 Other than 0: Error code (1=~ Page 196 Error codes in status of each connection)

Precautions

When reading the cyclic communication connection error status, note the following points to prevent data inconsistency in

error codes.

* When reading the status using the BMOV/FROM instruction, specify an even number for the read size. Or, use the DMOV/
DFROM instruction to read in double-word units.

» Specify an even number for the start address.
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Connection information area
EConnection number 1 (Un\G1920 to Un\G1939)

Stores the connection information for connection number 1 of the cyclic communication.

Number of Name Description

words

1st to 2nd words Diagnostic Production Connection ID Stores the transmission connection ID for the destination of the requested
connection.

3rd to 4th words Consumption Connection ID Stores the receive connection ID for the destination of the requested
connection.

5th to 6th words O—>TAPI (us) Stores the originator to target API (unit: us) for the destination of the

requested connection.

7th to 8th words T—O API (us) Stores the target to originator API (unit: us) for the destination of the
requested connection.

9th to 10th words O—>T RPI (us) Stores the originator to target RPI (unit: us) for the destination of the
requested connection.

11th to 12th words T—O RPI (us) Stores the target to originator RPI (unit: us) for the destination of the
requested connection.

13th to 14th words O—T Net Parameters Stores the originator to target network parameter for the destination of the
requested connection.

15th to 16th words T—0O Net Parameters Stores the target to originator network parameter for the destination of the
requested connection.

17th word Originator Connection Serial Number | Stores the originator connection serial number.
18th word Originator Vendor Id Stores the originator vendor ID.
19th to 20th words Originator Serial Number Stores the originator serial number.

EConnection numbers 2 to 128 (Un\G1940 to Un\G4479)

Stores the connection information for cyclic communication connection numbers 2 to 128 in the order of 2 to 128.
The details of the connection number 2 to 128 are the same as the first one. When the nth area is used, each address value
is calculated by adding 20 x (nth area - 1) to the first address value.

Precautions

When reading a two-word size area in the cyclic communication connection information area, note the following points to

prevent data inconsistency in units of words.

* When reading the status using the BMOV/FROM instruction, specify an even number for the read size. Or, use the DMOV/
DFROM instruction to read in double-word units.

» Specify an even number for the start address.
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Details of buffer memory addresses (message communication
G4496 to G16943 or G29231)

Message communication execution request flag
BMExecution request flag (Un\G4496 to Un\G4623)

In message communication, this signal is used to request and check the execution of communication.

Information about the execution request, acceptance of the execution request, and execution completion for each connection
is stored. The connections are stored in the order of 1 to 128 from the beginning.
R: Read, W: Write

Address bit Signal name Description R/IW
Un\G4496 to b0 Execution request Requests execution to transmit the request command over message communications. R/W
Un\G4623 * On: Requested
« Off: Not requested
b1 Execution request Stores the acceptance status of the message communication execution request. R
acceptance * On: Accepted

« Off: Not accepted

b2 Execution completion Stores the execution status of the message communication. R
* On: Completed
 Off: Not completed

Timing chart
» When a message communication request is executed (when the trigger specification is "Application Trigger")

For the timing chart when executing a message communication request (when the trigger specification is "Application
Trigger"), refer to the following.

[=5~ Page 70 Timing chart

* When a message communication request is executed (when the trigger specification is "Cyclic")

For the timing chart when executing a message communication request (when the trigger specification is "Cyclic"), refer to the
following.

(==~ Page 70 Timing chart

Message communication status

In message communication, this signal is used to check the communication status.

HEMessage communication reserved node (Un\G4640 to Un\G4647)

Stores the setting status of the reserved node of connection numbers 1 to 128.

* On: Reserved node

+ Off: Not set as reserved node

The following shows the assignment of each area in the message communication status. The value of each bit indicates the
connection number.

Message communication Bit
reserved node b15 | b14 | b13 [b12 |b11 |b10 [b9 [b8 |[b7 |[b6 [b5 b4 [b3 [b2 b1 |bO
Un\G4640 16 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1
Un\G4641 32 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17
Un\G4642 48 47 46 45 44 43 42 41 40 39 38 37 36 35 34 33
Un\G4643 64 63 62 61 60 59 58 57 56 55 54 53 52 51 50 49
Un\G4644 80 79 78 77 76 75 74 73 72 71 70 69 68 67 66 65
Un\G4645 96 95 94 93 92 91 90 89 88 87 86 85 84 83 82 81
Un\G4646 12 111 110 109 108 107 106 105 104 103 102 101 100 99 98 97
Un\G4647 128 127 126 125 124 123 122 121 120 119 118 17 116 115 114 113
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Message communication request/response area

In message communication, this signal is used to store communication requests and responses.

HEMessage communication area (1st) (Un\G4656 to Un\G4847)

The communication request and response of message communication for connection number 1 are stored.

Address Name Description

Un\G4656 to Un\G4815 Request area Stores the message communication request command.
For details, refer to (=~ Page 249 Message communication request area.

Un\G4816 to Un\G4847 Response area Stores the message communication response command.
For details, refer to (==~ Page 250 Message communication response area.

HEMessage communication area (2nd to 64th/128th) (Un\G4848 to Un\G16943/29231)

The communication request and response of message communication for connections numbers 2 to 64/128 are stored.

Address Name Description

Un\G4848 to Un\G16943/29231 Request arealresponse area | Stores the message communication request/response command.
For details, refer to =~ Page 249 Message communication request area.

The number of areas and addresses used for the buffer memory addresses of the message communication area differ
depending on whether the module parameter "Maximum number of connections" is set to 64 or 128 connections.

64 connection settings 128 connection settings

'‘Message communication area(1st) (Un\G4656) ~ ------ -
Message communication area (1st to 64th) Message communication area (1st to 64th)
'Message communication area (64th)' (Un\G16943) ~  ------ _

Message communication area (65th to 128th)

'‘Message communication area (128th)" (Un\G29231) = = ---=---=--=-=----=-------------------------

The details of the message communication area (2nd to 64th) are the same as the first one. When the nth area is used, each
address value is calculated by adding 192 x (nth area - 1) to the first address value. The message communication request/
response area is used when the connection number communicates as a message communication client. When the
connection number is used for communication that does not use the message communication request/response area, such as
cyclic communication, the initial values is stored in each buffer memory. (Excluding "Communication method specification")
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EMessage communication request area
The following table lists the addresses of connection number 1.
O: Set, —: Do not set

Address Item Class3 uUcmMm

Description

Un\G4656 Communication method

specification

— ©)

Specify the communication method.

* 0000H: UCMM communications cannot be used.
* 0001H: UCMM communications

* 0002H: Class3 communications

Un\G4657 Communication method

specification

Specify the communication method.
* 0001H: Instance communications
» 0002H: Tag communications

Un\G4658 Service

HFor instance communications

Specify the service code of the EtherNet/IP instance communications.
 Lower 8 bits: Service code (0OH to FFH)

Refer to the manual of each EtherNet/IP device for service codes except for
the following.

* 000EH (Get_Attribute_Single): Obtains the set value of the specified

Attribute.

» 0010H (Set_Attribute_Single): Sets the value for the specified attribute.
HFor tag communications
Select the tag communication type.

* 124CH: Class3/UCMM Read Originator

* 124DH: Class3/UCMM Write Originator

Un\G4659
onwards
Un\G4660

Target IP address

Specify the IP address of the EtherNet/IP device to which the request data
is sent during message communications.

* Range: 0.0.0.1 to 223.255.255.254

Specify the IP address from the first octet to the 4th octet as follows.

« Lower byte of the first word: Fourth octet

« Upper byte of the first word: Third octet

* Lower byte of the second word: Second octet

« Upper byte of the second word: First octet

Un\G4661 RPI O @)

Set Requested Packet Interval.
WValid range: 00C8H to EA60H (200 to 60000ms)

« Class3 communication: Operation is performed with the set value.

+ UCMM communication: When the trigger specification is set to Cyclic,
operation is performed with the set value. When the trigger is Application
Trigger, the setting value is not reflected.

MOutside the valid range above

« Class3 communication: Operation is performed with the parameter
setting or the previous setting value.

+ UCMM communication: When the trigger specification is set to Cyclic, a
response error occurs. When the trigger is Application Trigger, the setting
value is not reflected.

Un\G4662 TimeOutMultiplier

Set TimeOutMultiplier during Class3 communications.
» 0000H: x4

* 0001H: x8

+ 0002H: x16

» 0003H: x32

* 0004H: x64

» 0005H: x128

* 0006H: x256

» 0007H: x512

Un\G4663 Trigger Type

Set a transmission trigger.
* 0000H: Application Trigger
+ 0010H: Cyclic

Un\G4664 Path Segment

specification

Segment Size

Specify the size of the Path Segment.
Unit: Word

Range: 0 to 1

« 0: Do not use Path Segment.

* 1: Use a one-word Path Segment.
» 2 or more: Not supported

Un\G4665
onwards
Un\G4668

Path Segment

Specify the Path Segment data to be assigned when connecting.

This address is valid when the Path Segment specification (Segment Size)
is set to a value other than 0.

If Segment Size is 1, set the following values.

* Bits 0 to 3: Port number (1 to 14)

« Bits 8 to 15: Link address (slot number)
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Address Item Class3 uUcmMm Description

Un\G4669 Data Type — O WFor instance communications

Not used

WFor tag communications

Set a data type for the request data.
* 00C3H: INT (signed 16-bit data)

* 00C4H: DINT (signed 32-bit data)

Un\G4670 Class — O HFor instance communications
Refer to the manuals of the transmission destination EtherNet/IP device.

Un\G4671 Instance — O HFor instance communications
Refer to the manuals of the transmission destination EtherNet/IP device.

Un\G4672 Attribute — @] HFor instance communications
Refer to the manuals of the transmission destination EtherNet/IP device.
Un\G4673 Tag Name — O WFor tag communications
onwards Set the tag name of the destination.
Un\G4800 * Minimum number of characters: 1 ASCII code character

* Maximum number of characters: 255 ASCII code characters
For details on the characters that can be used in tag names, refer to
=~ Page 34 Instance ID and tag name.

*1 The value set in the parameter is stored when the module starts. The items marked with "—" except for the communication method are
not reflected even if the setting is changed.
*2  If UCMM communications are set for the communication method for the area set for Class3 in the parameter, a response error occurs.

» Path Segment specification

Point >

When specifying a path segment, port segment can be specified.

Set Port Segment when accessing a device with tag data on the CPU module side via an EtherNet/IP device.
Precautions

» The Path Segment specification usually does not need to be changed from the default value. Specify Path Segment for

devices that require the Connection Path specification.

*1  When the external device is the FX5-EIP or the FX5-ENET/IP, specify "Default (0)".
*2 For the Connection Path specification, refer to the EtherNet/IP specifications.
» Set the Path Segment specification according to the specifications of the external device. If a Path Segment that is not

supported by the external device is specified, a response error may be received.

EMessage communication response area
O: Set, —: Do not set

Address Item Class3 UCMM Description

Un\G4816 Result storage area — — The request area processing result is stored.

» 0: Completed successfully

« Other than 0: Completed with an error (error code)

For details on error codes, refer to ==~ Page 192 List of Error Codes.

Un\G4817 onwards | CIP response code — — The request area processing result is stored with a CIP response code.
Un\G4818
Un\G4819 Data Type — — The request area processing result is stored.
* When the communication method is instance communications: This area
is not used.

* When the communication method is tag communication and the Service is
Class3 Read Originator: The response data type from the sending
EtherNet/IP device is stored.

* When the communication method is tag communication and the Service is
Class3 Write Originator: The request area value is stored.

Un\G4820 Class — — Refer to the manuals of the response command transmission source
EtherNet/IP device and the EtherNet/IP specifications.

Un\G4821 Instance — — Refer to the manuals of the response command transmission source
EtherNet/IP device and the EtherNet/IP specifications.

Un\G4822 Attribute — — Refer to the manuals of the response command transmission source
EtherNet/IP device and the EtherNet/IP specifications.

Un\G4823 onwards | Execution completion count | — — The number of execution completions of the message communication is
Un\G4824 stored.
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Details of buffer memory addresses (data area G16944 to
G109359 or G32560 to G109359)

Data such as the target of Read/Write in cyclic communication/message communication is stored.

The data area is the same for all communication modes: cyclic communication, message communication (client function),
message communication (server function) tag communication. For the relationship among the data area, data size, and 1/0
data buffer memory address, refer to [==~ Page 124 Buffer memory settings. The buffer memory location and size of the data
area differ depending on "Maximum Number of Connections Setting".

64 connection settings 128 connection settings
Un\G16944 - T B Un\G16944
Connection No.1
722 words
Input data area : 300 words
- Un\G32560
- Connection No.1
Data area (;ggnect:jon No.64 300 words
words
Un\G63152 - |- - oo - Input data area :
Connection No.1 _
outout 722 words gggnectfn No.128
utput/message words .
communication Data area Connection No.1 HniGr0960
Output/message 300 words
(server) data area —_— .
communication H
Connection No.64 (server) data area Connection No.128
722 word
Un\G109360 - wores -- 300 words - Un\G109360

Input data area (Un\G16944 to Un\G63151 or Un\G32560 to Un\G70959)

The input data for each connection is stored.

For 64 connections, connections are stored in the order of connection numbers 1 to 64 from the beginning, with one
connection being fixed at 722 words.

For 128 connections, connections are stored in the order of connection numbers 1 to 128 from the beginning, with one
connection being fixed at 300 words.

Item Description
During cyclic communication The data received by the FX5-EIP from EtherNet/IP devices during cyclic communication is stored.
During message communication (client When the communication method is The response data from the EtherNet/IP device that sent the response
function) instance communications command is stored. However, it is not used for a service that sets values
for the transmission destination device.
For details, refer to the manuals of the transmission destination
EtherNet/IP device.
When the communication method is * When the Service is Class3/UCMM Read Originator, the response
tag communication data from the transmission destination EtherNet/IP device is stored.
* When the Service is Class3/UCMM Write Originator, it is not used.
During message communication (server | Not used
function)
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Output/message communication (server) data area (Un\G63152 to Un\G109359 or

Un\G70960 to Un\G109359)

Set the output data for each connection or the tag data for message communication (server).

For 64 connections, connections are stored in the order of connection numbers 1 to 64 from the beginning, with one

connection being fixed at 722 words.

For 128 connections, connections are stored in the order of connection numbers 1 to 128 from the beginning, with one

connection being fixed at 300 words.

Item

Description

During cyclic communication

Set the data to be sent from the FX5-EIP to EtherNet/IP devices via cyclic communication.

During message communication (client
function)

When the communication method is
instance communications

Set the necessary value for each service. However, it is not used for a
service that obtains values from the transmission destination device.

» Get_Attribute_Single: No setting

« Set_Attribute_Single: Value set for the specified attribute

For details other than those listed above, refer to the manuals of the
transmission destination EtherNet/IP device.

When the communication method is
tag communication

* When the Service is Class3/UCMM Write Originator, specify the data
to be written in the destination tag.
* When the Service is Class3/UCMM Read Originator, it is not used.

During message communication (server

When the communication method is

Not used

function) instance communications
When the communication method is This tag data that is the target of Read/Write in Class3/UCMM tag
tag communication communication is stored.
The "Input data area" is not used during message communication (server
function) tag communication, and the "Output/message communication
(server) data area" is used for both Read and Write requests to tags.
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Details of buffer memory addresses (module information
Un\G110116)

Number of consumed connections
HFor Class1/Class3 communication (Un\G110116)

The current number of consumed connections is displayed. The number of consumed connections is the total number of the

following connections. (Maximum: 128)

« Connections ! set in "EtherNet/IP Configuration" as the Class1 communications (instance/tag) originator

« Connections ! set in "EtherNet/IP Configuration" as the Class3 communications (instance/tag) client

« Active connections 23 as a Class1 communications (instance/tag) target

« Connections 3 that are communicating with another EtherNet/IP device as a Class3 communications (instance/tag) server
Connection will not be possible if the maximum value of 128 is exceeded.

If an originator device that is actively communicating as a target for Class1 communications (instance/tag) has its
communication interrupted due to a cable break or communication error, the count is reduced.

*1 Even if communication has not started, these connections are counted as consumed connections.

*2 When a request from an originator is received, it is counted as a consumed connection once communication starts.

If multiple originators connect to connections set as targets using multicast, the number of connected originators will be added to the
number of consumed connections.

*3 The connections are not added by only setting the Class1 communication (instance/tag) targets in "EtherNet/IP Configuration" or setting
the tag for Class3/UCMM tag communication. As a condition for adding to the number of consumed connections, the connection must
be present from receiving the connection establishment request from the originator/client until the connection is released.

*4 The Class3 instance communications server function allows it to operate as a server if requested by a client and accepts connection
establishment requests even if there are no settings in "EtherNet/IP Configuration". In such cases, these connections are added to the
number of connections.
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Appendix & Details of Message Communication
Support Command

The section describes the commands used during Class3 instance communications and UCMM instance communications.
EtherNet/IP devices are provided with objects (functions or data expressed abstractly) and services (operations or functions
to be executed by requests).

Explanation of terms

Term Explanation

Object Each object is managed with its class ID inside an EtherNet/IP device.

An object has one or more instances.

Instance Each instance is managed with its instance ID inside an object.

An instance has one or more pieces of information called attributes inside.
In addition, an instance has one or more services that can be executed and each service can be used with its service code.
Available services are determined by the instance.

Attribute Each attribute is managed with its attribute ID inside an instance.

The following shows the relationships between objects, instances, and attributes.

Object (class ID: 01H)

Object (class ID: 02H)

Instance (ID: 01)

Instance (ID: 02)

Attribute (ID: 01H)

Attribute (ID: 01H)

Attribute (ID: 02H)

Attribute (ID: 02H)

Instance (ID: 01)

Instance (ID: 02)

Attribute (ID: 01H)

Attribute (ID: 01H)

Attribute (ID: 02H)

Attribute (ID: 02H)
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Service execution

To execute a service, specify a target by using a class ID, instance ID, and attribute ID. (In some services, an attribute ID does

not need to be specified.)
The following shows a flow of service execution by using message communication support commands.

When the following service (Get_Attribute_Single) is specified and a request for reading an attribute is sent from the external
device to the FX5-EIP

Item Description
Class ID O0XH
Instance ID 01H
Attribute ID 02H
Service code OEH

FX5-EIP
External device
| Request
y
N (1 Object (class ID: 0XH) Object (class ID: 0YH)
1 =T
e @) | Instance (ID: 01) ( Instance (ID: 3000) )
= - Attribute list
Attribute (ID: 01H) ( Instance (ID: 3001) )
®3) »| Attribute (ID: 02H) :
- Executable service
o »| Service code: OEH -
Returning the value of the attribute Object (class ID: 0ZH)
(5) Service code: 10H
Response | Setting the value to the attribute ( Instance (ID: 01) )
( Instance (ID: 02) )
[ Instance (ID: 02) ]

(1) Access the class ID 0XH.

(2) Access the instance ID 01H.

(3) Specify the attribute ID 02H.

(4) Execute the service code OEH.

(5) The value of the attribute specified in (3) is returned.

Object list

The following table lists the objects that can be used with message communication support commands.
Object name Description Reference
Identity Holds information such as the identification information of the FX5-EIP. =" Page 257
Message Router Holds information such as the class information of the FX5-EIP. =" Page 259
Connection Manager An object used when establishing a connection with the FX5-EIP. =~ Page 260
TCP/IP Interface Holds the settings and status related to TCP/IP. = Page 261
Ethernet Link Holds the settings and status related to Ethernet communication. =~ Page 263
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Command explanations

The object items are shown below.

Item Description

Data possessed by the class of an object.*1
This attribute is shared by all objects in the same 'class’. It is specified by setting the instance ID to '0".

Class attribute

1

Class service Service performed by specifying a class.”

Instance attribute Data possessed by the instance of an object.*2

Instance service 2

Service performed by specifying an instance.”

*1 Aclass possesses the basic information such as the revision and instance of the object.
*2 An instance possesses the information of each object such as its functions and data.

HClass attribute/instance attribute items
The class attribute/instance attribute items are shown below.

» Access
This item indicates whether reading and writing using instance services are allowed.
Item Description
Get Reading is possible with services such as Get_Attribute_Single.
Set Writing is possible with services such as Set_Attribute_Single.
» Data type

Indicates the class/instance data type. The data types available in the FX5-EIP (determined by the CIP specifications) are

shown below.

Item Description Data size Range
BOOL Bit data 1 byte 0: Off (False)
1: On (True)

SINT Signed 8-bit data 1 byte -128 to +127

INT Signed 16-bit data 2 bytes -32768 to +32767

DINT Signed 32-bit data 4 bytes -2147483648 to +2147483647

USINT Unsigned 8-bit data 1 byte 0 to 255

UINT Unsigned 16-bit data 2 bytes 0 to 65535

UDINT Unsigned 32-bit data 4 bytes 0 to 4294967295

ULINT Unsigned 64-bit data 8 bytes 0 to 18446744073709551615

REAL Single-precision floating point real 4 bytes E + 1.17549435 - 38 to E + 3.40282347 + 38
number

LREAL Double-precision floating point real 8 bytes E +2.2250738585072014 - 308 to E + 1.7976931348623157 +
number 308

STRING Character string data Depends on the number of | —

characters

SHORT_STRING

Character string size + character string
data™

Depends on the number of
characters

Number of characters + 1
byte

BYTE Bit string (8 bits) 1 byte —
WORD Bit string (16 bits) 2 bytes —
DWORD Bit string (32 bits) 4 bytes —
Padded EPATH CIP path segment 4 bytes —

*1 The size of the obtained character string is set to the beginning of a character string as USINT-type one byte.
+ Setting value (Set)/stored value (Get)

The content indicated by each value varies depending on the content of access.

Item

Description

"Get" is available

The setting value (Set)/stored value (Get) can be read from the FX5-EIP.

"Set" is available

The setting value (Set)/stored value (Get) can be set on the FX5-EIP.
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Identity

Identity

01H

O: Available, X: Not available

1 O X Revision UINT Object revision 0002H
2 O X Max Instance UINT Maximum instance ID 0001H
3 O X Number of instances UINT Number of created instances 0001H

01H Get_Attributes_All When this service is executed for the class attributes, the following values are returned.
« Attribute ID1: Value of attribute ID1
« Attribute 1D2: Value of attribute 1D2
« Attribute ID6: 0000H
« Attribute ID7: 0000H
OEH Get_Attribute_Single —

O: Available, X: Not available

1 O X Vendor Id UINT Vendor ID number 00A1TH
2 O X Device Type UINT Device type 000CH
3 O X Product Code UINT Product ID number 000DH
4 O X Revision Major Revision | USINT Major revision 01H
Minor Revision | USINT Minor revision 01H
5 O X Status WORD Product status == Page 258
6 O X Serial Number UDINT Serial number Varies between
modules.
7 O X Product Name SHORT_STRING Product name "FX5-EIP""!
*1 Since the data type is SHORT_STRING, the number of characters in the product name is added to the beginning of a character string.
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HEDetails

of product status

Bit Description Value
0 Owned The word "connection" described below refers to the Exclusive Owner connection. (The bit is not
changed by an Input Only or Listen Only connection.)
« 0: EtherNet/IP communications are not connected as the target device.
* 1: At least one connection of EtherNet/IP communications is connected as the target device.
1 Reserved Fixed to 0
2 Configured Fixed to 1
3 Reserved Fixed to 0
4to7 Extended Device Status The word "connection" described below refers to the Exclusive Owner connection. (The bit is not
changed by an Input Only or Listen Only connection.)
« 0010 (2H): Error occurring on one or more connections
+ 0011 (3H): No connections established
* 0101 (5H): Major Fault occurring (bit 10 or bit 11 turned on)
+ 0110 (6H): One or more connections performing normal communications in RUN mode
* 0111 (7H): One or more connections all performing communications in IDLE mode
8 Minor Recoverable Fault « 0: No error
 1: Minor error occurring
9 Minor Unrecoverable Fault Fixed to 0
10 Major Recoverable Fault « 0: No error
« 1: Moderate error occurring
1 Major Unrecoverable Fault « 0: No error
« 1: Major error occurring
12t0 15 Extended Device Status 2 Fixed to 0

Instance service

Service code Service
01H Get_Attributes_All —
05H Reset When this service is received while cyclic communication is stopped, a normal response is returned
and the following operation is performed.
« Stop of EtherNet/IP communications
« LED test (same as at module startup)
« Startup of EtherNet/IP communications
When this service is received during cyclic communication, an error response is returned.
OEH Get_Attribute_Single —
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Message Router

Message Router 02H

O: Available, X: Not available

O X Revision UINT Object revision 0001H
2 O X Max Instance UINT Maximum instance ID 0001H
3 O X Number of instances UINT Number of created instances 0001H
6 (@) X Maximum ID Number Class Attributes UINT Attribute ID number of class attribute 0007H
7 O X Maximum ID Number Instance Attributes | UINT Attribute ID number of instance attribute | 0002H
OEH Get_Attribute_Single —

Object List | Number UINT Number of supported classes in a class array | 0008H

Classes USINT array [8] | List of supported class codes (class IDs) + 0: 0001H

* 1: 0002H

« 2: 0004H

« 3: 0006H

* 4: 00F5H

« 5: 00F6H

* 6: 0109H

* 7: 010AH
2 O X NumberAvailable UINT Maximum number of connections supported | 0080H

OEH Get_Attribute_Single
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Connection Manager

Connection Manager

06H

O: Available, X: Not available

1 O Revision UINT Object revision 0001H
2 O Max Instance UINT Maximum instance ID 0001H
3 O Number of instances UINT Number of created instances 0001H

01H

Get_Attributes_All

0O0H is stored in the fourth to seventh bytes.

OEH

Get_Attribute_Single

O: Available, X: Not available

1 O Open Requests UINT Number of received Forward_Open services Value on the left

2 O Open Format Rejects UINT Number of Forward_Open services rejected due to Value on the left
format incompatibility

3 O Open Resource Rejects | UINT Number of Forward_Open services rejected due to Value on the left
insufficient resources

4 O Open Other Rejects UINT Number of Forward_Open services rejected due to Value on the left
reasons other than format incompatibility and
insufficient resources

5 O Close Requests UINT Number of received Forward_Close services Value on the left

6 O Close Format Requests | UINT Number of Forward_Close services rejected due to | Value on the left
format incompatibility

7 O Close Other Requests UINT Number of Forward_Close services rejected due to | Value on the left
reasons other than format incompatibility

8 O Connection Timeouts UINT Total number of connection timeouts that occurred in | Value on the left

connections controlled by the Connection Manager

01H

Get_Attributes_All

OEH

Get_Attribute_Single

4EH

Forward_Close

54H

Forward_Open

5BH

Large_Forward_Open
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TCP/IP Interface

Object name Class ID
TCP/IP Interface F5H

Class attribute (instance ID: 00H)

O: Available, X: Not available

Attribute ID | Access Name Data type Description Setting value (Set)/
Get | Set stored value (Get)
1 O X Revision UINT Object revision 0004H
2 O X Max Instance UINT Maximum instance ID 0001H
3 O X Number of instances UINT Number of created instances 0001H
6 O X Maximum ID Number Class UINT Attribute ID number of class attribute 0007H
Attributes
7 O X Maximum ID Number Instance | UINT Attribute ID number of instance attribute 000DH
Attributes

Class service

Service code Service Remarks
01H Get_Attributes_All —
OEH Get_Attribute_Single —

Instance attribute (instance ID: 01H)

O: Available, X: Not available

Attribute ID | Access Name Data type Description Setting value (Set)/
Get | Set stored value (Get)
1 O X Status DWORD Interface status =5~ Page 262
2 O X Configuration Capability DWORD Interface capability flag =5~ Page 262
3 O X Configuration Control DWORD Interface control flag =" Page 262
4 O X Physical Link | Path size UINT Path size of physical link object 0002H
Object Path Padded EPATH | Logical segment that identifies the physical | < 0: 20H
link object *1:F6H
«2:24H
«3:01H
5 O X Interface IP Address UDINT IP address of the device Set values of
Configuration Network Mask | UDINT Network mask of the device parameters
Gateway UDINT Default gateway address
Address
Name Server UDINT Primary name server 00000000H
Name Server 2 | UDINT Secondary name server 00000000H
Domain Name | STRING Default domain name "" (null character)
6 O X Host Name STRING Host name " " (null character)
13 O o Encapsulation Inactivity UINT Sets the time until the TCP connection or « 1 to 3600
Timeout DTLS session is closed (unit: seconds). 0 is invalid.

(Default: 120)

*1 The setting data is saved to non-volatile memory.
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HEDetails

of interface status

Bit Description Value
Oto3 Interface Configuration Status Fixed to 2 (to set the IP address acquired from the parameter settings)
4 Mcast Pending Fixed to 0 (because the TTL Value and Mcast Config attribute settings are not supported)
5 Interface Configuration Pending Fixed to 0 (because Interface Configuration attribute setting is not supported)
6 AcdStatus Fixed to 0 (because the address duplication detection setting is not supported)
7 AcdFault Fixed to 0 (because the address duplication detection setting is not supported)
8 IANA Port Admin Change Pending Fixed to 0 (because the IANA Port Admin attribute setting is not supported)
9 IANA Protocol Admin Change Pending | Fixed to 0 (because the IANA Protocol Admin attribute setting is not supported)
10 to 31 Reserved Fixed to 0

HDetails of interface capability flag
Bit Description Value
0 BOOTP Client Fixed to 0 (because the BOOTP setting is not supported)
1 DNS Client Fixed to 0 (because the name resolution setting with DNS is not supported)
2 DHCP Client Fixed to 0 (because the IP address setting with DHCP is not supported)
3 DHCP-DNS Update Fixed to 0 (because the host name sending setting with DHCP requests is not supported)
4 Configuration Settable Fixed to 0 (because Interface Configuration attribute setting is not supported)
5 Hardware Configurable Fixed to 1 (available for IP addresses set with parameters)
6 Interface Configuration Change Fixed to 0 (because Interface Configuration attribute setting is not supported)

Requires Reset

7 AcdCapable Fixed to 0 (because the address duplication detection setting is not supported)
8 to 31 Reserved Fixed to 0

HDetails of interface control flag
Bit Description Value
Oto3 Configuration Method Fixed to O (to use IP addresses set with parameters)
4 DNS Enable Fixed to 0 (because the name resolution setting with DNS is not supported)
5to 31 Reserved Fixed to 0

Instance service

Service code

Service

01H Get_Attributes_All
OEH Get_Attribute_Single
10H Set_Attribute_Single
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Ethernet Link

Object name Class ID
Ethernet Link F6H
Class attribute (instance ID: 00H)
O: Available, X: Not available
Attribute ID | Access Name Data Description Setting value (Set)/
Get | Set type stored value (Get)
1 O X Revision UINT Object revision 0004H
2 O X Max Instance UINT Maximum instance 1D 0001H
3 O X Number of instances UINT Number of created instances 0001H
Class service
Service code Service Remarks
01H Get_Attributes_All —
OEH Get_Attribute_Single —
Instance attribute (instance ID: 01H)
O: Available, —: Not available
Attribute ID | Access Name Data Description Setting value (Set)/
Get | Set type stored value (Get)
1 O X Interface Speed UDINT Communication speed of the current | < 10
interface in use (unit: Mbps) + 100
+ 1000
2 O X Interface Flags DWORD | Interface status flag [~ Page 265
3 O X Physical Address USINT MAC layer address Varies between
array [6] modules.
4 072 | x Interface In Octets UDINT Number of octets received through Value on the left
Counters the interface
In Ucast Packets UDINT Number of unicast packets received | Value on the left
through the interface
In NUcast Packets UDINT Number of non-unicast packets Value on the left
received through the interface
In Discards UDINT Number of receive packets received | 00000000H
through the interface but discarded
In Errors UDINT Number of receive packets including | 00000000H
errors (number of packets not
included in InDiscards)
In Unknown Protos UDINT Number of receive packets including | Value on the left
unknown protocols
Out Octets UDINT Number of octets transmitted Value on the left
through the interface
Out Ucast Packets UDINT Number of unicast packets Value on the left
transmitted through the interface
Out NUcast Packets UDINT Number of non-unicast packets Value on the left
transmitted through the interface
Out Discards UDINT Number of discarded transmission 00000000H
packets
Out Errors UDINT Number of transmission packets 00000000H
including errors
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Attribute ID | Access Name Data Description Setting value (Set)/
Get | Set type stored value (Get)
5 0% X Media Alignment Errors UDINT Number of receive frames with Value on the left
Counters lengths that are not octet integers
FCS Errors UDINT Number of receive frames that do Value on the left
not pass the FCS check
Single Collisions UDINT Number of frames sent successfully | Value on the left
with only one collision
Multiple Collisions UDINT Number of frames sent successfully | Value on the left
with two or more collisions
SQE Test Errors UDINT Number of times SQE test error 00000000H
messages were created
Deferred Transmissions UDINT Number of frames for which the first | Value on the left
transmission test was delayed due to
the medium being busy
Late Collisions UDINT Number of collisions detected in Value on the left
packet transmission after 512 bit
time or later in packet transmission
Excessive Collisions UDINT Number of failed frames in Value on the left
transmission due to excessive
collisions
MAC Transmit Errors UDINT Number of frames that failed to be 00000000H
transmitted due to internal MAC
sublayer transmission errors
Carrier Sense Errors UDINT Number of times the carrier sense 00000000H
condition was lost or was not
asserted during attempts to send
frames
Frame Too Long UDINT Number of receive frames that 00000000H
exceeded the maximum allowable
frame size
MAC Receive Errors UDINT Number of frames that failed to be 00000000H
received through interface due to
internal MAC sublayer receiving
errors
6 O O Interface Control Bits WORD Interface control bits 0001H
Control Forced Interface Speed UINT Forced interface operation speed 0000H
7 O X Interface Type USINT Interface type 02H
8 O X Interface State USINT Current interface status 01H
9 O O Admin State USINT Current administration status 01H
1 O X Interface Capability Bits DWORD | Interface function other than Speed/ | 00000006H
Capability Duplex
Speed/ Speed/Duplex Array USINT Number of Speed/Duplex arrays 00H
Duplex Count
Options Speed/ Interface UINT Speed to force the interface to —
Duplex Speed operate at
Array Interface USINT Duplex mode of the interface™ —
Duplex
Mode
APPX

264

Appendix 5 Details of Message Communication Support Command



Attribute ID | Access Name Data Description Setting value (Set)/
Get | Set type stored value (Get)
12 0% X HC HCInOctets ULINT Number of octets received through Value on the left
Interface the interface
Counters : .
HCInUcastPkts ULINT Number of unicast packets received | Value on the left
through the interface
HCInMulticastPkts ULINT Number of multicast packets 0000000000000000H
received through the interface
HCInBroadcastPkts ULINT Number of broadcast packets 0000000000000000H
received through the interface
HCOutOctets ULINT Number of octets sent through the Value on the left
interface
HCOutUcastPkts ULINT Number of packets sent through the | Value on the left
interface
HCOutMulticastPkts ULINT Number of multicast packets sent 0000000000000000H
through the interface
HCOutBroadcastPkts ULINT Number of broadcast packets sent 0000000000000000H
through the interface
13 0" X HC Media | HCStatsAlignmentErrors ULINT 64-bit version of Alignment Errors Value on the left
Counters | o statsFCSErrors ULINT | 64-bit version of FCS Errors 0000000000000000H
HCStatsInternalMacTransmitErrors | ULINT 64-bit version of MAC Transmit 0000000000000000H
Errors
HCStatsFrameToolLongs ULINT 64-bit version of Frame Too Long 0000000000000000H
HCStatsInternalMacReceiveErrors | ULINT 64-bit version of MAC Receive 0000000000000000H
Errors
HCStatsSymbolErrors ULINT Number of illegal data symbols in the | 0000000000000000H
media when a valid carrier exists

*1 Arrays are displayed in combination with Interface Speed. This indicates the speed and Duplex mode supported by the module.
*2 Get_and_Clear can be used as well.

Hinterface status flag details

Bit Item Value
0 Link-up status * 0: Link-down
 1: Link-up
1 Connection status (full-duplex/half-duplex) + 0: Half-duplex
« 1: Full-duplex
2to4 Auto-negotiation status « 0: Auto-negotiation being executed
* 1: Auto-negotiation failed and operation in progress with the default communication speed
and method
» 2: Communication method detection failed, but communication speed detection succeeded
« 3: Auto-negotiation completed successfully
« 4: Auto-negotiation unexecuted
5 Necessity of restart after manual settings Fixed to 0 (because manual settings are not supported)
6 Local Hardware Fault detection status Fixed to 0 (because Local Hardware Faults are not detected)
7 to 31 Fixed value 0
Instance service
Service code Service

01H Get_Attributes_All
OEH Get_Attribute_Single
10H Set_Attribute_Single
4CH Get_and_Clear’

*1 Clear after obtaining the value of the specified attribute. It is only available for attributes [4, 5, 12, 13].
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Appendix 6 Processing Time

This section describes the data link processing time.

RPI (Requested Packet Interval)

The FX5-EIP sends and receives data according to the RPI interval defined by the parameter setting in the 'EtherNet/IP
Configuration' of GX Works3. The fastest RPI value is calculated by the following formula based on the number of
connections and the PPS of the module.

Fastest value __

of RPI

2 X Number of connections

PPS

Transmission delay time

The following describes the formulas used to calculate the transmission delay time of EtherNet/IP communications.
Note that the processing time may be prolonged depending on the load ratio of the network (degree of line congestion), the

processing performance of controllers, and the system configuration.

Cyclic communication

ESend delay time

The concept of transmission delay time of send data is shown below.

) (1)

L] L]
I ¢ > | | |
I I I I
CPU module L 2 L
(2)
>
\ 4 \ 4
FX5-EIP I-‘
®3)
EtherNet/IP device Y
No. Item name Description
1) Sequence scan Time required from setting the send data in a program to refreshing the buffer memory on the FX5-EIP
(2) Send delay time Time required for transferring send data from the buffer memory on the FX5-EIP to the send buffer
(approximately 1ms for 32 connections and 64-byte data size)
(3) RPI RPI setting value (transmission interval time)

The transmission delay time of send data is calculated by the following formula.

Item name Transmission delay time
Normal value RPI=2
Maximum value 1)+ (2)+(3)
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HReceive delay time

The concept of delay time of receive data is shown below.

EtherNet/IP device
® ®
| (3) | I
\"4 \"4
FX5-EIP { ¢
P
l
(2
CPU module . . Y ,
| | | |
1 1 PR QRN
No. Item name Description
(1) Sequence scan Time required for refreshing the receive data from the buffer memory on the FX5-EIP to a program
(2) Receive delay time Time required for transferring receive data from the receive buffer to the buffer memory on the FX5-EIP
(approximately 1ms for 32 connections and 64-byte data size)
(3) RPI RPI setting value (transmission interval time)

The transmission delay time of send data is calculated by the following formula.

Item name Transmission delay time

Maximum value (1) +(2)+(3)

APPX
Appendix 6 Processing Time

267




268

Appendix 7 Port Number

This section describes the port numbers used by the EtherNet/IP communication functions of the FX5-EIP.

2222

8AEH

EtherNet/IP communications (cyclic communications)

44818

AF12H

EtherNet/IP communications (message communications and cyclic communication
connection start (FwdOpen))

49512 to 61440, 61442 to 65534

C168H to FOOOH, FO02H to
FFFEH

For system

Port numbers used for non-EtherNet/IP communication

1 to 2221, 2223 to 5548, 5570 to
44817, 44819 to 49511

1H to 8ADH, 8AFH to 15ACH,
15C2H to AF11H, AF13H to
C167H

TCP/UDP ports used in the external device connection configuration
* MELSOFT connection

» SLMP communication (server function)

+ Socket communication

5549 to 5551, 5553, 5556 to
5560, 5562 to 5569

15ADH to 15AFH, 15B1, 15B4H
to 15B8H, 15BAH to 15C1H

For system

5552 15BOH Auto-open UDP port

5554 15B1H MELSOFT transmission port (TCP/IP)
5555 15B2H MELSOFT transmission port (UDP/IP)
5561 15B9H For system

61441 FOO1H For system

65535 FFFFH Cannot be used
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Appendix 8 Software Licenses and Copyrights

This section describes the licenses and copyrights of software used in this product.

MD5 Message-Digest Algorithm

This product includes code that was developed by RSA Data Security, Inc.
Copyright (C) 1991-2, RSA Data Security, Inc.

License to copy and use this software is granted provided that it is identified as the "RSA Data Security, Inc. MD5 Message-
Digest Algorithm" in all material mentioning or referencing this software or this function.

License is also granted to make and use derivative works provided that such works are identified as "derived from the RSA
Data Security, Inc. MD5 Message-Digest Algorithm" in all material mentioning or referencing the derived work.

RSA Data Security, Inc. makes no representations concerning either the merchantability of this software or the suitability of
this software for any particular purpose. It is provided "as is" without express or implied warranty of any kind.

These notices must be retained in any copies of any part of this documentation and/or software.
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REVISIONS

Revision date Revision Description

October 2025 A First edition

Japanese manual number: SH-082708-A

This manual confers no industrial property rights or any rights of any other kind, nor does it confer any patent licenses. Mitsubishi Electric Corporation cannot
be held responsible for any problems involving industrial property rights which may occur as a result of using the contents noted in this manual.

© 2025 MITSUBISHI ELECTRIC CORPORATION
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WARRANTY

Please confirm the following product warranty details before using this product.
1. Gratis Warranty Term and Gratis Warranty = 2. Onerous repair term after discontinuation

Range

If any faults or defects (hereinafter "Failure") found to be
the responsibility of Mitsubishi occurs during use of the
product within the gratis warranty term, the product shall
be repaired at no cost via the sales representative or
Mitsubishi Service Company. However, if repairs are
required onsite at domestic or overseas location,
expenses to send an engineer will be solely at the
customer's discretion. Mitsubishi shall not be held
responsible for any re-commissioning, maintenance, or
testing on-site that involves replacement of the failed
module.

[Gratis Warranty Term]

The gratis warranty term of the product shall be for one
year after the date of purchase or delivery to a
designated place. Note that after manufacture and
shipment from Mitsubishi, the maximum distribution
period shall be six (6) months, and the longest gratis
warranty term after manufacturing shall be eighteen (18)
months. The gratis warranty term of repair parts shall not
exceed the gratis warranty term before repairs.

[Gratis Warranty Range]

(1) The range shall be limited to normal use within the
usage state, usage methods and usage environment,
etc., which follow the conditions and precautions,
etc., given in the instruction manual, user's manual
and caution labels on the product.

(2) Even within the gratis warranty term, repairs shall be
charged for in the following cases.

1. Failure occurring from inappropriate storage or
handling, carelessness or negligence by the
user. Failure caused by the user's hardware or
software design.

2. Failure caused by unapproved modifications,
etc., to the product by the user.

3.  When the Mitsubishi product is assembled into a
user's device, Failure that could have been
avoided if functions or structures, judged as
necessary in the legal safety measures the user's
device is subject to or as necessary by industry
standards, had been provided.

4. Failure that could have been avoided if
consumable parts (battery, backlight, fuse, etc.)
designated in the instruction manual had been
correctly serviced or replaced.

5. Relay failure or output contact failure caused by
usage beyond the specified life of contact
(cycles).

6. Failure caused by external irresistible forces such
as fires or abnormal voltages, and failure caused
by force majeure such as earthquakes, lightning,
wind and water damage.

7. Failure caused by reasons unpredictable by
scientific technology standards at time of
shipment from Mitsubishi.

8. Any other failure found not to be the responsibility
of Mitsubishi or that admitted not to be so by the
user.

of production

(1) Mitsubishi shall accept onerous product repairs for
seven (7) years after production of the product is
discontinued.

Discontinuation of production shall be notified with
Mitsubishi Technical Bulletins, etc.

(2) Product supply (including repair parts) is not available

after production is discontinued.

. Overseas service

Overseas, repairs shall be accepted by Mitsubishi's local
overseas FA Center. Note that the repair conditions at
each FA Center may differ.

. Exclusion of loss in opportunity and

secondary loss from warranty liability

Regardless of the gratis warranty term, Mitsubishi shall

not be liable for compensation to:

(1) Damages caused by any cause found not to be the
responsibility of Mitsubishi.

(2) Loss in opportunity, lost profits incurred to the user
by Failures of Mitsubishi products.

(3) Special damages and secondary damages whether
foreseeable or not, compensation for accidents, and
compensation for damages to products other than
Mitsubishi products.

(4) Replacement by the user, maintenance of on-site
equipment, start-up test run and other tasks.

. Changes in product specifications

The specifications given in the catalogs, manuals or technical
documents are subject to change without prior notice.

. Product application

(1) In using the Mitsubishi MELSEC programmable
controller, the usage conditions shall be that the
application will not lead to a major accident even if
any problem or fault should occur in the
programmable controller device, and that backup and
fail-safe functions are systematically provided outside
of the device for any problem or fault.

(2) The Mitsubishi programmable controller has been
designed and manufactured for applications in general
industries, etc. Thus, applications in which the public
could be affected such as in nuclear power plants and
other power plants operated by respective power
companies, and applications in which a special quality
assurance system is required, such as for railway
companies or public service purposes shall be excluded
from the programmable controller applications.

In addition, applications in which human life or property
that could be greatly affected, such as in aircraft,
medical applications, incineration and fuel devices,
manned transportation, equipment for recreation and
amusement, and safety devices, shall also be excluded

from the programmable controller range of applications.

However, in certain cases, some applications may be
possible, providing the user consults their local
Mitsubishi  representative  outlining the special
requirements of the project, and providing that all
parties concerned agree to the special circumstances,
solely at the user's discretion.

(3) Mitsubishi shall have no responsibility or liability for any
problems involving programmable controller trouble and
system trouble caused by DoS attacks, unauthorized
access, computer viruses, and other cyberattacks.
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INFORMATION AND SERVICES

For further information and services, please contact your local Mitsubishi Electric sales office or representative.
Visit our website to find our locations worldwide.

MITSUBISHI ELECTRIC Factory Automation Global Website
Locations Worldwide
www.MitsubishiElectric.com/fa/about-us/overseas/

TRADEMARKS

EtherNet/IP (TM) either a registered trademark or a trademark of ODVA, Inc.
The company names, system names and product names mentioned in this manual are either registered trademarks or

trademarks of their respective companies.
®

In some cases, trademark symbols such as '™ or '®" are not specified in this manual.
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